Are you prepared for NIS 27

What is it about?

The NIS 2 Directive will soon
require all operators of critical
infrastructure and essential
services within the EU to comply
to stricter cybersecurity
regulations.

The IEC 62443/ NIS 2 Assessment
addresses the NIS 2 measures on
risk management and information
system security, supply chain
security, access control and asset
management.

You gain a complete overview of
the current security state of your
automation systems and the exact
compliance result to every NIS 2
requirement.

Siemens as your trusted partner

Start preparing for NIS 2 compliance by assessing
the actual security status of your automation systems.

Siemens Security Assessments cover a holistic analysis
of threats and vulnerabilities, the identification of risks
and the development of a security roadmap with
recommendations to close the identified gaps

by experts with in-depth know-how in automation,
digitalization and cybersecurity.
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Deliverables

IEC 62443/ NIS 2 Assessment

Identification of current security gaps
based on the IEC 62443 security level
target

On-site workshop, coordinated by an
ISA certified lead security consultant
and a security engineer (min. 2 days)

Questionnaire-based checklist to
identify and classify risks

Site survey of locations in scope

More than 30 pages report containing
recommendations for risk mitigation
measures

Additional report showing NIS 2 gaps
on basis of assessment results
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http://www.siemens.com/nis2-assessment
https://support.industry.siemens.com/cs/ww/en/sc/5427
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