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Abbreviations 
QF – Qatar Foundation 

ERP – QF’s internal Enterprise Resource Planning system 

PD – QF Procurement Directorate 

MFA – Multi Factor Authentication 

OTP – One-Time Password 

TOTP – Time-based OTP 

IDCS – Oracle Identity Cloud Services 

IDAM – Oracle Identity & Access Management 
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Fusion Login Instructions 

First Time Login to ERP 
When a user is registered as a contact for the supplier with access to iSupplier portal, you will receive 

separate emails with your username and password. Please note that the password needs to be 

changed during the first login. 

Registration Email 

 
 

 
 

 

Go to the ERP Application Login page - https://suppliers.qf.org.qa/ 

 

 

Login / Authentication 

Step 1: Enter username that is received in Registration Email. 

Step 2: Enter initial login Password. 

Step 3: Enter Captcha 

https://suppliers.qf.org.qa/
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Step 4: Click Sign In button. 

 

Change Password 

Step 1: Enter old password & new password twice. 

Step 2: Click on Submit 

 

Setup MFA 
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Chose Any One of the above-mentioned methods. 

Note: Download the Oracle Mobile Authenticator App from the App store for Time-Based OTP and 

Push Notification method 

 

Push Notification Method 

Step 1: Open the Oracle Mobile Authenticator App on Mobile. 

Step 2: Click on Add Button in Oracle Authenticator App. 

Step 3: Scan the QR Code which is visible on your login screen. 
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Time based OTP (TOTP) Method 

Step 1: Open the Oracle mobile Authenticator app on mobile. 

Step 2: Click on Add Button In authenticator app. 

Step 3: Scan QR code which is visible on your login screen. 

Step 4: Type the Time-based OTP 

Step 5: Click on Enroll Button 
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OTP over SMS Method 

Step 1: Select Country 

Step 2: Enter Mobile Number and click on Enroll. 

Step 3: Enter OTP Received on Mobile Number 

Step 4: Click On Verify 

  

 

User redirected to Fusion console. 
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Second Time Login 
Go to the ERP Application Login page - https://suppliers.qf.org.qa/ 
 
Login / Authentication 

Step 1: Enter username received in Registration Email. 

Step 2: Enter the New Password (set during the first-time login) 

Step 3: Enter Captcha 

Step 4: Click Sign In button. 

 

Verify MFA 

Verify Your Identity using enrolled method. 

 Using Push Notification 

Step 1: Accept Push Notification on Mobile Authenticator 

 

https://suppliers.qf.org.qa/
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 Using TOTP 

Step 1: Enter OTP Displayed on Mobile Authenticator 

Step 2: Click On Verify 

 

 Using OTP over SMS 

Step 1: Enter OTP Received on Mobile Number 

Step 2: Click On Verify 
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User redirected to Fusion console. 

 

IDCS Login (Multiple Application Access) 
 User visits the URL: https://login.qf.org.qa/. 
IDCS Login / Authentication 

Step 1: Enter username received in Registration Email. 

Step 2: Enter your Password. 

Step 3: Enter Captcha 

Step 4: Click Sign In button. 
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IDCS My Apps Page 

 

Users can view the application tiles that they have access to. Click on the relevant tile to access that 

application. 

 

Multi Factor Authentication (MFA)  

Add MFA Options 
Login to IDCS (click on the below URL) 

 URL: https://login.qf.org.qa/ 

IDCS Login / Authentication 

Step 1: Enter username that is received in Registration Email. 

Step 2: Enter your Password. 

Step 3: Enter Captcha 

Step 4: Click Sign In button. 

 

 

https://login.qf.org.qa/
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Go to My Profile 

 

 

Go to Security Section 

 

 

Configure MFA 

Configure option will be visible for the MFA Factors, which have not been configured yet. 

Note: As shown in the screenshot the SMS OTP option was already configured so there is configure 

button only for Mobile App,  
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Scan the QR Code using Oracle Mobile Authenticator 

 

Configure Mobile Number for SMS OTP 

 

Reset Password 
Step 1: Visit this Fusion login URL: https://suppliers.qf.org.qa/ 

Step 2: Click on forgot password. 

 

https://suppliers.qf.org.qa/
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Step 3: Enter your Email id. 

Step 4: Click on Next. Password reset mail is sent to the mail id provided. 

 

Step 5: Click on Password Reset Link in email. 
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Step 6: Enter New Password  

Step 7: Confirm New Password 

Step 8: Click on Reset Password 

 

 

Reset MFA 
Step 1: Send an email to QF ITSC (itsupport@qf.org.qa) requesting to reset MFA. 

Step 2: ITSC will raise a ticket and will be assigned to IDAM Team 

Step 3: MFA factor would be Reset. 

Step 4: In the next login the user can setup the MFA with the new mobile number or with a different 

device using Oracle Mobile Authenticator Application. Check the “Add MFA Options” section above 

for the detailed steps. 
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