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Macro Settings
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Al (Identification, ID)

Al
2 7|2 HEA A S AIA™ GEH|of TSt H|Q1Tt THRe] H&S XHESE| 9|8 SHES0|C.
o

N =N

-3.
£
-4, Q1523 (Authentication Protection, AU)
Sz = A Q15 Hot Zet 9l SHAR AE 2321 A &X|, MA| 15 34 &X|, CHH| HotEt 47 S ¢l
Il

S IgollMel Hotd Zat Sl Ciekot 2ol CH35t7| fet SX[et=0|LCt.

2-5. 215 ™™ (Authentication Policy, AP)

QAUSHEME2 7|2t A EXL BE, 215 T2 IFAI™ ALK Q15 S 7[ 2 LY AFgXte| MRS X|SHMo = 20lst
1 H35H| 2ot Exg=0|Ct.

2-6. 215 4-EH(Authentication Method, AM)

AUBEE2 A|AE 0| AR = Q1B MM, HE, B AL S2 26t et SMe=olCt.

2-7. 232l (Login, LI)
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FTP(File Transfer Profile) 7|gto| EAI
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5-1. &t 7| #2|(Encrytion Key Management, EK)

24z 7| HEl= Y= 7|9 W, HiZE, ME, AH8 A H|7| & 7|2 TN =T 7|5 QHTSHA| 22| 5t7| 2l Z2A|
AR 7|9 RLt Y20t 288 WXt Hlo|E 7|Udunt RFHELS %xwm Qlet Sxg=0|Ct.

5-2. &% 7|= HE(Encrytion Technology Application, EA)

o

S Hotsan 80 m2 Z7PYEEO0| Ql5et AT E A2 E 3 2718 A=A -EH|
Mg L XIxH-ZH| 2 MEHX ALZ0|| CHEt EX|e=0]Ct.

5-3. H|0|E{ H&(Data Transmission, DT)

HIO[E M&2 AAR! 7EHO|O|E B! EE QHSHA| ME51Y| f[et 2ot A S E
N E?:.*EPEF HE S YEIF ST K| 942 AEO|LE A| AR 23 S{5| 7Lt HE
S A2 B35 2ot Ex[e=0|Ct.

5-4. H|0|E| A2 (Data Usage, DU)

CIOIE AHZ2 AM, Ao EE= J|EFG|O|E] M2| grasut 20| HIO|E7F HEAAR LHR0|M A= S2tol| = o
O|E10]| LSt H2 R X|E H85t= SME=0|Ct
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6. MEXA

DHIY 717|, SEEQIO, DEAAR S HEXHAMO| CHot H gokg OpEstn, X4 7|2 gtEs XSO = 22|

i

6-1. 2HIY EH2(Mobile Device, MD)
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6-2. 5St=2)|0{(Device, DV)
StEQo] Hot 52 MEA A StE0)e] FAEEZ RXISH| fldh HH U StEYof 24 24 AF, 12
1 Al stAHo| BAM HIE 9ISt SXES0|Ct,
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6-3. MEA|AH Q4 (Information System Component, IN)
HEAAHS AMQA= ZYSHE HYAE St FF2AS, HX|-HAH-UH0|E A| 0| HI|H= HAl X5
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W AAE

=7t Y EAAIAI(N?SF)= 7|1Z2| 2l Y22 FMOo| 7HE SHAIE 52511, 2okd 1t H|o|H E2E4s SAl
C

o -
of n2qt A2 2ot mi={Cio|ct. C|X|E ekl 7i&stet el Al 22tRE S HEt 7120] #EH| efitk|=

=

SAHOIN, 27120 27} AHelo] HEESE Chath wof FA WRAoZE S0 KBHekn QUrt. oFHstof
OF| 2B ZBHQI YR TS SAI0| SZH0F sH= AICHE 270 wft, 7+ HOHIA (N2SF)= o 5
2% £R9 AISSIE Hot EHE J|WOR o SAIFQl WAS FIAStD YUrt.
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A, 2otut AZ 24 7to| 70| 7tsdIct 22 7| (Classified), T (Sensitive), 371(Open) S22
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7} Fo] orE IS S 4 rt
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Of HAHE[O{OF oI}, =7t Y EotHIA[(N?SF)& Bt 2ot HMS "o, CIXIE At =7t ZYHS 225t= o

o AEEtZM O R0 HS HE A= J|tiECh

EQST insight | 15



m A2

[1] NIST SP 800-207, “Zero Trust Architecture”, 2020.08

[2] NIST SP 800-253, “Cyber Security Framework” 2020.08
[3] MITRE ATT&CK v14, v15, 2023.10

[4] =7+ 2 HotH|A| 2ot 7H0| =2}l (Draft), 2025.01

[5] =7t Y HotA|A| 2ot 7to| =219l (Draft) £51, 2025.01

EQST insight | 16



