Information Security Policy

Ecosurety is committed to protecting the security of its information and information systems to ensure that:

The integrity of all stakeholder information is maintained, so that it is accurate, up to date and fit for purpose
Information is always available to those who need it and there is no disruption to the activity of the Company
Confidentiality is not breached, so that information is accessed only by those authorised to do so

Ecosurety complies with, and exceeds where practicable, the requirements of relevant information security
legislation, including those applicable to personal data under the Data Protection Act

The reputation of Ecosurety is safeguarded

To meet our commitments, we will:

Perform information security risk assessments for all information systems on a regular basis to identify key
information risks and determine the controls required to keep those risks within acceptable limits

Provide education and training to users to ensure they understand the importance of information security and
exercise appropriate care when handling confidential information

— Extend this training to ensure information security controls maintained in homeworking environment

Work in a manner which does not jeopardise data security of internal or external stakeholders

Signed on behalf of the board

Will Ghali, Chief Executive Officer
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