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1.0 Cel

P&G ceni sobie zaufanie i lojalnosé¢ swoich Pracownikéw, dlatego niniejsza Globalna polityka ochrony
prywatnosci pracownikéw (,,Polityka”) zostata opracowana z mysla o spetnieniu zaréwno potrzeb
biznesowych Firmy, jak iwymogoéw z zakresu bezpieczenstwa iochrony Danych osobowych
Pracownikow P&G. Niniejsza polityka zawiera informacje na temat tego, w jaki sposéb firma The
Procter & Gamble Company, jej podmioty zalezne i stowarzyszone (,,P&G"” lub ,Firma”) gromadza
| przetwarzajg Dane osobowe Pracownikéw. Opisuje ona réwniez oczekiwania Firmy wobec tych,
ktoérzy gromadza i zarzadzaja Danymi osobowymi Pracownikéw w jej imieniu.

Niniejsza Polityka jest zgodna z Celem, Wartosciami i Zasadami P&G (,PVP"”). Ponadto w wielu
krajach istniejg szczegdtowe przepisy okreslajace mozliwosci wykorzystywania Danych osobowych,
w tym takze Danych osobowych Pracownikéw. Firma bedzie przestrzega¢ wszystkich takich
obowiazujacych przepiséw prawa i regulacji, w tym takze miejscowych przepiséw prawa dotyczacych
ochrony danych i reprezentacji intereséw pracowniczych, a w odpowiednich przypadkach bedzie
stosowa¢ dodatkowe procedury, standardy i polityki w celu spetnienia tych wymogoéw. W zwiazku
z tym rzeczywiste Dane osobowe Pracownikéw zgromadzone w okreslonej jurysdykcji, lub do
ktérych P&G moze mie¢ dostep w okreslonej jurysdykcji, moga by¢ unikatowe, aby spetni¢
wymagania miejscowych przepiséw prawa. Ponadto, w stosownych przypadkach, niniejsza Polityka
zostanie wzbogacona o uzupetnienia dotyczace poszczegolnych krajow.

2.0 Definicje

Pracownik: na potrzeby niniejszej Polityki termin ,Pracownik” bedzie obejmowa¢ obecnych, bytych
i emerytowanych pracownikow P&G.

Dane osobowe: wszelkie informacje odnoszace sie do osoby fizycznej, ktérej tozsamosé zostata
ustalona lub moze zosta¢ ustalona.

Wrazliwe dane osobowe: dane osobowe ujawniajgce rase, pochodzenie etniczne, poglady
polityczne, wyznawana religie, stan zdrowia, orientacje seksualng, przynaleznos¢ zwigzkowa, dane
genetyczne lub biometryczne, wszelkie informacje dotyczace wyrokéw w zakresie
odpowiedzialnosci karnej lub popetnionych przestepstw oraz zdefiniowane w inny sposéb przez
przepisy prawa.

Firma lub P&G: na potrzeby niniejszej Polityki termin ,Firma” lub ,,P&G" bedzie oznacza¢ The
Procter & Gamble Company oraz jej jednostki zalezne i stowarzyszone.
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3.0 Zasady
Podstawowe zasady ochrony prywatnosci i przetwarzania danych przez P&G sg nastepujace:

e gromadzenie i zarzadzanie minimalng iloscig Danych osobowych Pracownikow;

e Szanowanie prywatnosci oséb fizycznych;

e postepowanie w sposéb zgodny z naszymi celami, wartosciami i zasadami (Purpose, Values
and Principles, PVP), niniejsza Polityka oraz obowigzujacymi przepisami prawa;

e przestrzeganie obowigzujacych standardéw i procedur podczas gromadzenia Danych
osobowych Pracownikéw lub zarzagdzania nimi.

4.0 Informacja

P&G szanuje prywatnosé¢ pracownikéw. Niniejsza Polityka zawiera informacje na temat tego, w jaki
sposéb przetwarzamy Dane osobowe Pracownikéw, rodzaju gromadzonych przez nas informacji,
celéw, w jakich je wykorzystujemy, podmiotow, ktérym je udostepniamy, oraz wyboréw, ktérych
Pracownik moze dokona¢ w zwigzku 2z wykorzystywaniem przez nas Danych osobowych
Pracownikow. Opisano w niej réwniez Srodki, jakie podejmujemy w celu ochrony bezpieczenstwa
Danych osobowych Pracownikéw oraz w jaki spos6b mozna sie z nami skontaktowaé odnosnie do
naszych praktyk dotyczacych ochrony prywatnosci.

4.1 W jakich celach gromadzimy i wykorzystujemy Dane osobowe Pracownikow?

P&G gromadzi Dane osobowe na temat swoich Pracownikéw w kontekscie stosunku pracy
i zwigzanych z nim proceséw kadrowych. Zasadniczo gromadzimy i wykorzystujemy Dane osobowe
Pracownikéw w nastepujacych procesach biznesowych, w tym miedzy innymi w ramach ponizszych
ustug lub dziatan:

e zarzadzanie wynagrodzeniami/ptacami, sprawozdawczo$¢ podatkowa i analiza
poréwnawcza firmy;

e korzystanie z firmowych kart kredytowych, rozliczanie kosztow podrézy i zwrot wydatkéw;,

e zarzadzanie S$wiadczeniami, wtym ubezpieczeniem zdrowotnym, $wiadczeniami
emerytalnymi i innymi $wiadczeniami dobrowolnymi;

e zarzadzanie relokacja i podrézami, w tym wymagana przez rzad dokumentacja podrézy;

e zarzadzanie czasem iobecnoscig, w tym urlopami, zwolnieniami z tytutu niezdolnosci do
pracy, zwolnieniami lekarskimi i innymi urlopami lub nieocbecnosciami;

e obsadzanie stanowisk, zarzagdzanie wynikami, rozwdj kariery, szkolenia i wyréznienia;

e programy bezpieczenstwa i higieny pracy oraz programy obejmujgce zdrowie i dobre
samopoczucie;

e badania przesiewowe zwigzane ze zdrowiem i programy medyczne zwigzane z COVID-19 lub
podobnymi kryzysowymi sytuacjami zdrowotnymi;

e zarzadzanie dostepem do obiektéw, obstuga obiektéw oraz cele zwigzane
z bezpieczenstwem i planowaniem na wypadek awarii;

e rejestrowanie urzadzen elektronicznych i zarzadzanie nimi oraz optymalizacja wykorzystania
sieci i urzadzen;

e kontrole bezpieczenstwa fizycznego i cybernetycznego, w tym monitorowanie urzgdzen
elektronicznych i sieci;
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e ufatwianie sprzedazy lub przenoszenia aktywow, w tym catosci lub czesci Firmy lub jej
przedsiebiorstw;

s postepowania sadowe i wewnetrzne/zewnetrzne dochodzenia, audyty irozstrzyganie
sporow;

e przetwarzanie dla celéw codziennej pracy (np. uwierzytelnianie ilogowanie do naszych
systemow);

e spotkania i imprezy firmowe, szkolenia i komunikacja pracownicza;

e dostarczanie upominkéw oraz innych materiatéw i produktéw Firmy do gospodarstw
domowych pracownikoéw;

e dziatania na rzecz réznorodnosci, rownosci iintegracji (np. projektowanie i promowanie
zréznicowanej i integracyjnej organizacji i miejsca pracy oraz obsadzanie stanowisk pod tym
katem);

e ufatwianie cztonkostwa w zwigzkach zawodowych;

e ufatwianie cztonkostwa w grupach powigzan;

e inne zarzadzanie danymi zwigzanymi z personelem, w tym opieka nad pracownikami,
wsparcie IT i zasobéw ludzkich;

e zgodno$¢ z wymogami bankowymi, nalezytej starannosci i wiedzy o kliencie (KYC) naszych
partnerow finansowych (np. w zakresie otwierania firmowych rachunkéw bankowych lub
finansowych i zarzadzania nimi);

e utatwianie korzystania z ulg podatkowych i innych zachet rzadowych;

e zachowanie zgodnosci z przepisami prawa, regulacjami i politykami Firmy w zakresie
przeciwdziatania tapownictwu, pracy dzieci i korupcji, sankgcji, kontroli eksportu, praw
cztowieka i innych wymogow tadu korporacyjnego i zarzadzania;

e zachowanie zgodnosci z wszelkimi wymogami prawnymi, regulacyjnymi, sadowymi lub
rzadowymi,

e utatwienie wptat na cele charytatywne w ramach kampanii firmowych lub lokalnych dziatan
wolontariackich.

Oprécz wyzej wymienionych celow, P&G wykorzystuje Dane osobowe Pracownikéw do
przeprowadzania analiz danych przedsiebiorstwa. Analizy te wykorzystujg Dane osobowe
Pracownikow zawarte w systemach kadrowych P&G oraz powigzanych systemach dokumentacji (np.
Workday, SAP, Workforce Management, ankiety pracownicze itp.) i umozliwia dziatom kadr,
zespotom wyspecjalizowanych analitykéw i liderom organizacji uzyskiwanie wgladéw opartych na
danych zbiorczych. Wykorzystujgc te wglady, P&G moze lepiej zrozumie¢ stan organizadji,
udoskonala¢ planowanie sity roboczej, opracowywaé procesy zarzadzania zasobami ludzkimi i
planowania zarzadzania talentami oraz zaprojektowa¢ zdrowsg organizacje nastawiong na sukces,
zapewniajgc swoim pracownikom najlepszego $rodowisko pracy. Przyktadami tego typu analiz sa
m.in.: analiza rotacji pracownikéw, prognozy dotyczace zatrudnienia, badanie satysfakdji
pracownikow, stosowanie roéwnosci i integracji, pozyskiwanie talentéw, uczenie sie i rozwoj
pracownikow, porownywanie wynagrodzen, analizy zwigzane z zarzgdzaniem czasem i sita robocza
itp. Analizy przeprowadzane sg wytacznie przez upowazniony personel, zgodnie ze szczegétowymi
wytycznymi majacymi na celu ochrone prywatnosci i poufnosci Danych osobowych Pracownikéw.
P&G agreguje dane i usuwa wszelkie elementy pozwalajgce na identyfikacje, zanim uzyskane w ten
sposob informacje zostang udostepnione szerszemu gronu odbiorcéw w obrebie organizacji lub na
zewnatrz. Analizy te nie stuza do tworzenia profili indywidualnych ani podejmowania decyzji
dotyczacych konkretnych pracownikéw. Cho¢ zbiorcze informacje mozna wykorzystaé do wsparcia
procesu decyzyjnego w firmie, decyzje te wymagaja znacznego wkfadu cztowieka.
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Oile to mozliwe izgodne z uzasadnionymi interesami biznesowymi P&G, zgodg Pracownika,
zobowigzaniami prawnymi Firmy i/lub w celu spetnienia zobowigzan umownych Firmy, P&G bedzie
informowa¢ Pracownikéw o gromadzonych Danych osobowych ich dotyczacych isposobie ich
wykorzystania.

4.2 Jakiego rodzaju Dane osobowe Pracownikéw gromadzimy?

Gromadzimy i zarzagdzamy jak najmniejsza iloscia Danych osobowych Pracownikéw, niezbedna do
wypetnienia naszych zobowigzan umownych i/lub prawnych jako pracodawcy; w celu wspierania
uzasadnionych interesow biznesowych Firmy w sposéb proporcjonalny do intereséw zwigzanych

z prywatnoscia jej Pracownikéw oraz do przetwarzania danych osobowych dostarczonych za zgoda
Pracownika, w stosownych przypadkach, do zamierzonych celow.

W ponizszej tabeli opisano bardziej szczegétowo kategorie Danych osobowych Pracownikéw, ktére
P&G gromadzi w zwigzku z procesami zatrudniania i zarzadzania zasobami ludzkimi. Kazda kategoria
Danych osobowych wymieniona ponizej moze by¢ réwniez wykorzystywana w sposdb opisany
w punkcie 4.1 powyzej.

Zwracamy uwage, ze zawsze bedziemy maksymalnie ogranicza¢ rodzaje iilos¢ Danych
osobowych Pracownikéw, ktére Firma moze zbierac¢ od nich lub na ich temat. Gromadzenie
informacji i dostep do nich beda rézni¢ sie w zaleznosci od wymogow prawnych i/lub
biznesowych obowiazujacych w danym kraju.

Podstawa prawna lub biznesowa gromadzenia i przetwarzania Danych osobowych
Pracownikow bedzie sie rézni¢ w zaleznosci od rodzaju danych iich przeznaczenia, jak
opisano w punkcie 4.3 ponizej.

Jakie rodzaje danych Pracownikéw gromadzimy
i przetwarzamy?

Dlaczego gromadzimy
i przetwarzamy rézne rodzaje
Danych osobowych Pracownikow?

Gromadzimy i przetwarzamy te
rodzaje danych w ramach wielu
procesow organizacyjnych
i biznesowych, jak opisano w sekgji
4.1 i jak objasniono ponizej:

Dane kontaktowe i informacje personalne

e Imie i nazwisko lub poprzednie nazwiska (np.

nazwiska panienskie)

e Pte¢, w tym zaimki

e Data i miejsce urodzenia

e Stan cywilny

e Sktad rodziny/gospodarstwa domowego

e Wyrdznienia i tytuty, w tym preferowany sposéb
zwracania sie

e Adres fizyczny/adres korespondencyjny

e Adres e-mail

e Dokumentacja kadrowa i procesy
biznesowe

e Schematy organizacyjne i katalogi

e Zarzagdzanie wynagrodzeniami i listami
ptac

e Zarzadzanie $wiadczeniami

e Programy bezpieczenstwa i higieny
pracy oraz programy odnoszace sie do
zdrowia i dobrego samopoczucia
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e Numer telefonu e Logistyka i bezpieczenistwo podrézy

e Numer telefonu komorkowego stuzbowych

¢ Planowanie zwigzane z obsadzaniem
stanowisk i organizacja

e Szkolenie

e Dostep do obiektow i sieci
elektronicznych

e Komunikacja z Pracownikiem dotyczaca
jego zatrudnienia, w tym przesytanie
informacji o harmonogramie pracy
i wynagrodzeniu oraz innych informacji
dotyczacych Firmy

e Zachowanie zgodnosci z prawem

i zbiorami zasad; zachowanie fadu

korporacyjnego i zarzadzanie;

bezpieczenstwo i planowanie na

wypadek awarii; wymagana

sprawozdawczos$¢ zewnetrzna;

dochodzenia i zarzadzanie zdarzeniami

Utatwienie wptat na cele charytatywne

w ramach kampanii firmowych lub

lokalnych dziatann wolontariackich

Analiza danych

Dokument tozsamosci wydany przez organ rzadowy/
informacja o kwalifikowalnosci do pracy

Zgodne z prawem identyfikowanie
Pracownika i zachowanie integralnosci

e Krajowy dokument tozsamosci (taki jak paszport, naszych rejestrow kadrowych
wiza, numer ubezpieczenia spotecznego, prawo e Zachowanie zgodnosci z wymogami
jazdy, inne dokumenty tozsamosci wydane przez imigracyjnymi i innymi wymogami
organ rzagdowy) dotyczacymi pozwolen na prace

¢ Obywatelstwo e Zapewnienie bezpieczenstwa

e Miejsce zamieszkania i zarzadzanie ryzykiem, takie jak

e Narodowosé gromadzenie danych dotyczacych praw

e Kraj urodzenia jazdy pracownikéw, ktérzy prowadza

e Status wojskowy i/lub weterana samochody Firmy, weryfikacja licencji

zawodowych, zapobieganie oszustwom
i podobne cele

Wyznaczanie przedstawicieli

w postepowaniach prawnych,
rzadowych lub regulacyjnych
Wyznaczenie pracownikow P&G jako
przedstawicieli i/lub upowaznionych
sygnatariuszy do reprezentowania
Firmy (w tym do prowadzenia
rachunkéw bankowych i finansowych)
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Pozyskiwanie ulg podatkowych i innych
zachet rzadowych korzystnych dla
naszych pracownikow i/lub dziatalnosci
Zachowanie zgodnosci z prawem

i zbiorami zasad; zachowanie fadu
korporacyjnego i zarzadzanie;
bezpieczenstwo i planowanie na
wypadek awarii; wymagana
sprawozdawczos$¢ zewnetrzna;
dochodzenia i zarzadzanie zdarzeniami
Analiza danych

Dane zwigzane z pracq

e Informacje zgromadzone w trakcie lub po
zakonczeniu procesu rekrutacyjnego, w tym dane
akademickie, licencje zawodowe, certyfikaty,
cztonkostwa i przynaleznosci

e Numer identyfikacyjny pracownika Firmy

e Umiejetnosci osobiste i zawodowe (np. znajomosé
jezykoéw obcych), zainteresowania i hobby

e Daty zatrudnienia w P&G

e Zajmowane stanowiska, w tym szczebel i tytut
w P&G

e Miejsca pracy w P&G, w tym adresy fizyczne
i korespondencyjne

e Adresy e-mail i numery telefonéw P&G

o Wyniki, frekwencja, rejestry i przeglady
dyscyplinarne oraz te dotyczace skarg i zazalen
w P&G

e Rejestry planéw szkoleniowych

e Dane z profili LinkedIn i podobnych platform
zawodowych

e Cele zawodowe i zainteresowania

e Informacje przekazane na potrzeby stowarzyszen
spotecznych i branzowych Firmy

e Przynaleznos¢ do zwigzkéw zawodowych

Dokumentacja kadrowa i procesy
biznesowe

Schematy organizacyjne i katalogi
Cele zwigzane z obsadzaniem
stanowisk, projektowaniem organizadji
i ciagtoscia dziafania

Wspieranie rozwoju kariery naszych
pracownikéw oraz ich celow
zawodowych i osobistych
Promowanie réwnosci i integracji

W miejscu pracy

Wyznaczenie pracownikow P&G jako
przedstawicieli wobec zewnetrznych
partneréow biznesowych, w tym
bankéw i instytucji finansowych
Okreslanie i weryfikacja odpowiednich
uprawnien do przegladu lub
zatwierdzania proceséw biznesowych
(np. poziom w hierarchii) zgodnie

z obowigzujgcymi zasadami Firmy.
Zachowanie zgodnosci z prawem

i zbiorami zasad; zachowanie fadu
korporacyjnego i zarzadzanie;
bezpieczenstwo i planowanie na
wypadek awarii; wymagana
sprawozdawczos¢ zewnetrzna;
dochodzenia i zarzadzanie zdarzeniami
Analiza danych

Informacje finansowe

e Numer i dane rachunku bankowego
e Informacje o kartach ptatniczych wydanych przez
Firme, w tym rejestry transakgji

e Utatwianie proceséw ptacowych,

zarzadzanie $wiadczeniami, zwroty
kosztow relokadji, podrézy | wydatkow
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e Informacje o osobistej karcie ptatniczej, jesli zostaty
podane na potrzeby zwrotow kosztow

e Zachowanie zgodnosci z prawem

i zbiorami zasad; zachowanie tadu
korporacyjnego i zarzadzanie;
bezpieczenstwo i planowanie na
wypadek awarii; wymagana
sprawozdawczos¢ zewnetrzna;
dochodzenia i zarzadzanie zdarzeniami

Informacje zdrowotne

e Informacje zwigzane ze zdrowiem fizycznym lub
emocjonalnym danej osoby, wtym wszelkie

niepetnosprawnosci lub ograniczenia
w wykonywaniu obowigzkéw lub petnieniu funkgji
zawodowych

e Dane  genetyczne  (wytacznie  w przypadku

niektérych wymaganych na mocy prawa badan
medycyny pracy, gdy dane genetyczne moga
wptyna¢ na wyniki takiego badania)

e Testy na obecnos¢ narkotykéw i inne rodzaje badan
zdrowotnych

Okreslenie zdolnosci do pracy na
danym stanowisku oraz rozsgdne
dostosowanie do ewentualnej
niepetnosprawnosci

Wspieranie zdolnosci do
uczestniczenia w naszych programach
urlopowych i/lub programach
dotyczacych ubezpieczen od
niepetnosprawnosci

Przestrzeganie wymogow dotyczgcych
zdrowia i bezpieczenstwa w miejscu
pracy oraz wymagan rzadowych

w zakresie sprawozdawczosci
Zarzadzanie bezpieczenstwem
pracownikéw i ryzykiem biznesowym
zwigzanym z pandemig COVID-19 lub
podobnymi stanami zagrozenia
zdrowia

Utatwianie uczestnictwa

w programach $wiadczen
zdrowotnych, w tym w naszych
planach zdrowotnych i programach
Vibrant Living; oraz

Zachowanie zgodnosci z prawem

i zbiorami zasad; zachowanie fadu
korporacyjnego i zarzadzanie;
bezpieczenstwo i planowanie na
wypadek awarii; wymagana
sprawozdawczo$¢ zewnetrzna;
dochodzenia i zarzadzanie zdarzeniami
Analiza danych

Elektroniczne dane identyfikacyjne/unikatowe
identyfikatory/wizerunek i gtos

e Administracja systemu, dostep do

¢ \Wspieranie naszych intereséw

technologii i zasobéw IT oraz
zarzadzanie nimi

zwigzanych z bezpieczenstwem
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e |dentyfikatory  systemowe P&G (np. nazwy
uzytkownika lub dane uwierzytelniajace online)

e Podpis cyfrowy

e Elektroniczne dane identyfikacyjne, dzienniki
i rejestry dotyczace dostepu ikorzystania przez
Pracownika z urzadzen P&G, sieci P&G (takiego jak
korzystanie z poczty elektronicznej, Internetu,
mediéw spotecznosciowych), systemoéw, aplikadji,
licengji i wszelkich innych baz danych P&G

¢ Informacje gromadzone przez systemy
bezpieczenstwa P&G, w tym telewizje przemystowa
(,CCTV"), systemy dostepu do obiektéw, kamery
ciggéw technologicznych lub kamery do zadan
szczegolnych

e Elektroniczne dane identyfikacyjne, dzienniki
i zapisy dotyczace dostepu Pracownika do obiektow
P&G iobszaréw o ograniczonym dostepie, w tym
numer przepustki/identyfikator przepustki, zdjecie

¢ Nagrania wideo, fotografie i inne nagrania
wizerunku/gtosu w kontekscie spotkan/szkolen

¢ Dane identyfikacji elektronicznej dotyczgce nagran
z centréw telefonicznych

fizycznym, bezpieczenstwem informacgji
i bezpieczenstwem cybernetycznym
w ramach ochrony przed zagrozeniami
wewnetrznymi i/lub zewnetrznymi
e Zarzadzanie zapobieganiem utratom
i odzyskiwaniem w naszych biurach
i zaktadach produkcyjnych
e Ocena zgodnosci z zasadami Firmy
dotyczacymi korzystania z naszych sieci
i urzadzen elektronicznych, w tym
miedzy innymi sprzetu
i oprogramowania
e Ocena zgodnosci z zasadami Firmy
w zakresie bezpieczenstwa fizycznego
i cybernetycznego
e Prowadzenie rejestréow wewnetrznych
i sprawozdawczos¢, w tym
dopasowywanie danych i analityka
e Zapewnianie Pracownikowi dostepu do
obiektéw, sieci, narzedzi, aplikacji oraz
innych systeméw i zasobéw Firmy
e Zapewnianie widocznosci
wykorzystania i kosztéw zuzycia
narzedzi, licengji, ustug i aplikacji P&G
w celu optymalizacji, poprawy jakosci
oraz w celach audytowych i zwigzanych
z kosztami
Utrwalanie szkolen i spotkan
Zachowanie zgodnosci z prawem
i zbiorami zasad; zachowanie fadu
korporacyjnego i zarzadzanie;
bezpieczenstwo i planowanie na
wypadek awarii; wymagana
sprawozdawczos$¢ zewnetrzna;
dochodzenia i zarzadzanie zdarzeniami
¢ Analiza danych

Pliki cookie

Pliki cookie to niewielkie pliki przesytane na komputer
Pracownika podczas przegladania witryn
internetowych.  Przechowujg  one  uzyteczne
informacie na temat interakqi uzytkownika
z odwiedzanymi  witrynami internetowymi.  Pliki
cookie nie gromadza  zadnych  informacji
przechowywanych na komputerze lub urzadzeniu
Pracownika ani w jego plikach. Pliki cookie nie
zawierajg zadnych informacji, ktére mogtyby

Uzywamy plikéw cookie w witrynach P&G
skierowanych do Pracownikéw z wielu
powodow, w tym:

= aby dowiedzie¢ sie wiecej
0 sposobie interakcji Pracownika
z naszymi witrynami i tresciami P&G;
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bezposrednio identyfikowaé Pracownika jako osobe.
Pliki cookie pokazujg komputer i urzadzenie
Pracownika wytacznie jako losowo przypisany ciag
numeréw i liter (np. identyfikator pliku cookie
ABC12345), a nigdy jako np. Jana Kowalskiego.

Oto rodzaje plikow cookie, ktérych uzywamy:

= Sesyjne pliki cookie. Witryny internetowe nie
maja pamieci. Sesyjne pliki cookie zapamietuja
Pracownika (przy uzyciu losowo
wygenerowanego identyfikatora, takiego jak
ABC12345) podczas przechodzenia pomiedzy
stronami, dzieki czemu Pracownik nie jest
proszony o podanie tych samych informacgji,
ktore juz wczesniej podat w danej witrynie. Te
pliki cookie sg usuwane niezwtocznie po
opuszczeniu naszej witryny lub zamknieciu
przegladarki.

= Trwafe pliki cookie. Trwate pliki cookie
umozliwiajg witrynom zapamietywanie
preferencji Pracownika przy ponownym
odwiedzeniu witryny. Jesli np. przy pierwszej
wizycie uzytkownik zdecyduje sie czytac strone
w jezyku francuskim, wowczas przy nastepnej
wizycie witryna ta bedzie automatycznie
wyswietlana w tym jezyku. Brak koniecznosci
wybierania za kazdym razem preferencji
jezykowych sprawia, ze jest to wygodniejsze,
bardziej efektywne i przyjazne dla uzytkownika.

= Analityczne pliki cookie. Pliki te informujg nas
o dziataniu naszych witryn internetowych.
W niektérych przypadkach uzywamy plikéw
cookie ustugi Google Analytics do
monitorowania wydajnosci naszych witryn.
Nasza zdolno$¢ do wykorzystywania
i udostepniania informacji gromadzonych przez
Google Analytics na temat wizyt Pracownika
w naszych witrynach jest ograniczona przez
Warunki korzystania z Google Analytics oraz
Polityke prywatnosci Google.

Pracownik moze skonfigurowa¢ swojg przegladarke
tak, aby odrzucata wszystkie pliki cookie lub
informowata o tym, kiedy plik cookie jest przesytany
na jego komputer. Moze to jednak uniemozliwié¢
prawidfowe dziatanie naszych witryn lub ustug.
Mozna réwniez ustawi¢ przegladarke tak, aby

pomaoc nam poprawic¢ wrazenia
Pracownika podczas odwiedzania
naszych witryn internetowych;
zapamietywac preferencje
Pracownika, takie jak jezyk lub
region, dzieki czemu nie ma
potrzeby dostosowywania witryny
przy kazdej wizycie;

wykrywac i naprawia¢ btedy;
analizowac to, jak dobrze dziataja
nasze witryny internetowe.
Zachowanie zgodnosci z prawem
i zbiorami zasad; zachowanie fadu
korporacyjnego i zarzadzanie;
bezpieczenstwo i planowanie na
wypadek awarii; wymagana
sprawozdawczos$¢ zewnetrzna;
dochodzenia i zarzadzanie
zdarzeniami
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usuwata pliki cookie po kazdym zakonczeniu
przegladania.

Dane dzieci/sktad rodziny

e Imie i nazwisko dziecka, data urodzenia e Zapisy do programoéw $wiadczen
I pokrewienstwo z Pracownikiem i weryfikacja 0séb pozostajgcych na
e Dane kontaktowe i cechy osobiste osdb utrzymaniu
pozostajacych na utrzymaniu pracownika, e \Wspieranie logistyki zwiazanej
cztonkéw jego rodziny i/lub cztonkéw z delegacjami miedzynarodowymi
gospodarstwa domowego i relokacja

e Przestrzeganie wymogdw imigracyjnych
i celnych zwigzanych z podrézami
i relokacja

e \Wspieranie ciggtosci pracy
Pracownikow i ciggtosci naszej
dziatalnosci w przypadku wystgpienia
sytuacji kryzysowych

e Utatwianie dziatan Firmy dotyczacych
0s6b pozostajgcych na utrzymaniu,
cztonkéw rodziny i/lub gospodarstwa
domowego

e Zachowanie zgodnosci z prawem
i zbiorami zasad; zachowanie tadu
korporacyjnego i zarzadzanie;
bezpieczenstwo i planowanie na
wypadek awarii; wymagana
sprawozdawczo$¢ zewnetrzna;
dochodzenia i zarzadzanie zdarzeniami

e Analiza danych

Inne cechy osobiste

e Pochodzenie etniczne e \Wspieranie ~ programéw  rOwnosci
e Rasa i integracji, ktére promujg zréznicowane
e Orientacja seksualna i tozsamos¢ ptciowa miejsce pracy, wtym powigzane]
e Niepetnosprawnosé analityki kadrowej
e Poglady polityczne e Utatwienie udziatu w prowadzonych
e Przekonania religijne/filozoficzne przez Firme programach powiazan
e Dane biometryczne, takie jak odciski palcow lub | ® Utatwianie  dostepu  do  obiektéw

skany twarzy i systeméw Firmy za pomocg danych
e Informacje o karalnosci biometrycznych

¢ Wspieranie dziatan zwigzanych

z planowaniem talentéw, rekrutacja,
obsadzaniem  stanowisk i karierami
zawodowymi

e Zachowanie  zgodno$ci  z prawem
i zbiorami zasad; zachowanie tadu
korporacyjnego i zarzadzanie;
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i planowanie na
wypadek awarii; wymagana
sprawozdawczosé zewnetrzna;
dochodzenia i zarzadzanie zdarzeniami

¢ Analiza danych

bezpieczenstwo

4.3 Na jakiej podstawie prawnej i/lub biznesowej przetwarzamy Dane osobowe
Pracownikow?

Podstawa prawng i/lub biznesowa przetwarzania Danych osobowych Pracownikéw moze by¢
przestrzeganie przez P&G obowigzujacych przepiséw prawa i regulacji, przestrzeganie zobowiazan
umownych wynikajacych ze stosunku pracodawca-pracownik, uzasadnione interesy biznesowe
Firmy, interesy zwigzane ze zdrowiem publicznym i/lub zgoda Pracownika.

Podstawa prawna i/lub biznesowa przetwarzania Danych osobowych Pracownikéw moze by¢ rézna
w zaleznosci od jurysdykcji, a takze kategorii/rodzaju danych oraz powodoéw, dla ktérych je
gromadzimy i wykorzystujemy. Tam, gdzie jest to wymagane przez prawo, przed zgromadzeniem
i wykorzystaniem Danych osobowych Pracownikéw w petni dokumentujemy okreslone podstawy
prawne i/lub biznesowe ich przetwarzania.

Oto kilka przyktadow podstaw prawnych/biznesowych przetwarzania okreslonych Danych
osobowych Pracownikéw:

Rodzaj Danych osobowych

Cel przetwarzania

Podstawa prawna/biznesowa
przetwarzania

Dokument tozsamosci wydany
przez organ rzadowy,
informacje finansowe

Wspieranie dziatan zwigzanych
ze sprawozdawczoscig
ptacows i podatkowa

Przestrzeganie przez P&G
zobowigzan umownych

i prawnych wynikajacych ze
stosunku pracodawca-
pracownik

Rasa, pochodzenie etniczne,
orientacja seksualna

Utatwianie Pracownikowi
uczestnictwa

W sponsorowanych przez
Firme grupach powigzan

Zgoda Pracownika

Narodowo$¢, obywatelstwo

Zachowanie zgodnosci

z wymogami imigracyjnymi
I innymi wymogami
dotyczacymi pozwolen na
prace

Przestrzeganie przez P&G
obowiazujacych przepiséw
prawa i regulacji

Dane zwigzane z praca

Cele zwigzane z obsadzaniem
stanowisk, projektowaniem
organizacji i ciggtoscia
dziatania

Uzasadnione interesy
biznesowe P&G

Wszelkie typy danych w
punkcie 4.2, ktére moga by¢
uzywane do analizy danych

Cele analizy danych opisane w
punkcie 4.1

Uzasadnione interesy
biznesowe P&G W Europie
wszelkie analizy obejmujace
Wrazliwe dane osobowe beda

Strona 11 z 20




Do uzytku biznesowego

opierac sie na zgodzie
Pracownika.

4.4 W jaki sposéb udostepniamy Dane osobowe Pracownikéow?

P&G bedzie udostepnia¢ Dane osobowe Pracownikow wytacznie tym, ktérzy posiadaja uzasadniony
interes biznesowy, aby je poznac.

P&G moze udostepnia¢ informacje o Pracowniku kontrahentom, dostawcom, agencjom,
pracownikom tymczasowym lub innym podmiotom dziatajacym w imieniu P&G (,Podmioty
zewnetrzne"”), ktore realizuja operacje biznesowe P&G w naszym imieniu. Firma wymaga, aby
podczas postugiwania sie Danymi osobowymi Pracownikéw Podmioty zewnetrzne zapewnity ochrone
na takim samym poziomie jak Firma. Od Podmiotéw zewnetrznych przetwarzajacych dane
wymagamy umownego zobowigzania sie, ze bedg przetwarza¢ dane wytgcznie w sposéb zgodny
z naszymi instrukcjami i gwarantujacy bezpieczenstwo danych. Podmioty przetwarzajace dane nie
moga wykorzystywaé ani ujawniaé tych informadji, za wyjatkiem sytuacji, w ktérych uzyskali na to
pozwolenie ze strony P&G lub w ktérych muszg to zrobi¢ wcelu spetnienia wymagan
podyktowanych przepisami prawa.

Istnieja sytuacje, w ktorych P&G udostepni lub Pracownik bedzie proszony o udostepnienie swoich
danych osobowych bezposrednio dostawcom zwigzanym z ustugami lub $wiadczeniami dla
pracownikow P&G, ktérzy dziataja jako Administratorzy Danych i w zwigzku z tym ponoszg
bezposrednia odpowiedzialno$¢ za ochrone Danych osobowych Pracownika, i w przypadku ktérych
P&G nie kontroluje sposobu przetwarzania danych (np. dostawcy ustug emerytalnych lub $wiadczen).
W przypadku zapisania sie do naszego programu $wiadczen, mozemy udostepni¢ dane osobowe
Pracownika firmom, ktére zapewniajg mu $wiadczenia i ustugi. Firmy te udostepnia Pracownikowi
wtasne oswiadczenia o ochronie prywatnosci. W takich sytuacjach nalezy sie upewnié, ze polityki
prywatnosci i praktyki tych podmiotéw w zakresie prywatnosci zostang przeczytane i zrozumiane.

Dane osobowe Pracownikbw moga by¢ udostepniane do naszej siedziby gtéwnej oraz podmiotom
stowarzyszonym na catym $wiecie wedle potrzeb zwigzanych ze spetnieniem celéw biznesowych.
Informacje dotyczace ochrony Danych osobowych Pracownikéw w takich sytuacjach podano
w punkcie 4.6 niniejszej Polityki.

Jezeli wymagaja tego przepisy prawa lub procedury prawne, mozemy udostepnia¢ Dane osobowe
Pracownikow; w celu egzekwowania lub ochrony praw i polityk P&G; w zwigzku z postepowaniem
wyjasniajacym, a takze z domniemang lub faktyczng dziatalnoscig niezgodna z prawem, tudziez
w zwigzku ze sprzedaza jednej ze spotek P&G innemu przedsiebiorstwu.

4.5 Prawa do prywatnosci przystugujace pracownikom

Zgodnie z przepisami o ochronie danych obowigzujacymi w wielu lokalizacjach pracownicy P&G maja
okreslone prawa dotyczace swoich Danych osobowych. Prawa Pracownikow moga sie rézni¢ w
zaleznosci od lokalizacji i, zgodnie z obowigzujacymi przepisami dotyczacymi prywatnosci, moga

obejmowac:

- Prawo do informacji o przetwarzanych przez P&G Danych osobowych Pracownika, w tym o
Wrazliwych danych osobowych
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- Prawo dostepu do Danych osobowych Pracownika

- Prawo do sprostowania lub poprawienia niedoktadnych lub nieaktualnych Danych
osobowych Pracownika

- W pewnych okolicznosciach prawo do usuniecia Danych osobowych Pracownika, czasami
nazywane prawem do bycia zapomnianym

- W okreslonych okolicznosciach prawo do ograniczenia przetwarzania Danych osobowych
Pracownika

- Prawo do otrzymania Danych osobowych Pracownika w formacie umozliwiajgcym fatwiejsze
przenoszenie danych, czasami nazywane prawem do przenoszenia

- W okreslonych okoliczno$ciach prawo do sprzeciwu wobec przetwarzania Danych
osobowych Pracownika

- Prawo do nie bycia informowanym i/lub niepodlegania decyzji, ktéra opiera sie wytgcznie na
zautomatyzowanym przetwarzaniu, w tym profilowaniu

- Jezeli przetwarzanie Danych osobowych Pracownika odbywa sie na podstawie jego zgody,
przystuguje mu prawo do cofniecia zgody.
Prawo do wyznaczenia osoby, ktéra bedzie wykonywaé prawa Pracownika odnoszace sie do
prywatnosci w jego imieniu

- Prawo do niebycia dyskryminowanym lub poddawanym dziataniom odwetowym w zwigzku
z korzystaniem z praw podmiotu danych

- Dodatkowe prawa, w zaleznosci od kraju lub stanu, w ktérym mieszka Pracownik

Nalezy pamietaé¢, ze nie wszystkie te prawa moga by¢ dostepne w lokalizacji Pracownika, a niektore
z powyzszych praw moga by¢ ograniczone na mocy obowigzujgcych przepiséw. Na przyktad P&G
moze nie by¢ w stanie usuna¢ Danych osobowych Pracownika, ktére sa niezbedne do zachowania w
celach prawnych, lub moze nie by¢ w stanie ograniczy¢ przetwarzania Danych osobowych
Pracownika, ktore jest niezbedne do wypetniania obowigzkéw pracodawcy (nie jest to wyczerpujaca
lista ograniczen). P&G skontaktuje sie z Pracownikiem w czasie otrzymania jego zadania skorzystania

z ktéregokolwiek z przystugujacych mu praw w sytuacji, gdy zgdane dziatanie nie bedzie dostepne
lub wykonalne ze wzgledu na lokalizacje Pracownika lub z innych powoddéw.

Jezeli Pracownik mieszka na terenie Europejskiego Obszaru Gospodarczego (EOG), moze dowiedzieé
sie wiecej o swoich prawach podmiotu danych tutaj.

Jesli Pracownik mieszka w Chinach kontynentalnych, moze dowiedzie¢ sie wiecej o swoich prawach
podmiotu danych w Chinach — Aneks krajowy do Globalnej Polityki Prywatnosci Pracownikéw P&G.

W przypadku checie skorzystania z tych praw, zachecamy do odwiedzenia najpierw witryny Workday
(https://workday.pg.com/). Mozna zalogowac sie przy uzyciu swoich danych P&G i sprawdzi¢ sekcje
»Dane osobowe"” w swoim profilu, aby zweryfikowa¢ swoje dane, zaktualizowac je i pobra¢ w razie
potrzeby (pomoc dotyczaca aktualizacji danych osobowych).

W przypadku dodatkowych présb mozna skontaktowac sie z osobg kontaktowa ds. prywatnosci w
swoim regionie, piszac na adres e-mail:

e Europa employeeprivacyeu.im@pg.com
e Ameryka Pétnocna (USA i Kanada): empldsrna.im@pg.com
e Afryka, Bliski Wschod i Azja: amadsr.im@pg.com
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e Ameryka tacifiska lub Chiny: prosimy o kontakt z GetHelp.pg.com lub dziatem HR swojej
jednostki organizacyjne;.

Niezaleznie od swojej lokalizacji i preferencji, mozna réwniez ztozy¢ wniosek, kontaktujac sie z
Employee Care pod adresem GetHelp.pg.com (dostepna jest pomoc telefoniczna i za posrednictwem
czatu) lub z przedstawicielem dziatu kadr w swoim kraju. W przypadku braku zadowolenia
ze sposobu, w jaki rozpatrzymy zadania, mozna ztozy¢ skarge do organu ochrony danych
dziatajgcego w danym kraju.

4.6 W jaki sposéb przesytamy Dane osobowe Pracownikéw?

Jezeli jest to prawnie dozwolone i podlega wymogom i/lub ograniczeniom obowigzujacym w danym
kraju, Dane osobowe Pracownikéw moga by¢ przekazywane do innych krajow. P&G jest firma
o zasiegu globalnym i ma Pracownikéw w wielu krajach. Dane osobowe Pracownikow moga by¢
przechowywane w systemach znajdujacych sie w Stanach Zjednoczonych, dostep do nich moze by¢
uzyskiwany przez podmioty stowarzyszone P&G z catego $wiata, w tym przez ich ustugodawcow, lub
przekazywane do innych krajow wedle potrzeb w celu realizacji istotnych dziatan zgodnie
z obowigzujacym prawem. Oznacza to, ze dotyczace Dane osobowe Pracownikédw moga by¢
przesytane do krajow innych niz te, w ktérych Pracownik pracuje. Kraje te moga nie stosowac¢ takich
samych regut ochrony danych jak kraj zamieszkania Pracownika. W przypadkach, w ktérych
informacje sg przesytane do krajow innych niz kraj rodzinny Pracownika lub dostep do nich uzyskuja
podmioty z takich krajéw, wdrazamy odpowiednie srodki ochrony oraz wszelkie wymagane przez
prawo wymogi administracyjne, techniczne i/lub umowne w celu ochrony informacji Pracownika.
Przekazywanie danych poza Unie Europejskg, zarbwno pomiedzy podmiotami P&G, jak i pomiedzy
P&G a naszymi dostawcami ustug, odbywa sie z wykorzystaniem zabezpieczen umownych, ktére
zostaty wstepnie zatwierdzone przez organy regulacyjne UE w celu zapewnienia ochrony danych
Pracownikow (tzw. standardowe klauzule umowne). W przypadku checi otrzymania kopii umowy
o przekazanie danych prosimy o kontakt pod adresem corporateprivacy.im@pg.com. P&G bedzie
rowniez przestrzega¢ innych szczegélnych wymogéw krajowych, ktére ograniczajg przekazywanie
danych poza kraj, w ktérym sg one gromadzone, wymagaja postanowienn umownych dotyczacych
przekazywania danych i/lub wymagaja lokalizacji danych.

Jesli Pracownik znajduje sie na terenie Europejskiego Obszaru Gospodarczego (EOG), Wielkiej Brytanii
(i Gibraltaru) lub Szwajcarii, powinien pamieta¢, ze P&G posiada certyfikat zgodnosci z Zasadami
ramowymi ochrony prywatnosci danych UE-USA (DPF UE-USA), rozszerzeniem DPF UE-USA dla
Wielkiej Brytanii oraz Zasadami ramowymi ochrony prywatnosci danych Szwajcaria-USA [zwanymi
dalej tgcznie ,Zasadami ramowymi ochrony prywatnosci”] i opracowanymi przez Departament
Handlu Stanéw Zjednoczonych oraz Komisje Europejska i Komisarza ds. Informacji oraz
Szwajcarskiego Federalnego Inspektora Ochrony Danych (odpowiednio) w odniesieniu do
przekazywania danych osobowych z EOG, Wielkiej Brytanii (i Gibraltaru) lub Szwajcarii do Stanéw
Zjednoczonych. Kliknij tutaj, aby wyswietli¢ nasze Zasady ramowe ochrony prywatnosci danych:
Polityka prywatnosci pracownikow.

4.7 W jaki sposéb zabezpieczamy Dane osobowe Pracownikow?
Wdrazamy odpowiednie fizyczne, administracyjne itechniczne $rodki ochrony, takie jak

pseudonimizacja, szyfrowanie ikontrola dostepu, zaprojektowane w celu ochrony Danych
osobowych Pracownikéw przed przypadkowym, niezgodnym z prawem lub nieupowaznionym
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zniszczeniem, utratg, zmiang, ujawnieniem, wykorzystaniem lub dostepem, a takze przed wszelkimi
innymi formami przetwarzania niezgodnymi z prawem. W przypadku gdy Podmioty zewnetrzne
przetwarzajg Dane osobowe Pracownikéw w imieniu P&G, zawieramy rowniez umowy z tymi
Podmiotami zewnetrznymi w celu zapewnienia, ze stosuja one odpowiednie $rodki fizyczne,
administracyjne i techniczne przy przetwarzaniu takich danych.

4.8 Jak dtugo przechowywane sa moje dane osobowe?

Przechowujemy Dane osobowe Pracownikéw wytacznie przez okres niezbedny do realizacji celéw
biznesowych, chyba ze dtuzszy okres przechowywania jest wymagany lub dopuszczony przez prawo.
W niektorych przypadkach mozemy musie¢ zachowaé Dane osobowe Pracownikéw przez pewien
czas po zakonczeniu relacji Pracownika z P&G, aby zapewni¢ zgodno$¢ z zobowigzaniami prawnymi
lub umownymi.

4.9 Czy P&G monitoruje wykorzystanie sieci i urzadzen?

Firma monitoruje wykorzystanie niektorych sieci i urzadzen. P&G ma obowigzek chronié¢ swoich
Pracownikow, zasoby i obiekty. W zwiazku z tym P&G opracowato Polityke monitorowania sieci
I urzadzen elektronicznych, ktéra pozwala nam spetnia¢ nasze zobowigzania prawne, a Pracownikom
pomaga zrozumieé, w jaki sposdb takie monitorowanie chroni ich oraz Firme. Dostep do tej polityki
mozna uzyska¢ pod adresem privacy.pg.com lub piszac na adres corporateprivacy.im@pg.com.
Zgodnie z tg politykg P&G monitoruje swoje sieci i urzadzenia w trzech celach: i) w celu ochrony
bezpieczenstwa (obejmujacego poufnosé, integralnosé i dostepnosé) osob, danych, sieci, aktywow,
obiektéw, reputadji i interesdéw konkurencyjnych firmy P&G; ii) w celu badania podejrzewanych lub
potwierdzonych wykroczenn lub przypadkéw naruszenia prawa (wtym w celu wspierania
postepowania sadowego) oraz iii) w celu zapewnienia integralno$ci proceséw biznesowych
i sprawozdawczosci finansowej. Takie monitorowanie jest prowadzone konsekwentnie i zgodnie
z odpowiednimi przepisami prawa i zasadami Firmy.

5.0 Wrazliwe kategorie Danych osobowych i ,WDO" w sieciach i na urzadzeniach P&G

P&G uznaje, ze niektore rodzaje danych mozna uznaé¢ za bardziej wrazliwe niz inne. Przepisy
dotyczace ochrony prywatnosci na catym $wiecie czesto postuguja sie rézng terminologia przy
nazywaniu tych kategorii wrazliwych danych, a takze okreslajg zréznicowane wymogi zgodnosdi,
ktorych firmy musza przestrzegac przy przetwarzaniu takich danych. Bez wzgledu na terminologie
i wymagania okreslone przez lokalne przepisy prawa, P&G zapewnia, ze podczas przetwarzania tych
bardziej wrazliwych kategorii danych osobowych spetnia odpowiednie wymogi dotyczace zgodnosci.
Co wiecej, P&G, na potrzeby przepiséw prawa niektérych krajéw, oznacza niektére kategorie danych
0 wyzszej wrazliwosci jako ,wrazliwe dane osobowe” (,WDOQO"). Firma uznaje za WDO wszelkie
informacje odnoszace sie do osoby fizycznej, ktérej tozsamosé moze zostaé ustalona, obejmujace lub
wskazujgce na jej rase, pochodzenie etniczne, poglady polityczne, wyznanie, stan zdrowia, orientacje
seksualna, dane genetyczne lub biometryczne, wszelkie informacje dotyczace wyrokdéw w zakresie
odpowiedzialnosci karnej lub popetnionych przestepstw.

Aby ograniczy¢ potencjalne mozliwosci P&G w zakresie dostepu do Wrazliwych Danych osobowych
Pracownikow w toku realizacji swoich dziatan biznesowych, wykorzystywanie WDO
Pracownikéw w obrebie sieci i na urzadzeniach P&G w celach prywatnych jest zabronione.
Oznacza to, ze Pracownikom nie wolno wykorzystywa¢ urzadzen nalezacych do Firmy (takich jak
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komputery, tablety wreczone przez Firme, CorporateMobile itp.) lub sieci nalezacych do Firmy
(bezprzewodowych sieci internetowych P&G, sieci telefonii isieci LAN) w celach prywatnych,
w ramach ktérych wykorzystywane sa WDO. Dla przyktadu, Pracownicy nie powinni odwiedzaé
witryn internetowych zdecydowanie naktaniajacych do uzycia WDO, takich jak strony internetowe
specjalistow medycznych lub strony internetowe kosciotéw. Oznacza to, ze Pracownikom NIE wolno
korzysta¢ z funkgji takich jak skrzynka poczty elektronicznej/kalendarz/przeglgdarka internetowa do
jakiejkolwiek dziatalnosci prywatnej, ktéra wykorzystuje lub sugeruje WDO. Gwoli $cistosci, P&G nie
bedzie monitorowa¢ WDO (lub jakichkolwiek innych danych) na prywatnych urzadzeniach
Pracownikow niepodtaczonych do sieci P&G.

Biorgc pod uwage poprzedni punkt, wykorzystanie WDO jest dozwolone jedynie w przypadku,
w ktérym dotyczy Firmy. W celach zwigzanych z Firmg P&G przetwarza i wykorzystuje WDO
Pracownikow wytacznie na dwa $cisle okreslone sposoby: (1) zgodnie z wymogami do celéow
biznesowych i zwigzanych z zatrudnieniem (np. zapewnienie Pracownikowi $wiadczen zdrowotnych,
rejestrowanie niepetnosprawnosci lub urazéw w pracy itp.) oraz (2) na podstawie zgody Pracownika,
gdy uczestniczy on w grupach zatwierdzonych przez Firme (na przyktad GABLE i AALN), korzysta
z aplikacji sponsorowanych przez Firme, ktére mogag gromadzi¢ WDO (na przyktad firmowa aplikacja
dotyczaca zdrowia i dobrego samopoczucia), lub dostarcza je dobrowolnie w celu wyrazenia siebie
i umozliwienia P&G zaprojektowania i skomponowania zréznicowanej organizacji, wspierajgcej
integracje.

W zwigzku z powyzszym P&G bedzie przetwarza¢ Wrazliwe Dane osobowe wytgcznie w celu
zapewnienia Pracownikom s$wiadczen firmowych, spetnienia zobowigzan wynikajgcych z prawa
pracy,zaprojektowania i skomponowania zréznicowanej organizacji, wspierajacej integracje i/lub
ochrony danych Pracownikéw przed zagrozeniami z zakresu bezpieczenstwa informatycznego. W
przypadku dalszych pytan dotyczacych tego, czym sa WDO i/lub jak P&G postepuje z takimi danymi,
prosimy o kontakt z korporacyjnym zespotem ds. prywatnosci pod adresem e-mail:
corporateprivacy.im@pg.com.

6.0 Wykorzystanie narzedzi sztucznej inteligenc;ji

Na potrzeby niniejszej sekgji ,,Narzedzia Sztucznej Inteligencji” lub , Narzedzia SI” to narzedzia oparte
na systemach maszynowych, zaprojektowane do pracy z réznymi poziomami autonomii i zdolne —
na podstawie otrzymanych danych — generowaé¢ rézne wyniki, takie jak prognozy, tresci,
rekomendacje lub decyzje.

Dane osobowe pracownikéw moga by¢ przetwarzane przez Narzedzia SI, w tym w dowolnych celach
okreslonych w sekcjach 4.1 i 4.2. Aby realizowa¢ te cele, P&G moze wykorzystywaé Narzedzia SI do
upraszczania proceséw pracy lub proceséw biznesowych, zwiekszania produktywnosci, pozyskiwania
informacji, tworzenia prognoz, zapewniania pracownikom lepszych doswiadczen oraz w inny sposéb
wspierajacy osigganie okreslonych celow.

Narzedzia SI wykorzystywane przez P&G do przetwarzania danych osobowych pracownikéw dziataja
pod nadzorem cztowieka. P&G nie uzywa narzedzi SI do podejmowania decyzji automatycznie ani
do zastepowania ludzkiej oceny przy podejmowaniu decyzji dotyczacych zatrudnienia, awansu,
przedtuzenia umowy o prace, wyboru do szkolen lub praktyk, zwolnien, dziatan dyscyplinarnych,
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przydzielania zadan na podstawie indywidualnych zachowan lub cech, oceny wynikéw pracy ani
innych decyzji wptywajacych na warunki zatrudnienia, $wiadczenia lub przywileje.

W sytuacjach, gdy jest to wtasciwe i wymagane, P&G wdraza praktyki zarzadzania ryzykiem
zwigzanym ze sztuczng inteligencja w celu ograniczenia ryzyka zwiazanego z korzystaniem z Narzedzi
SI. Gdy Narzedzia S| sg dostarczane przez podmioty zewnetrzne, P&G stosuje srodki ochronne
okreslone w sekcji 4.4 w celu zabezpieczenia danych osobowych pracownikow.

7.0 Przestrzeganie postanowien niniejszej Polityki

Dane osobowe Pracownikéw powinny by¢ przetwarzane wytgcznie przez osoby upowaznione do
tego przez Firme. Wszystkie te osoby muszg przestrzega¢ postanowien niniejszej Polityki.

Jak wskazano powyzej w punkcie 4.4, Firma oczekuje od swoich Pracownikéw i wszelkich
Podmiotéw zewnetrznych, ktére gromadza Dane osobowe Pracownikéw lub zarzadzajg nimi,
przestrzegania niniejszej Polityki, niezaleznie od tego, czy korzystaja z systemow elektronicznych
i narzedzi do zarzadzania danymi P&G i/lub wtasnych. . Pracownicy majg réwniez obowigzek
zapewni¢, aby wszystkie Podmioty zewnetrzne, z ktdérymi wspoétpracuja przy operacjach P&G,
przestrzegaty postanowien niniejszej Polityki.

Nieprzestrzeganie niniejszej Polityki przez Pracownikow moze grozi¢ wszczeciem postepowania
dyscyplinarnego, wiacznie z rozwigzaniem stosunku pracy. Postepowanie dyscyplinarne bedzie
wszczynane w sposéb zgodny z przepisami prawa miejscowego. Nieprzestrzeganie postanowien
niniejszej Polityki przez Podmioty zewnetrzne gromadzace Dane osobowe Pracownikéw lub
zarzadzajace nimi w imieniu P&G moze prowadzi¢ do negatywnych konsekwencji biznesowych,
z zerwaniem relacji biznesowej, skierowaniem do organéw regulacyjnych i/lub wystosowaniem
roszczen o odszkodowanie wiacznie.

Firma dotozy wszelkich uzasadnionych staran w celu zapewnienia, ze Dane osobowe Pracownikow
sg doktadne iaktualne zgodnie z wymogami zamierzonego sposobu wykorzystania. Pracownicy
ponosza rowniez odpowiedzialno$¢ za aktualizowanie i dopilnowanie precyzyjnosci informacji
przekazanych P&G. Jezeli Pracownik przekazuje Dane osobowe innych oséb (np. swoich uposazonych
i cztonkdéw rodziny), woéwczas jego obowigzkiem jest zapewni¢ zgodno$¢ z prawem procesu
przekazywania takich Danych osobowych Firmie. Pracownicy sa réwniez odpowiedzialni za ochrone
prywatnosci i bezpieczenistwa Danych osobowych swoich iinnych Pracownikéw poprzez
przestrzeganie wytycznych i zasad bezpieczenstwa informacji obowigzujgcych w Firmie, z ktérymi
mozna sie zapozna¢ pod adresem http://security.pg.com

Kazda jednostka biznesowa P&G bedzie realizowaé wtasng samoocene zgodnosci z niniejsza Polityka.
Co wiecej, Globalny Dziat Audytu Wewnetrznego P&G bedzie dokonywat okresowych ocen majacych
na celu ustalenie, czy Pracownicy i odpowiednie Podmioty zewnetrzne przestrzegaja postanowien
niniejszej Polityki i powigzanych standardéw oraz procedur Firmy podczas korzystania z Danych
osobowych Pracownikéw. Jezeli zajdzie taka koniecznos¢, zastosowane zostang odpowiednie
dodatkowe rozwigzania kontrolne.

8.0 Przyszte zmiany
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P&G zastrzega sobie prawo do modyfikowania niniejszej Polityki wedle potrzeb, na przykfad
z powodoéw podyktowanych zmianami w przepisach prawa, regulacjach, praktykach i procedurach
Firmy lub w celu reagowania na nowe zagrozenia lub nowe wymagania narzucone przez organy ds.
ochrony danych. Jezeli zmiany te wywiera¢ beda powazny wptyw na przetwarzanie Danych
osobowych Pracownika, zostanie on stosownie powiadomiony.

9.0 Dane kontaktowe

Podmiot nalezacy do P&G, z ktérym Pracownik jest zwigzany stosunkiem pracy, jest jego pracodawca,
a wiec i administratorem Danych osobowych Pracownika. W celu uzyskania dalszych informacji
dotyczacych gromadzonych przez nas Danych osobowych Pracownikéw isposobu, wjaki je
wykorzystujemy, prosimy o kontakt z wiasciwym przedstawicielem dziatu kadr lub o przestanie
wiadomosci e-mail na adres corporateprivacy.im@pg.com. W razie tych lub innych pytan badz
watpliwosci  dotyczacych przetwarzania przez nas danych osobowych/Danych osobowych
Pracownikow mozna réwniez skontaktowaé sie z Globalnym Inspektorem Ochrony Danych pod
adresem e-mail: pgprivacyofficer.im@pg.com, telefonicznie pod numerem: +1 (513) 622-0103 lub
piszac na adres: 1 Procter & Gamble Plaza, Cincinnati, OH 45202, U.S.A.

Informacje dotyczace sposobu skorzystania ze swoich praw w zakresie dozwolonym przez wtasciwe
przepisy o ochronie danych znajduja sie rowniez w punkcie 4.5 powyzej. Dane kontaktowe dotyczace
poszczegodlnych panstw podano w Zatgczniku A do niniejszej Polityki. W razie watpliwosci
zwigzanych z potencjalnym naruszeniem Danych osobowych Pracownika lub innych danych
osobowych wykorzystywanych przez P&G nalezy przestaé wiadomos¢ na adres e-mail
securityincident.im@pg.com.

9.0 DODATKOWE INFORMACIE

Zasoby: Dostepne zasoby wymieniono na stronie Privacy Central: www.privacy.pg.com

Pytania dotyczace wykorzystania Danych osobowych Pracownikow: Jezeli Pracownik zostanie
poproszony o podanie Danych osobowych dotyczacych Pracownika lub cztonkéw jego rodziny
i wzbudzi to watpliwosci Pracownika dotyczace znaczenia biznesowego tej prosby lub jezeli
Pracownik ma inne pytania lub watpliwosci zwigzane z dotyczacymi go Danymi osobowymi
Pracownikow, prosimy skontaktowaé sie z odpowiednim przedstawicielem dziatu kadr.

Zgtaszanie potencjalnych naruszen Polityki: Jezeli Pracownik uwaza, ze naruszono
postanowienia niniejszej Polityki, moze skorzysta¢ z pomocy z réznorakich zrodet, takich jak jego
bezposredni przetozony, przedstawiciel dziatu kadr, Globalny Inspektor Ochrony Danych Firmy,
cztonek Dziatu Prawnego P&G, linia pomocy WBCM (w stosownych przypadkach) lub wystaé
wiadomos$¢ na adres e-mail corporateprivacy.im@pg.com. W przypadku kazdego zgtoszonego
naruszenia bedziemy postepowac zgodnie z Wytycznymi Firmy dot. reakcji na Incydenty.
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ZALACZNIK A

Azja:

Procter & Gamble Philippines, Inc.
Jocelyn J. Gregorio-Reyes
gregorioreyes.[@pg.com
+632558-4250

Procter & Gamble International Operations SA (ROHQ) — GBS

Jennifer Pascual-Sy
pascualsy.jl@pg.com

Procter & Gamble Korea S&D Company
Lincoln Park

park.lc@pg.com

+82-2-6940-6361

Unia Europejska:

Belgijski Fundusz Emerytalny (Belgian Pension Fund)
Guido Pieroth

pieroth.g@pg.com

+41-58 004 7560
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