
 

  

Utilizarea în scop de afaceri 

Politica globală privind protecția datelor angajaților 

 

 

1.0 Scop  

P&G apreciază încrederea acordată de angajații săi și loialitatea acestora și a conceput această politică 

globală privind protecția datelor angajaților (denumită în continuare „Politica”) cu scopul a răspunde 

atât nevoilor de afaceri ale Companiei, cât și securității și protecției datelor cu caracter personal ale 

angajaților P&G. Prezenta politică vă informează cu privire la modul în care societatea The Procter & 

Gamble Company și sucursalele și/sau filialele acesteia (denumite în continuare „P&G” sau 

„Compania”) vor colecta și gestiona Datele cu caracter personal ale ’angajaților. De asemenea, 

aceasta descrie așteptările Companiei în privința celor care colectează și gestionează Datele cu 

caracter personal ale angajațilorîn numele Companiei.  

Prezenta Politică este în conformitate cu scopul, valorile și principiile P&G (denumite în continuare 

„SVP”). În plus, multe țări au cerințe legale specifice care reglementează utilizarea Datelor cu caracter 

personal, inclusiv Datele cu caracter personal ale angajaților. Compania va respecta toate legile și 
regulamentele de acest fel, inclusiv legislația locală privind protecția datelor cu caracter personal și 
participarea la procesul decizional și va implementa proceduri, standarde și politici suplimentare ori 

de câte ori este nevoie pentru a îndeplini aceste cerințe. În consecință, Datele cu caracter personal 

ale angajaților colectate într-o anumită jurisdicție sau care pot fi accesate de P&G într-o anumită 

jurisdicție pot fi unice pentru a respecta legile locale. În plus, această Politică va fi suplimentată de 

anexe specifice fiecărei ţări, acolo unde este cazul.  

2.0  Definiții 

Angajat: În sensul acestei Politici, termenul „Angajat” se referă la foștii și actualii angajați și 
pensionari ai companiei P&G. 

Date cu caracter personal:  Orice informații care se referă la o persoană identificată sau 

identificabilă. 

Date speciale cu caracter personal: Date cu caracter personal referitoare la rasă, etnie, opinii 

politice, religie, stare de sănătate, orientare sexuală, apartenență la un sindicat, date genetice sau 

biometrice, informații cu privire la condamnări penale și infracțiuni, precum și altfel de date, așa 

cum sunt ele definite prin lege.  

Compania sau P&G:  În sensul acestei Politici, Compania sau P&G se referă la societatea The 

Procter & Gamble Company, sucursalele și/sau filialele sale.     

  

Contact pentru notificarea privind protecția datelor:    

corporateprivacy.im@pg.com 

Data:                   3 decembrie 2025 

       

Regiune:                              Global 

 

Sfera de aplicare:                 Toți angajații 

mailto:corporateprivacy.im@pg.com
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3.0 Principii 

Principiile fundamentale ale P&G privind prelucrarea datelor personale sunt: 

•  Colectarea și gestionarea volumului minim de Date cu caracter personal ale angajaților. 

• Asigurarea protecției individuale a Datelor cu caracter personal. 

• Respectarea scopului, valorilor și principiilor noastre, a Politicii și a legislației aplicabile. 

• Respectarea unor standarde și proceduri corespunzătoare privind colectarea și/sau 

gestionarea Datelor cu caracter personal ale angajaților. 

 

4.0  Notificare 

P&G respectă confidențialitatea datelor dumneavoastră cu caracter personal. Prezenta Politică descrie 

modul în care procesăm Datele cu caracter personal ale angajaților, tipurile de informații pe care le 

colectăm, scopurile în care le utilizăm, cu cine partajăm aceste informații, precum și opțiunile dvs. în 

ceea ce privește modalitatea în care utilizăm Datele cu caracter personal ale angajaților.  Descriem, 

de asemenea, măsurile pe care le luăm pentru a proteja securitatea Datelor cu caracter personal ale 

angajaților și modul în care ne puteți contacta cu privire la practicile noastre privind protecția datelor.  

4.1 În ce scopuri colectăm și folosim Datele cu caracter personal ale angajaților? 

P&G colectează Date cu caracter personal despre angajații săi în contextul relației de muncă și al 

proceselor de resurse umane conexe. Compania poate utiliza Datele cu caracter personal ale 

angajaților pentru următoarele scopuri de afaceri, inclusiv, fără însă a se limita la următoarele servicii 

și/sau activități: 

• Managementul compensațiilor/statelor de plată, raportarea impozitelor și planificarea 

salariilor, precum și comparația între companii  

• Utilizarea cardului de credit corporativ, contabilitatea cheltuielilor de deplasare și rambursarea 

cheltuielilor 

• Managementul beneficiilor, inclusiv asigurarea de sănătate, beneficiile pentru 

pensionare/pensii și alte beneficii voluntare 

• Managementul relocărilor și deplasărilor, inclusiv documentația de călătorie solicitată de 

guvern 

• Gestionarea timpului și a prezenței, inclusiv concediul de odihnă, concediul de invaliditate, 

concediul medical și alte concedii sau absențe  

• Personal, managementul performanței, dezvoltarea carierei, cursuri de formare  

• Programe privind sănătatea/siguranța și starea de bine la locul de muncă 

• Teste medicale și programe medicale asociate COVID-19 sau crize similare de sănătate 

• Managementul accesului la unitate, asistență pentru unități și în scopuri de planificare a 

securității și în caz de situații neprevăzute 

• Înregistrarea și gestionarea dispozitivelor electronice și optimizarea utilizării rețelei și a 

dispozitivelor 

• Controale de securitate fizică și cibernetică, inclusiv monitorizarea dispozitivelor electronice 

și a rețelei 

• Facilitarea vânzării sau transferului de active, inclusiv a întregii Companii sau a unei părți din 

Companie sau din afacerile acesteia 

• Litigii și investigații interne/externe, audituri și soluționarea litigiilor  
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• Prelucrarea activității zilnice(de exemplu, autentificarea și conectarea la sistemele noastre) 

• Întâlniri și evenimente corporative și instruire și comunicări cu angajații 
• Livrarea cadourilor și a altor materiale și produse ale Companiei la locuințele angajaților 

• Eforturile legate de diversitate, egalitate și incluziune (de exemplu, proiectarea, angajarea de 

personal și promovarea unei organizații și a unui loc de muncă diverse și incluzive) 

• Facilitarea apartenenței sindicale 

• Facilitarea apartenenței la grupul de afinități 
• Gestionarea altor date referitoare la personal, inclusiv asistență pentru angajați, IT și resurse 

umane 

• Respectarea cerințelor bancare, de verificare prealabilă și de cunoaștere a clientului (KYC) din 

partea partenerilor noștri financiari (de exemplu, pentru deschiderea și gestionarea conturilor 

bancare sau financiare ale societății) 

• Facilitarea stimulentelor privind impozitele și a altor stimulente guvernamentale  

• Conformitatea cu legile, reglementările și politicile Companiei privind combaterea mitei, 

munca copiilor, combaterea corupției, sancțiunile, controlul exporturilor, drepturile omului și 
alte cerințe privind guvernanța corporativă și buna gestionare 

• Respectarea tuturor cerințelor legale, de reglementare, judiciare sau guvernamentale 

• Facilitarea contribuțiilor caritabile la campanii corporative sau eforturi ale voluntarilor pe plan 

local  

 

Pe lângă scopurile de mai sus, P&G utilizează Datele cu caracter personal ale angajaților pentru a 

realiza analize de date la nivel de întreprindere. Aceste analize se folosesc de Datele cu caracter 

personal ale angajaților care sunt incluse în și la nivelul resurselor umane P&G și al sistemelor de 

evidență aferente (de ex., Workday, SAP, Workforce Management, sondaje efectuate în rândul 

angajaților etc.), permițând departamentului de Resurse Umane, echipelor de analiză specializate și 
liderilor organizaționali să obțină perspective agregate bazate pe date. Utilizând aceste perspective, 

P&G poate înțelege mai bine starea organizației, îmbunătăți planificarea forței de muncă, dezvolta 

gestionarea resurselor umane și procesele de planificare a talentelor și concepe o organizație 

sănătoasă poziționată spre succes, oferindu-le angajaților săi cel mai bun mediu de lucru. Exemple de 

astfel de tipuri de analize includ: analize privind plecările din companie, previziuni legate de angajare, 

satisfacția angajaților, egalitate și incluziune, fluxul de talente, învățarea și dezvoltarea angajaților, 

analiza comparativă a salariilor, analize legate de gestionarea timpului și a forței de muncă etc. 

Analizele sunt realizate doar de către personal autorizat, respectând linii directoare specifice pentru 

a proteja intimitatea și confidențialitatea Datelor cu caracter personal ale angajaților. P&G agregă și 
deidentifică datele înainte ca informațiile să fie împărtășite la nivel mai larg în cadrul organizației sau 

pe plan extern. Analizele nu sunt utilizate pentru crearea de profiluri individuale sau în procesul 

decizional care vizează anumiți angajați. Deși perspectivele agregate pot fi utilizate pentru a ajuta la 

procesul decizional al companiei, aceste decizii comportă o implicare umană semnificativă.  

Ori de câte ori este în mod rezonabil posibil și acest lucru respectă interesul legitim de afaceri al P&G, 

consimțământul dumneavoastră,  obligațiile legale ale Companiei și/ sau pentru a respecta obligațiile 

contractuale ale acesteia, P&G vă va informa cu privire la Datele dumneavoastră cu caracter personal 

colectate și modul în care acestea vor fi utilizate.     

4.2  Ce tipuri de Date cu caracter personal ale angajaților colectăm? 

Colectăm și gestionăm volumul minim de Date cu caracter personal ale angajaților necesar pentru a 

ne respecta obligațiile contractuale și/sau legale în calitate de angajator; pentru a susține interesele 
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legitime de afaceri ale Companiei într-un mod proporțional cu interesele de confidențialitate ale 

angajaților săi; și pentru a prelucra Datele cu caracter personal furnizate cu consimțământul 

dumneavoastră, atunci când este cazul, în scopurile pentru care au fost concepute. 

Graficul de mai jos descrie în detaliu categoriile de Date cu caracter personal ale angajaților pe care 

P&G le colectează în legătură cu procesele sale de angajare și resurse umane. Fiecare categorie de 

Date cu caracter personal enumerată mai jos poate fi utilizată, de asemenea, conform descrierii din 

Secţiunea 4.1 de mai sus. 

Vom minimiza întotdeauna tipurile și volumul de Date cu caracter personal ale angajaților 

pe care Compania le poate colecta de la dumneavoastră sau despre dumneavoastră. 

Colectarea informațiilor și accesul la informații vor varia în funcție de cerințele legale și/sau 

comerciale specifice fiecărei țări.  

Temeiul juridic sau comercial pentru colectarea și prelucrarea Datelor cu caracter personal 

ale angajaților va varia în funcție de tipul de date și de utilizarea preconizată, așa cum este 

descris în Secțiunea 4.3 de mai jos.  

Ce tipuri de Date ale angajaților colectăm și 
prelucrăm? 

De ce colectăm și prelucrăm 

diferite tipuri de Date cu caracter 

personal ale angajaților? 

Colect ăm și prelucr ăm aceste tipuri 
de date pentru procese 

organiza ționale și de afaceri 
multiple, a șa cum se detaliaz ă în 

Sec țiunea 4.1, și așa cum se explic ă 
mai jos:  

Informații de contact și caracteristici personale  

• Numele complet sau numele anterioare (cum ar fi 

numele înainte de căsătorie) 

• Sexul, inclusiv pronume 

• Data și locul nașterii 

• Stare civilă 

• Componența familiei/gospodăriei 

• Titlurile onorifice și alte titluri, inclusiv numele preferat 

și formula de adresare 

• Adresă fizică/de e-mail 

• Adresă de e-mail  

• Număr de telefon  

• Număr de telefon mobil 

 

• Înregistrările în domeniul resurselor 

umane și procesele de afaceri 

• Organigrame și directoare 

• Gestionarea compensațiilor și a 

statelor de plată 

• Managementul beneficiilor 

• Programe de sănătate și bunăstare 

ocupațională 

• Logistică și securitate în călătoriile în 

interes de serviciu 

• Personal și planificare 

organizațională 

• Instruire 

• Accesul la unitate și la rețeaua 

electronică 

• Comunicarea cu dumneavoastră 

despre locul dumneavoastră de 

muncă, inclusiv trimiterea de 
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informații despre programul de 

lucru, compensații și alte informații 
despre Companie 

• Conformitatea cu legile și politicile 

interne; guvernanța corporativă și 
buna gestionare; planificarea 

securității și a situațiilor neprevăzute; 

raportarea externă necesară; 

investigații și gestionarea 

incidentelor  

• Facilitarea contribuțiilor caritabile la 

campanii corporative sau eforturi ale 

voluntarilor pe plan local 

• Analiza datelor  

Cod numeric personal/Informații privind eligibilitatea 

pentru muncă 

• Document de identitate național (cum ar fi 

pașaportul, vizele, codul numeric personal, permisul 

de conducere, alte acte de identitate emise de guvern) 

• Cetățenie 

• Rezidență 

• Naționalitate 

• Țara nașterii 

• Statut militar și/sau de veteran 

 

 

• Identificarea legală și păstrarea 

integrității înregistrărilor noastre 

privind resursele umane 

• Respectarea cerințelor privind 

imigrația și alte permise de muncă 

• Securitatea și managementul 

riscului, cum ar fi colectarea datelor 

permisului de conducere pentru 

angajații care operează automobilele 

Companiei, verificarea autorizației 

profesionale, prevenirea fraudei și 
scopuri similare 

• Desemnarea reprezentanților în 

proceduri juridice, guvernamentale 

sau de reglementare 

• Desemnarea angajaților P&G ca 

reprezentanți și/sau semnatari 

autorizați pentru reprezentarea 

Companiei (inclusiv gestionarea 

conturilor bancare și financiare) 

• Obținerea de stimulente fiscale și 
alte stimulente guvernamentale în 

beneficiul angajaților și/sau 

operațiunilor noastre 

• Conformitatea cu legile și politicile 

interne; guvernanța corporativă și 
buna gestionare; planificarea 

securității și a situațiilor neprevăzute; 

raportarea externă necesară; 

investigații și gestionarea 

incidentelor  

• Analiza datelor  
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Date profesionale  

• Informații colectate în timpul sau după procesul de 

candidatură, inclusiv date academice, autorizații 
profesionale, certificări, abonări și afilieri 

• Număr ID de angajat al Companiei 

• Aptitudini personale și profesionale (de exemplu, limbi 

vorbite), interese și hobby-uri 

• Datele de angajare ale P&G 

• Posturile P&G deținute, inclusiv nivelul profesional și 
titlul 

• Locații de muncă P&G, inclusiv adrese fizice și poștale 

• E-mail-ul și numerele de telefon  P&G 

• Performanțe, prezență, înregistrări și evaluări 

disciplinare și privind reclamațiile P&G 

• Înregistrările planului de instruire 

• Date din profilurile LinkedIn și platforme profesionale 

similare 

• Obiective și interese profesionale 

• Informații furnizate pentru asociațiile din domeniul 

social și profesional la care participă Compania 

• Calitatea de membru în sindicate 

 

• Înregistrările în domeniul resurselor 

umane și procesele de afaceri 

• Organigrame și directoare 

• Personal, design organizațional și 
scopuri de continuitate a activității 

• Sprijinirea avansării în carieră a 

angajaților noștri, precum și a 

obiectivelor lor profesionale și 
personale 

• Promovarea egalității și a incluziunii 

la locul de muncă 

• Desemnarea angajaților P&G ca 

reprezentanți ai partenerilor de 

afaceri externi, inclusiv ai băncilor și 
instituțiilor financiare 

• Determinarea și verificarea autorității 
corespunzătoare de a revizui sau 

aproba procesele de afaceri (de 

exemplu, nivelul profesional) în 

conformitate cu politicile aplicabile 

ale Companiei.  

• Conformitatea cu legile și politicile 

interne; guvernanța corporativă și 
buna gestionare; planificarea 

securității și a situațiilor neprevăzute; 

raportarea externă necesară; 

investigații și gestionarea 

incidentelor 

• Analiza datelor  

 

Informații financiare  

• Numărul contului bancar și detalii bancare  

• Informații privind cardul de plată emis de Companie, 

inclusiv înregistrările tranzacțiilor 

• Informații privind cardul de plată personal, dacă sunt 

furnizate pentru rambursare  

 

• Facilitarea proceselor privind statele 

de plată, gestionarea beneficiilor, 

cheltuielile de relocare și decontarea 

cheltuielilor de deplasare și a altor 

cheltuieli 

• Conformitatea cu legile și politicile 

interne; guvernanța corporativă și 
buna gestionare; planificarea 

securității și a situațiilor neprevăzute; 

raportarea externă necesară; 

investigații și gestionarea 

incidentelor 
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Informații privind starea de sănătate  

• Informații referitoare la sănătatea fizică sau emoțională 

a unei persoane, inclusiv orice dizabilități sau limitări ale 

îndeplinirii sarcinilor sau funcțiilor de serviciu 

• Date genetice (strict pentru anumite examene de 

sănătate ocupațională impuse prin lege, când datele 

genetice pot influența rezultatele unui astfel de 

examen de sănătate) 

• Teste anti-drog și alte tipuri de examinări medicale 
 

 

• Determinarea condiției 

dumneavoastră fizice pentru a lucra 

într-un anumit rol și acomodarea 

rezonabilă a oricărei dizabilități 

• Susținerea capacității 
dumneavoastră de a participa la 

programele noastre de asigurare în 

caz de absență și/sau dizabilitate 

• Respectarea cerințelor privind 

sănătatea ocupațională și siguranța 

la locul de muncă și cerințele 

guvernamentale privind raportarea 

• Gestionarea siguranței angajaților și 
a riscurilor de afaceri asociate cu 

pandemia COVID-19 sau cu situații 
similare de urgență în domeniul 

sănătății 

• Facilitarea participării 

dumneavoastră la programele de 

beneficii pentru sănătate, inclusiv 

planurile noastre de sănătate și 
programele Vibrant Living; și 

• Conformitatea cu legile și politicile 

interne; guvernanța corporativă și 
buna gestionare; planificarea 

securității și a situațiilor 

neprevăzute; raportarea externă 

necesară; investigații și gestionarea 

incidentelor 

• Analiza datelor  

Date de identificare electronică/Identificatori 

unici/Imagine și voce 

 

• Administrarea sistemelor, tehnologie 

și accesul și gestionarea bunurilor IT 

• Susținerea intereselor noastre privind 

securitatea fizică, securitatea 

informațiilor și securitatea 

cibernetică împotriva amenințărilor 

interne și/sau externe 

• Gestionarea prevenirii pierderilor si 

recuperarea acestora în birourile si 

unitățile noastre de producție 

• Evaluarea conformității cu politicile 

Companiei referitoare la utilizarea 

rețelei și a dispozitivelor noastre 
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• Identificatorii sistemului P&G (de exemplu, nume de 

utilizator sau acreditări online) 

• Semnătură digitală 

• Date de identificare electronică, jurnale și înregistrări 

privind accesul și utilizarea de către dumneavoastră a 

dispozitivelor P&G, a rețelei P&G (cum ar fi utilizarea de 

către dumneavoastră a e-mailului, a internetului, a 

rețelelor de socializare), a sistemelor P&G, a aplicațiilor, 

a licențelor și a oricărei alte baze de date P&G 

• Informații colectate de sistemele de securitate ale P&G, 

inclusiv televiziunea cu circuit închis (denumită în 

continuare „CCTV”), sistemele de acces la unitate, 

procesele de linie sau camerele care monitorizează 

desfășurarea sarcinilor 

• Date de identificare electronică, jurnale și înregistrări cu 

privire la accesul dumneavoastră la unitățile P&G și la 

zonele restricționate de acces, inclusiv fotografie cu 

numărul ecusonului/identificatorul ecusonului 

•  Videoclipuri, fotografii și alte înregistrări de 

imagini/voce în contextul întâlnirilor/instruirii  

• Date de identificare electronică privind înregistrările 

call center-ului   

electronice, inclusiv, dar fără a se 

limita la hardware și software 

• Evaluarea conformității cu politicile 

Companiei privind securitatea fizică 

și cibernetică 

• Evidența și raportarea internă, 

inclusiv corelarea datelor și analiza 

• Permiterea accesului dumneavoastră 

la unitățile P&G, rețea, instrumente, 

aplicații și alte sisteme și active ale 

Companiei  

• Creșterea vizibilității privind 

utilizarea și costurile pentru 

consumul de instrumente, licențe, 

servicii și aplicații P&G în scopuri de 

optimizare, calitate, audit și costuri 

• Memorarea cursurilor de instruire și 
a întâlnirilor 

• Conformitatea cu legile și politicile 

interne; guvernanța corporativă și 
buna gestionare; planificarea 

securității și a situațiilor neprevăzute; 

raportarea externă necesară; 

investigații și gestionarea 

incidentelor 

• Analiza datelor  

Module cookie 

Modulele cookie sunt fișiere mici trimise pe computerul 

dumneavoastră în timp ce navigați pe internet. Acestea 

stochează informații utile despre modul în care 

interacționați cu site-urile web pe care le vizitați. 
Modulele cookie nu colectează nicio informație stocată 

pe computerul sau dispozitivul dumneavoastră sau în 

fișierele dumneavoastră. Modulele cookie nu conțin 

informații care să vă identifice direct ca persoană. 

Modulele cookie arată computerul și dispozitivul 

dumneavoastră numai ca numere și litere alocate 

aleatoriu (de exemplu, module cookie ABC12345) și 
niciodată, cum ar fi, de exemplu, John E. Smith.  

Acestea sunt tipurile de module cookie pe care le 

utilizăm:  

▪ Module cookie de sesiune. Paginile web nu au 

memorie. Modulele cookie de sesiune vă 

reamintesc (utilizând un ID generat aleatoriu 

 

Utilizăm module cookie pe site-urile 

web ale angajaților P&G din mai multe 

motive, cum ar fi:  

▪ pentru a afla mai multe despre 

modul în care interacționați cu 

site-urile noastre web și 
conținutul P&G  

▪ pentru a ne ajuta să vă 

îmbunătățim experiența atunci 

când vizitați site-urile noastre  

▪ pentru a ne aminti preferințele 

dvs., cum ar fi limba sau o 

regiune, astfel încât să nu fie 

necesar să personalizați site-ul 

web la fiecare vizită  

▪ pentru a identifica erorile și a le 

rezolva  
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precum ABC12345) pe măsură ce treceți de la o 

pagină la alta, astfel încât să nu vi se solicite să 

furnizați aceleași informații pe care le-ați furnizat 

deja pe site. Aceste module cookie sunt șterse 

imediat ce părăsiți site-ul nostru sau închideți 
browser-ul.  

▪ Module cookie persistente. Modulele cookie 

persistente permit site-urilor să își amintească ce 

preferați atunci când reveniți. De exemplu, dacă 

alegeți să citiți site-ul în limba franceză la prima 

dvs. vizită, data viitoare când reveniți la site va 

apărea automat în limba franceză. Faptul că nu 

trebuie să selectați o preferință lingvistică de 

fiecare dată îl face mai convenabil, mai eficient și 
mai ușor de utilizat pentru dvs.  

▪ Module cookie analitice. Aceste module cookie ne 

informează cum funcționează site-urile noastre. În 

unele cazuri, utilizăm module cookie Google 

Analytics pentru a monitoriza performanța site-

urilor noastre. Capacitatea noastră de a utiliza și 
partaja informațiile colectate de Google Analytics 

cu privire la vizitele dvs. pe site-urile noastre este 

restricționată de Termenii de utilizare Google 

Analytics și Politica de confidențialitate Google.  

Vă puteți seta browserul să refuze toate modulele 

cookie sau să indice momentul în care un modul cookie 

este trimis către computerul dvs. Totuși, acest lucru 

poate împiedica funcționarea corespunzătoare a site-

urilor sau serviciilor noastre. De asemenea, puteți seta 

browserul să șteargă modulele cookie de fiecare dată 

când finalizați navigarea. 

▪ pentru a analiza cât de bine 

funcționează site-urile noastre  

▪ Conformitatea cu legile și 
politicile interne; guvernanța 

corporativă și buna gestionare; 

planificarea securității și a 

situațiilor neprevăzute; raportarea 

externă necesară; investigații și 
gestionarea incidentelor 

Datele copiilor/componența familiei 

• Numele copilului, data nașterii și relația cu angajatul 

• Datele de contact și caracteristicile personale ale 

persoanelor aflate în întreținerea angajaților, ale 

membrilor familiei și/sau ale membrilor gospodăriei  

 

• Înrolarea pentru beneficii și 
verificarea persoanelor aflate în 

întreținerea angajaților 

• Asistență logistică legată de 

transferuri internaționale și relocare 

• Respectarea cerințelor vamale și de 

imigrare legate de deplasare și 
relocare 

• Sprijinirea continuității activității 
angajaților în cazul situațiilor de criză 

• Facilitarea activităților Companiei 

care implică membri aflați în 

întreținere, membri ai familiei și/sau 

ai gospodăriei; și  

https://www.google.com/analytics/terms/us.html
https://www.google.com/analytics/terms/us.html
https://policies.google.com/privacy
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• Conformitatea cu legile și politicile 

interne; guvernanța corporativă și 
buna gestionare; planificarea 

securității și a situațiilor neprevăzute; 

raportarea externă necesară; 

investigații și gestionarea 

incidentelor 

• Analiza datelor  

Alte caracteristici personale 

• Etnie 

• Rasă 

• Orientare sexuală și identitate de gen 

• Dizabilități 
• Opinii politice 

• Convingeri religioase/filosofice 

• Date biometrice, cum ar fi amprentele sau scanările 

faciale 

• Antecedente penale  

 

• Susținerea programelor de egalitate 

și incluziune care promovează un loc 

de muncă divers, inclusiv analiza 

resurselor umane conexe 

• Facilitarea participării dumneavoastră 

la programele de afinitate ale 

Companiei 

• Facilitarea accesului dumneavoastră 

la unitățile și sistemele Companiei 

prin intermediul datelor biometrice 

• Susținerea activităților de planificare 

a talentelor, recrutare, angajare de 

personal și cariere 

• Conformitatea cu legile și politicile 

interne; guvernanța corporativă și 
buna gestionare; planificarea 

securității și a situațiilor neprevăzute; 

raportarea externă necesară; 

investigații și gestionarea incidentelor 

• Analiza datelor  

4.3 În ce bază legală și/sau de afaceri prelucrăm Datele cu caracter personal ale 

angajaților?  

Baza legală și/sau comercială pentru prelucrarea Datelor cu caracter personal ale angajaților poate fi 

respectarea de către P&G a legilor și reglementărilor aplicabile; respectarea obligațiilor contractuale 

care decurg din relația angajator-angajat; interesele legitime de afaceri ale Companiei; interesele de 

sănătate publică; și/sau consimțământul dumneavoastră.  

Baza legală și/sau comercială pentru prelucrarea Datelor cu caracter personal ale angajaților poate 

varia în funcție de jurisdicție, precum și în funcție de categoria/tipul de date și de motivele pentru 

care colectăm și utilizăm aceste informații.  Atunci când legea impune acest lucru, documentăm 

integral baza legală și/sau comercială specifică pentru prelucrarea Datelor cu caracter personal ale 

angajaților înainte de colectarea și utilizarea acestor date. 
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Iată câteva exemple de temeiuri juridice/comerciale pentru prelucrarea anumitor Date cu caracter 

personal ale angajaților: 

Tipul de Date cu caracter 

personal 

Scopul prelucrării Temeiul juridic/comercial 

pentru prelucrare 

ID guvernamental, Informații 
financiare 

Susținerea activităților privind 

statele de plată și raportarea 

impozitelor 

Respectarea de către P&G a 

obligațiilor contractuale și 
legale rezultate din relația 

angajator-angajat 

Rasa, etnia, orientarea sexuală Facilitarea participării 

dumneavoastră la grupurile de 

afinitate sponsorizate de 

Companie 

Consimțământul 

dumneavoastră 

Naționalitate, cetățenie Respectarea cerințelor privind 

imigrația și alte permise de 

muncă 

Respectarea de către P&G a 

legilor și reglementărilor 

aplicabile 

Date profesionale Personal, design 

organizațional și scopuri de 

continuitate a activității 

Interesele legitime de afaceri 

ale P&G 

Orice tipuri de date din 

Secțiunea 4.2 care pot fi 

utilizate în scopul analizei de 

date 

Scopurile de analiză a datelor 

descrise în Secțiunea 4.1 

 

Interesele legitime de afaceri 

ale P&G. În Europa, orice 

analiză care implică Datele 

speciale cu caracter personal 

se va baza pe consimțământul 

dumneavoastră.  

4.4 Cum partajăm Datele cu caracter personal ale angajaților?  

Compania P&G va comunica Datele cu caracter personal ale angajaților doar celor care trebuie să le 

cunoască în mod legitim în interes profesional.  

P&G poate partaja informațiile dumneavoastră cu contractanții, furnizorii, agențiile, lucrătorii 

temporari sau orice alte părți care acționează în numele P&G (denumite în continuare „Terțe Părți”) 

care desfășoară activități în numele nostru.  Compania solicită Terțelor Părți să asigure niveluri 

echivalente de protecție cu cele aplicate de către Companie atunci când lucrează cu Datele cu caracter 

personal ale angajaților.  Prin contract, cerem Terțelor Părți să proceseze datele cu caracter personal 

numai în conformitate cu instrucțiunile noastre și să le securizeze.  Respectivii împuterniciţi nu pot 

utiliza sau divulga informațiile, cu excepția situațiilor autorizate de către P&G și/sau pentru a respecta 

cerințele legale.  

Există anumite situații în care P&G va împărtăși sau vi se va solicita să partajați date cu caracter 

personal direct cu furnizorii care prestează servicii în legătură cu angajații P&G sau oferă beneficii, 

care acționează în calitate de Operatori de date, fiind astfel direct responsabili de protejarea Datelor 

dumneavoastră cu caracter personal, context în care P&G nu controlează modul în care datele 

dumneavoastră sunt prelucrate (de exemplu, furnizorii de pensii, servicii medicale, servicii financiare 

sau beneficii). Dacă vă înscrieți în programele noastre de beneficii, putem divulga informațiile 

dumneavoastră cu caracter personal companiilor respective care vă oferă beneficiile și serviciile. 

Aceste companii vă vor pune la dispoziție propriile declarații privind protecția datelor. În aceste 
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situații, vă rugăm să vă asigurați că citiți și înțelegeți politicile și practicile unor astfel de furnizori în 

ceea ce privește protecția Datelor cu caracter personal.  

Datele cu caracter personal ale angajaților pot fi partajate cu sediul central și filialele noastre la nivel 

global, dacă acest lucru este necesar pentru îndeplinirea unor obiective de afaceri. Puteți găsi 

informații despre modul în care protejăm Datele cu caracter personal ale angajaților într-o astfel de 

situație, în secțiunea 4.6 din prezenta Politică.  

De asemenea, putem dezvălui Date cu caracter personal ale angajaților dacă acest lucru este impus 

de lege sau în contextul unui proces legal; pentru a pune în aplicare sau a proteja drepturile și politicile 

P&G; ori în legătură cu o investigație a unei activității ilegale sau despre care există suspiciuni că ar fi 

ilegală și/sau în cadrul unei vânzări a unei divizii P&G către o altă companie. 

4.5  Care sunt drepturile dumneavoastră în ceea ce privește protecția datelor personale? 

În temeiul legilor privind protecția datelor din numeroase locații, angajații P&G au anumite drepturi 

în ceea ce privește Informațiile cu caracter personal ale angajaților. Drepturile dumneavoastră pot 

varia în funcție de locație și, sub rezerva legilor aplicabile în materie de confidențialitate, pot include: 

- Dreptul de a fi informat despre Datele cu caracter personal ale angajaților pe care P&G le 

prelucrează despre dumneavoastră, inclusiv Datele speciale cu caracter personal    

- Dreptul de a accesa Datele cu caracter personal ale angajaților care vă privesc pe 

dumneavoastră 

- Dreptul de a rectifica sau corecta Datele cu caracter personal ale angajaților inexacte sau care 

nu mai sunt de actualitate 

- În anumite circumstanțe, dreptul de a șterge Datele cu caracter personal ale angajaților, 

cunoscut uneori sub denumirea de dreptul de a fi uitat 

- În anumite circumstanțe, dreptul de a restricționa prelucrarea Datelor cu caracter personal ale 

angajaților  

- Dreptul de a vi se pune la dispoziție Datele cu caracter personal ale angajaților într-un format 

care să vă permită să vă transferați datele cu mai multă ușurință, uneori cunoscut sub 

denumirea de dreptul la portabilitate  

- În anumite circumstanțe, dreptul de a vă opune prelucrării datelor dumneavoastră cu caracter 

personal  

- Dreptul de a nu fi informat despre și/sau de a nu fi supus la o decizie bazată exclusiv pe 

prelucrare automatizată, inclusiv crearea de profiluri  

- Acolo unde prelucrarea datelor dumneavoastră cu caracter personal se bazează pe 

consimțământul dumneavoastră, dreptul de a vă retrage consimțământul  

Dreptul de a numi o persoană fizică pentru exercitarea drepturilor dumneavoastră în ceea ce 

privește protecția datelor cu caracter personal în numele dumneavoastră  

- Dreptul de a nu fi supus discriminării și represaliilor pentru exercitarea drepturilor 

dumneavoastră în calitate de persoană vizată 

- Drepturi suplimentare, în funcție de țara sau statul în care locuiți 

De reținut că este posibil ca nu toate aceste drepturi să fie disponibile în locația dumneavoastră și că 

o parte dintre drepturile dumneavoastră de mai sus poate fi limitată în temeiul legilor aplicabile. De 

exemplu, este posibil ca P&G să nu poată șterge Datele cu caracter personale ale angajaților care 

trebuie păstrate în scopuri legale sau să nu fie în măsură să restricționeze prelucrarea Datelor cu 
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caracter personale ale angajaților care sunt necesare pentru a-și îndeplini obligațiile în calitate de 

angajator (aceasta nu este o listă exhaustivă de restricții). P&G vă va comunica, în momentul în care 

primește solicitarea dumneavoastră de exercitare a oricăruia dintre drepturile dumneavoastră dacă 

acțiunea respectivă nu este disponibilă sau realizabilă în baza locației dumneavoastră sau din alte 

motive.  

Dacă vă aflați în Spațiul Economic European (SEE), puteți afla mai multe despre DSR-urile 

dumneavoastră aici. 

Dacă vă aflați în Zona Continentală, China Extinsă, puteți afla mai multe despre DSR-urile 

dumneavoastră în China - Act adițional specific țării la Politica globală P&G privind protecția datelor 

angajaților. 

Când vă exercitați aceste drepturi, vă încurajăm să vizitați mai întâi Workday 

(https://workday.pg.com/). Vă puteți autentifica cu ajutorul datelor de identificare P&G și să consultați 
secțiunea „Personal” din profilul dumneavoastră pentru a verifica informațiile dumneavoastră, pentru 

a le actualiza și descărca după cum este necesar. (job aid Actualizarea informațiilor cu caracter 

personal).  

Pentru orice solicitări suplimentare, puteți lua legătura cu o persoană de contact responsabilă de 

protecția datelor din regiunea dumneavoastră prin e-mail: 

• Europa: employeeprivacyeu.im@pg.com 

• America de Nord (SUA și Canada): empldsrna.im@pg.com 

• Africa, Orientul Mijlociu și Asia: amadsr.im@pg.com  

• America Latină și China Extinsă: vă rugăm să contactați GetHelp.pg.com sau OU HR din cadrul 

organizației dumneavoastră 

Indiferent de locație și la alegerea dumneavoastră, puteți iniția o solicitare și prin contactarea 

serviciului de Asistență pentru angajați la adresa GetHelp.pg.com (este disponibilă asistența pe cale 

telefonică sau prin chat) sau un reprezentant al departamentului de Resurse umane din țara 

dumneavoastră. În cazul în care nu sunteți mulțumit/ă de răspunsul nostru la solicitările 

dumneavoastră, puteți face o sesizare la autoritatea responsabilă cu protecția datelor din țara 

dumneavoastră. 

4.6 Cum transferăm Datele cu caracter personal ale angajaților? 

Dacă este permis de lege și face obiectul cerințelor și/sau limitărilor țării, Datele cu caracter personal 

ale angajaților pot fi transferate în alte țări.  P&G este o afacere globală și are angajați în mai multe 

țări. Datele cu caracter personal ale angajaților pot fi stocate în sisteme din Statele Unite ale Americii, 

accesate din alte filiale P&G din întreaga lume, inclusiv furnizorii lor de servicii, sau transferate către 

alte țări ale lumii, dacă acest lucru este necesar pentru realizarea operațiunilor relevante, în 

conformitate cu legislația aplicabilă. Acest lucru înseamnă că Datele dvs. cu caracter personal în 

calitate de angajat pot fi transferate în alte țări decât cea în care lucrați. Este posibil ca aceste țări să 

nu aibă aceleași legi privind protecția Datelor personale ca și țara dumneavoastră de reședință. Pentru 

a vă proteja datele atunci când sunt transferate sau accesate din alte țări decât cea în care locuiți, 
punem în aplicare măsuri de protecție adecvate, precum și orice cerințe contractuale administrative, 

tehnice și/sau contractuale impuse de lege pentru a vă proteja Datele cu caracter personal. Noi 

https://www.edpb.europa.eu/sme-data-protection-guide/respect-individuals-rights_en#toc-12%20or%20to
https://pgone.sharepoint.com/sites/NewPrivacyCentral/SitePages/PGEmpPrivacyPolicy.aspx
https://pgone.sharepoint.com/sites/NewPrivacyCentral/SitePages/PGEmpPrivacyPolicy.aspx
https://workday.pg.com/
https://pgglobalenterprise.service-now.com/esc?id=ech_article_view&sysparm_article=KB0559856&sys_kb_id=c28316de1bcf2490ecdc0dc6cc4bcba0&spa=1
https://pgglobalenterprise.service-now.com/esc?id=ech_article_view&sysparm_article=KB0559856&sys_kb_id=c28316de1bcf2490ecdc0dc6cc4bcba0&spa=1
mailto:employeeprivacyeu.im@pg.com
mailto:empldsrna.im@pg.com
mailto:amadsr.im@pg.com
https://pgglobalenterprise.service-now.com/pgsp?id=kb_article_view&sysparm_article=KB0054610&sys_kb_id=eea672b51b3aa810f24a42a6bc4bcbcf&spa=1
https://pgglobalenterprise.service-now.com/pgsp?id=kb_article_view&sysparm_article=KB0054610&sys_kb_id=eea672b51b3aa810f24a42a6bc4bcbcf&spa=1
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efectuăm transferuri în afara Uniunii Europene, atât între entitățile P&G, cât și între P&G și furnizorii 

noștri de servicii, utilizând măsuri de protecție contractuale pe care autoritățile de reglementare din 

UE le-au aprobat în prealabil pentru a se asigura că datele dumneavoastră sunt protejate (cunoscute 

sub denumirea de Clauze contractuale standard). Dacă doriți o copie a unui contract de transfer, 

contactați corporateprivacy.im@pg.com. De asemenea, P&G va respecta alte cerințe specifice țării 

care restricționează transferurile de date în afara țării de colectare, necesită prevederi contractuale cu 

privire la transfer și/sau care necesită localizarea datelor.  

Dacă vă aflați în Spațiul Economic European (SEE), Regatul Unit (și Gibraltar) sau Elveția, vă rugăm să 

rețineți că P&G este certificată în conformitate cu Cadrul privind confidențialitatea datelor UE-S.U.A. 

(CCD UE-S.U.A.), Extensia Regatului Unit a CCD UE-S.U.A. și Cadrul privind confidențialitatea datelor 

Elveția-S.U.A. (CCD Elveția-S.U.A.) [denumite în mod colectiv „Cadrul privind confidențialitatea 

datelor”] dezvoltate de Departamentul de Comerț al S.U.A. și Comisia Europeană și, respectiv, de 

Comisarul Elvețian Federal pentru Protecția Datelor și a Informațiilor, cu privire la transferul 

informațiilor cu caracter personal din SEE, Regatul Unit (și Gibraltar) sau Elveția către S.U.A., Faceți 
clic aici pentru a vizualiza Cadrul nostru privind confidențialitate datelor:  Politica de confidențialitate 

a lucrătorilor. 

4.7 Cum securizăm Datele cu caracter personal ale angajaților?  

Aplicăm măsuri fizice, administrative și tehnice adecvate, cum ar fi pseudonimizarea, criptarea și 
controalele privind accesul, măsuri concepute pentru a proteja Datele cu caracter personal ale 

angajaților împotriva distrugerii, pierderii, modificării, dezvăluirii, accesului sau utilizării accidentale, 

ilegale sau neautorizate, precum și împotriva celorlalte forme ilegale de prelucrare. În cazul în care 

Terțele Părți prelucrează Date cu caracter personal ale angajaților în numele P&G, încheiem, de 

asemenea, contracte cu Terțele Părți respective pentru a ne asigura că implementează măsurile fizice, 

administrative și tehnice adecvate în manipularea acestor date. 

4.8    Cât timp păstrați Datele mele cu caracter personal? 

Păstrăm Datele cu caracter personal ale angajaților atât timp cât este necesar pentru îndeplinirea 

obiectivelor de afaceri, cu excepția cazului în care o perioadă de păstrare mai îndelungată este impusă 

sau permisă de legislația în vigoare.  În anumite situații, poate fi necesar să păstrăm Datele cu caracter 

personal ale angajaților pentru o perioadă de timp după încetarea relației cu P&G pentru respectarea 

obligațiilor legale sau contractuale. 

4.9 Monitorizează P&G utilizarea rețelei și dispozitivelor? 

Compania monitorizează utilizarea anumitor rețele și dispozitive. P&G are obligația de a-și proteja 

angajații, activele și unitățile de lucru. În acest scop, P&G a creat o Politică privind monitorizarea 

rețelei și a dispozitivelor electronice pentru a veni în sprijinul îndeplinirii obligațiilor noastre legale și 
pentru a-i ajuta pe angajați să înțeleagă modul în care monitorizarea activității protejează angajații și 
Compania. Puteți accesa această politică prin intermediul privacy.pg.com sau puteți solicita o copie 

prin intermediul corporateprivacy.im@pg.com. În temeiul acestei politici, P&G își monitorizează 

rețelele și dispozitivele în trei scopuri: i) Pentru a proteja securitatea (care include confidențialitatea, 

integritatea și disponibilitatea) persoanelor, datelor, rețelei, activelor, facilităților, reputației și 
intereselor concurențiale; ii) pentru a investiga abaterile suspectate sau confirmate sau încălcările legii 

(inclusiv în sprijinul soluționării litigiilor); și iii) pentru a asigura integritatea proceselor comerciale și a 

mailto:corporateprivacy.im@pg.com
https://privacypolicy.pg.com/DPF/WorkerPolicy/
https://privacypolicy.pg.com/DPF/WorkerPolicy/
mailto:corporateprivacy.im@pg.com
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raportării financiare. Această monitorizare este gestionată în mod consecvent în conformitate cu 

legile relevante și politicile Companiei. 

5.0 Categoriile de date speciale cu caracter personal și SPI din rețelele și de pe dispozitivele 

P&G 

Compania P&G acceptă faptul că anumite tipuri de informații sunt mai sensibile decât altele. Legile 

privind protecția datelor din întreaga lume utilizează adesea terminologia diferită în denumirea 

acestor categorii de date speciale și stabilesc, de asemenea, cerințe variate de conformitate pe care 

companiile le pot urma în prelucrarea acestor date. Indiferent de terminologia și cerințele prevăzute 

de legile locale, P&G se asigură că respectă elementele de conformitate relevante în prelucrarea 

acestor categorii mai speciale de date cu caracter personal.  În plus, P&G are, în scopurile legislației 

anumitor țări, unele categorii de date cu sensibilitate mai ridicată, etichetate drept „Date speciale cu 

caracter personal” sau „SPI.” P&G definește SPI ca fiind orice informație referitoare la o persoană 

identificabilă, incluzând sau implicând rasa, etnia, opiniile politice, religia, starea de sănătate, 

orientarea sexuală, datele genetice sau biometrice, precum și informații cu privire la eventuale 

condamnări penale și infracțiuni.  

Pentru a limita posibilitatea ca P&G să acceseze Datele dumneavoastră speciale cu caracter personal 

în cursul derulării activităților sale comerciale, utilizarea în scop personal a acestora este interzisă 

pe rețelele și dispozitivele P&G. Acest lucru înseamnă că un angajat nu poate utiliza dispozitivele 

Companiei (de exemplu, calculatoare, tablete, telefoane mobile de serviciu etc.) sau rețele Companiei 

(conexiunile wireless la internet, rețele de telefonie și rețelele LAN ale P&G) în scopuri personale care 

implică SPI. De exemplu, angajații nu trebuie să acceseze site-uri care implică în mod evident SPI, cum 

ar fi pagini web medicale specializate sau pagini web ale unor lăcașuri de cult. Acest lucru înseamnă 

că angajații NU pot folosi aplicații precum e-mailul/calendarul/navigarea web pentru nicio activitate 

personală care utilizează sau implică date SPI.  Pentru clarificare, P&G nu va monitoriza SPI (de altfel, 

nici alte informații) de pe dispozitivele personale ale angajaților care nu sunt conectate la rețelele 

Companiei. 

Astfel, conform paragrafului anterior, este permisă strict utilizarea acelor SPI asociate cu Compania. 

În scopuri legate de Companie, P&G prelucrează și utilizează SPI în doar două moduri specifice: (1) 

după cum este necesar în scopuri profesionale și de angajare (de exemplu, oferindu-vă beneficii 

pentru sănătate, înregistrarea dizabilităților sau vătămărilor profesionale, etc.) și (2) pe baza 

consimțământului dumneavoastră atunci când participați în grupuri aprobate de companie (de 

exemplu, GABLE și AALN), utilizați aplicații sponsorizate de Companie care ar putea colecta SPI (de 

exemplu, o aplicație a Companiei pentru sănătatea și starea de bine) sau le furnizeze voluntar în 

scopuri de auto-exprimare și pentru a permite P&G să proiecteze și să recruteze persoane în cadrul 

unei organizații diverse și incluzive.  

Având în vedere cele de mai sus, P&G va procesa Date speciale cu caracter personal doar pentru a vă 

oferi un beneficiu din partea Companiei, pentru a-și îndeplini o obligație în temeiul dreptului 

munciipentru a proiecta și recruta persoane în cadrul unei organizații diverse și incluzive și/sau pentru 

a vă proteja datele împotriva amenințărilor la adresa securității cibernetice. Dacă aveți mai multe 

întrebări despre ce este SPI și/sau cum gestionează P&G aceste date, vă rugăm să contactați echipa 

corporativă responsabilă de protecția datelor, la această adresă de e-mail: 

corporateprivacy.im@pg.com.   

mailto:corporateprivacy.im@pg.com
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6.0 Utilizarea instrumentelor de inteligență artificială 

 

În sensul acestei secțiuni, „Instrumente de Inteligență Artificială” sau „Instrumente IA” sunt 

instrumente bazate pe tehnologii care sunt concepute să funcționeze cu diferite niveluri de 

autonomie și sunt capabile să deducă — pe baza datelor primite — diverse rezultate, precum 

predicții, conținut, recomandări sau decizii. 

Informații personale ale angajaților pot fi prelucrate de Instrumente IA, inclusiv pentru orice scopuri 

identificate în Secțiunile 4.1 și 4.2. Pentru a îndeplini aceste scopuri, P&G poate folosi Instrumente IA 

pentru a simplifica procesele de lucru sau de afaceri, a crește productivitatea, a obține informații, a 

realiza predicții, a oferi experiențe îmbunătățite angajaților și în alte moduri care sprijină îndeplinirea 

scopurilor menționate. 

Instrumentele IA utilizate de P&G pentru prelucrarea Informațiilor personale ale angajaților sunt 

folosite sub supraveghere umană. P&G nu utilizează instrumente IA pentru a lua automat sau a 

înlocui judecata umană în decizii legate de angajare, promovare, reînnoirea contractului, selecție 

pentru instruire sau ucenicie, concediere, sancționare, alocarea sarcinilor pe baza comportamentului 

sau caracteristicilor individuale, evaluarea performanței ori alte decizii care afectează termenii, 

privilegiile sau condițiile de muncă. 

Atunci când este relevant și necesar, P&G implementează practici de gestionare a riscurilor asociate 

IA pentru a reduce riscurile utilizării Instrumentelor IA. Atunci când Instrumentele IA sunt furnizate 

de părți externe, P&G implementează măsurile de protecție prevăzute în Secțiunea 4.4 pentru a 

proteja Informațiile personale ale angajaților. 

7.0 Respectarea prezentei Politici 

Datele cu caracter personal ale angajaților trebuie gestionate numai de persoane care au fost 

autorizate în acest sens de către Companie. Toate persoanele implicate trebuie să respecte prevederile 

prezentei Politici.  

Așa cum s-a menționat mai sus în Secțiunea 4.4, Compania se așteaptă ca angajații săi și Terțele Părți 
care colectează sau gestionează Datele cu caracter personal ale angajaților să respecte această 

Politică, indiferent dacă utilizează sistemele electronice și instrumentele de gestionare a datelor ale 

P&G și/sau ale acestora. Angajații sunt, de asemenea, responsabili pentru asigurarea faptului că orice 

Terță Parte cu care cooperează pentru derularea operațiunilor Companiei respectă această Politică. 

Nerespectarea de către angajați a prevederilor acestei Politici poate atrage măsuri disciplinare, inclusiv 

rezilierea contractului de muncă.  Toate acțiunile disciplinare vor fi aplicate într-un mod corespunzător 

legislației locale.  Pentru Terțele Părți care colectează și gestionează în numele P&G Date cu caracter 

personal ale angajaților, nerespectarea prezentei Politici poate avea consecințe negative pentru 

afaceri, inclusiv până la încetarea relației contractuale, sesizarea autorităților de reglementare și/sau 

cereri de despăgubiri. 

Compania depune toate eforturile rezonabile pentru a se asigura că Datele cu caracter personal ale 

angajaților sunt actuale și adecvate scopului căruia le sunt destinate. Angajații sunt, de asemenea, 

responsabili pentru actualizarea și verificarea exactității informațiilor furnizate companiei P&G. Dacă 



  

 

Pagina 17 din 19 
  

Utilizarea în scop de afaceri 

furnizați Date cu caracter personal ale altor persoane (de exemplu, ale beneficiarilor, ale membrilor 

familiei), aveți obligația de a vă asigura că cei în cauză și-au dat consimțământul pentru a furniza 

Companiei astfel de date. De asemenea, angajații sunt responsabili pentru protejarea 

confidențialității și securității Datelor cu caracter personal ale lor și ale altor angajați, respectând liniile 

directoare și politicile Companiei privind securitatea informațiilor, care pot fi revizuite la 

http://security.pg.com 

Fiecare unitate operațională a P&G își va realiza propria evaluare asupra modului în care este 

respectată prezenta Politică la nivelul său.  În plus, departamentul de audit global intern al P&G va 

evalua periodic dacă angajații și Terțele Părți relevante respectă prezenta Politică, precum și 
standardele și procedurile conexe ale Companiei, atunci când utilizează Datele cu caracter personal 

ale angajaților. În cazul în care acest lucru este necesar, vor fi implementate măsuri corespunzătoare 

de monitorizare. 

8.0 Modificări viitoare 

Compania P&G își rezervă dreptul de a modifica această Politică atunci când consideră necesar, de 

exemplu, pentru a se conforma modificărilor legislative, regulamentelor, practicilor și procedurilor 

Companiei, sau pentru a răspunde unor noi amenințări sau unor cerințe noi impuse de autoritățile 

din domeniul protecției datelor.  În cazul în care astfel de modificări afectează în mod semnificativ 

prelucrarea Datelor dvs. cu caracter personal în calitate de angajat, vă vom anunța în consecință. 

9.0 Date de contact 

Entitatea P&G cu care aveți raporturi de muncă este angajatorul dumneavoastră și, prin urmare, este 

operatorul Datelor dvs. cu caracter personal în calitate de angajat.  Dacă doriți să aflați mai multe 

despre Datele cu caracter personal ale angajaților pe care le colectăm și modul în care le utilizăm, 

contactați reprezentantul dumneavoastră de resurse umane sau trimiteți-ne un e-mail la 

corporateprivacy.im@pg.com. Dacă aveți aceste întrebări sau orice alte întrebări sau preocupări legate 

de prelucrarea datelor dvs./Datelor dvs. cu caracter personal în calitate de angajat, puteți lua legătura 

și cu Responsabilul nostru global pentru protecția datelor la adresa de e-mail: 

pgprivacyofficer.im@pg.com, Telefon:  +1 (513) 622-0103, Adresa de corespondență:  1 Procter & 

Gamble Plaza, Cincinnati, OH 45202, S.U.A.   

Vă rugăm, de asemenea, să consultați secțiunea 4.5 de mai sus pentru informații despre cum să vă 

exercitați oricare dintre drepturile dvs. în conformitate cu legile în vigoare privind protecția datelor. 

Pentru date de contact specifice anumitor țări, consultați Anexa A la această politică.   Dacă vă 

îngrijorează o potențială scurgere de informații în ceea ce privește Datele dvs. cu caracter personal în 

calitate de angajat sau la orice informații personale care sunt gestionate de P&G, vă rugăm să ne 

trimiteți un e-mail la securityincident.im@pg.com.   

9.0 Informații suplimentare 

 

Resurse:  Resursele disponibile sunt listate pe Privacy Central: privacy.pg.com    

Întrebări privind utilizarea Datelor cu caracter personal ale angajaților: În situația în care vi se 

solicită furnizarea de Date cu caracter personal despre dvs. sau membrii familiei dvs. și puneți la 

îndoială relevanța pentru Companie a solicitării respective sau dacă aveți alte întrebări sau nelămuriri 

http://security.pg.com/
mailto:corporateprivacy.im@pg.com
mailto:pgprivacyofficer.im@pg.com
mailto:securityincident.im@pg.com
https://pgone.sharepoint.com/sites/NewPrivacyCentral/
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privind Datele cu caracter personal ale angajaților, vă rugăm să contactați reprezentantul 

departamentului de resurse umane. 

Raportarea potențialelor încălcări ale Politicii: Dacă apreciați că prezenta Politică a fost încălcată, 

există multe resurse la dispoziția dvs. care să vă ajute în acest sens, inclusiv managerul direct, 

reprezentantul departamentului de resurse umane, Responsabilul global pentru protecția datelor al 

Companiei, un membru al departamentului juridic al P&G, Linia de asistență WBCM (acolo unde este 

posibil) sau trimiteți un e-mail la adresa corporateprivacy.im@pg.com.  Pentru orice încălcare 

raportată, vom respecta Ghidul Companiei privind acțiunile de răspuns în caz de incidente. 

 

 

 

  

mailto:corporateprivacy.im@pg.com


  

 

Pagina 19 din 19 
  

Utilizarea în scop de afaceri 

ANEXA A 

 

Asia: 

 

Procter & Gamble Philippines, Inc. 

Jocelyn J. Gregorio-Reyes  

gregorioreyes.j@pg.com  

+632558-4250 

 

Procter & Gamble International Operations SA (ROHQ) – GBS 

Jennifer Pascual-Sy  

pascualsy.jl@pg.com 

 

Procter & Gamble Korea S&D Company 

Lincoln Park  

park.lc@pg.com  

+82-2-6940-6361 

 

Uniunea Europeană: 

 

Fondul de pensii belgian 

Guido Pieroth 

 pieroth.g@pg.com  

+41-58 004 7560 
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