**Παγκόσμια Δήλωση Απορρήτου Εξωτερικών Πόρων Τρίτων**

|  |  |
| --- | --- |
| **Υπεύθυνος Επικοινωνίας για θέματα Απορρήτου:**  Παγκόσμιος Υπεύθυνος Προστασίας Δεδομένων | **Ημερομηνία: 1η Ιανουαρίου 2023** |
| ([pgprivacyofficer.im@pg.com](mailto:pgprivacyofficer.im@pg.com))  **Περιοχή:** Παγκοσμίως | **Πεδίο εφαρμογής:**  Όλοι οι εξωτερικοί πόροι τρίτων |

# **Π****ρόθεση**

Η παρούσα Δήλωση ενημερώνει όλους τους εξωτερικούς πόρους τρίτων (External Party Resources, EPR) για το πώς η Procter & Gamble Company και οι θυγατρικές της ή/και οι συνδεδεμένες της εταιρείες («P&G» ή η «Εταιρεία») θα συλλέγουν και θα διαχειρίζονται τις Προσωπικές Πληροφορίες σας.

# **Κατάσταση ανεξάρτητου εργολάβου**

Η παρούσα Δήλωση δεν δημιουργεί σχέση εξαρτώμενης εργασίας μεταξύ της P&G και ενός EPR. Οι EPR παρέχουν υπηρεσίες στην P&G σαν ανεξάρτητοι εργολάβοι, ανεξάρτητα από το αν αυτές οι υπηρεσίες παρέχονται απευθείας στην P&G ή λόγω μιας σύμβασης μεταξύ της P&G και του εργοδότη του EPR.

1. **Ορισμοί**

**Εξωτερικός πόρος τρίτου:** Οποιοδήποτε άτομο παρέχει εργασία ή υπηρεσίες στην P&G, για το οποίο η P&G δεν είναι ο εργοδότης αρχείου τη χρονική στιγμή που παρέχονται η εργασία ή οι υπηρεσίες, όπως οι εργολάβοι.

**Προσωπικές Πληροφορίες:** Τυχόν πληροφορίες που σχετίζονται με ένα προσδιορισμένο ή προσδιοριζόμενο πρόσωπο, όπως το ονοματεπώνυμο, άλλα αναγνωριστικά, στοιχεία επικοινωνίας, επαγγελματικά στοιχεία και προσωπικά χαρακτηριστικά.

**Η Εταιρεία ή η P&G:** Για τους σκοπούς της παρούσας δήλωσης, η Εταιρεία ή η P&G αναφέρεται στην Procter & Gamble Company, τις θυγατρικές της ή/και τις συνδεδεμένες της εταιρείες.

1. **Αρχές**

Οι ουσιώδεις αρχές επεξεργασίας απορρήτου δεδομένων της P&G είναι:

* Πρέπει να συλλέγουμε και να διαχειριζόμαστε την ελάχιστη δυνατή ποσότητα Προσωπικών Πληροφοριών EPR.
* Πρέπει να σέβεστε το ιδιωτικό απόρρητο.
* Πρέπει να συμμορφώνεστε με τους Σκοπούς, τις Αξίες και τις Αρχές (PVPs), την παρούσα Δήλωση και τους σχετικούς νόμους.
* Πρέπει να ακολουθείτε τα κατάλληλα πρότυπα και διαδικασίες κατά τη συλλογή ή/και τη διαχείριση των Προσωπικών Πληροφοριών των EPR.

1. **Δήλωση**

Η P&G σέβεται το ιδιωτικό σας απόρρητο. Η παρούσα Δήλωση περιγράφει πώς επεξεργαζόμαστε τις Προσωπικές Πληροφορίες των EPR, τα είδη πληροφοριών που συλλέγουμε απευθείας από εσάς ή/και τον εργοδότη σας, τους σκοπούς για τους οποίους τις χρησιμοποιούμε, τις κατηγορίες παραληπτών με τους οποίους τις μοιραζόμαστε και τις επιλογές που μπορείτε να κάνετε για τη χρήση τους από μέρους μας. Περιγράφουμε επίσης τα μέτρα που λαμβάνουμε για την προστασία της ασφάλειας των Προσωπικών Πληροφοριών των EPR και πώς μπορείτε να επικοινωνήσετε μαζί μας σχετικά με τις πρακτικές προστασίας του ιδιωτικού απορρήτου.

* 1. **Για ποιους σκοπούς συλλέγουμε και χρησιμοποιούμε τις Προσωπικές Πληροφορίες των EPR;**

Η P&G συλλέγει προσωπικές πληροφορίες για τους EPR της στο πλαίσιο της σύμβασης παροχής υπηρεσιών και τη σχέση ανεξάρτητου εργολάβου που διαθέτει η P&G μαζί σας ή/και με τον εργοδότη σας. Γενικά, συλλέγουμε και χρησιμοποιούμε Προσωπικές Πληροφορίες EPR από εσάς ή/και τον εργοδότη σας για τις εξής υπηρεσίες ή/και δραστηριότητες:

* Επαγγελματική υγεία/ασφάλεια, συμπεριλαμβανομένων σχετιζόμενων με την υγεία εξετάσεων και ιατρικών προγραμμάτων που σχετίζονται με την COVID-19 ή παρόμοιες υγειονομικές έκτακτες ανάγκες
* Διαχείριση πρόσβασης στα κέντρα
* Ταυτοποίηση και διαχείριση διαπιστευτηρίων, συμπεριλαμβανομένων της επαλήθευσης και πιστοποίησης, της έκδοσης καρτών και σημάτων ταυτότητας, της διαχείρισης συστήματος, της καταγραφής σύνδεσης/αποσύνδεσης και της διαχείρισης διαπιστευτηρίων πρόσβασης, ασφάλειας πληροφοριών και κυβερνοασφάλειας
* Για σκοπούς δημιουργίας σχεδίων έκτακτης ανάγκης, συμπεριλαμβανομένης της επιχειρηματικής συνοχής, της εύρεσης προσωπικού, της διαχείρισης βαρδιών και των πρωτοκόλλων έκτακτης ανάγκης/ασφάλειας
* Διανομή και διαχείριση ηλεκτρονικών συσκευών και βελτιστοποίηση χρήσης δικτύου και συσκευών
* Πραγματικοί έλεγχοι ασφαλείας και έλεγχοι ασφαλείας στον κυβερνοχώρο, συμπεριλαμβανομένης της παρακολούθησης ηλεκτρονικών συσκευών και δικτύων και καταγραφή βίντεο ασφαλείας, όπως μέσω CCTV
* Δικαστικές διαδικασίες και εσωτερικές/εξωτερικές διερευνήσεις, έλεγχοι και επίλυση διαφορών
* Καθημερινές εργασιακές διεργασίες (π.χ. επαλήθευση στοιχείων και σύνδεση στα συστήματά μας)
* Συμμετοχή σε συναντήσεις, εκπαιδεύσεις και γεγονότα
* Συμμόρφωση με τους νόμους, τους κανονισμούς και τις πολιτικές της Εταιρείας σχετικά με την καταπολέμηση της δωροδοκίας, την παιδική εργασία, την καταπολέμηση της διαφθοράς, τις κυρώσεις, τους εξαγωγικούς ελέγχους, τα ανθρώπινα δικαιώματα και άλλες απαιτήσεις εταιρικής διαχείρισης και εποπτείας
* Διερευνήσεις από την P&G ή/και τον εργοδότη σας σχετικά με ανάρμοστη συμπεριφορά στον χώρο εργασίας ή παραβάσεις διαδικασιών
* Επιβολή και έλεγχος των συμβάσεων παροχής υπηρεσιών μας με εσάς ή/και τον εργοδότη σας, συμπεριλαμβανομένης της αξιολόγησης της παροχής των υπηρεσιών
* Συμμόρφωση με όλες τις νομικές, κανονιστικές, δικαστικές ή κρατικές απαιτήσεις και απάντηση σε και συμμόρφωση με δικαστικές εντολές, κλητεύσεις, αιτήματα ανακάλυψης ή άλλα κρατικά αιτήματα δεδομένων
  + Ασφάλεια και διαχείριση κινδύνων, συμπεριλαμβανομένης της ασφάλειας και του ελέγχου προσωπικού και εγκαταστάσεων και της προστασίας της P&G, των εργαζομένων και των πελατών μας έναντι κλοπής, νομικής ευθύνης, απάτης ή κατάχρησης.
  1. **Τι είδους Προσωπικές Πληροφορίες EPR συλλέγουμε;**

Θα ελαχιστοποιούμε πάντα τα είδη και την ποσότητα Προσωπικών Πληροφοριών EPR που ενδέχεται να συλλέξουμε από ή για εσάς. Ο παρακάτω πίνακας περιγράφει λεπτομερέστερα τις κατηγορίες των Προσωπικών Πληροφοριών EPR που συλλέγει η P&G σε σχέση με τις επιχειρηματικές της διαδικασίες.

Η συλλογή των πληροφοριών και η πρόσβαση στις πληροφορίες θα διαφέρει ανάλογα με τις νομικές ή/και επιχειρηματικές απαιτήσεις της εκάστοτε χώρας.

Η νομική ή επιχειρηματική βάση για τη συλλογή και την επεξεργασία των Προσωπικών Πληροφοριών EPR θα ποικίλλει ανάλογα το είδος δεδομένων και την προοριζόμενη χρήση, όπως περιγράφεται στην Ενότητα 5.3 παρακάτω.

|  |  |
| --- | --- |
| **Ποια είδη δεδομένων EPR συλλέγουμε και επεξεργαζόμαστε;** | **Γιατί συλλέγουμε και επεξεργαζόμαστε αυτό το είδος Προσωπικών Πληροφοριών EPR;**  *Συλλέγουμε και επεξεργαζόμαστε αυτά τα είδη δεδομένων για διάφορες οργανωτικές και επιχειρηματικές διεργασίες, όπως περιγράφεται στην Ενότητα 5.1 και όπως επεξηγείται περαιτέρω παρακάτω:* |
| *Πληροφορίες επικοινωνίας και προσωπικά χαρακτηριστικά*   * Πλήρες ονοματεπώνυμο ή προηγούμενα ονόματα (όπως πατρώνυμο) * Άλλα μοναδικά αναγνωριστικά, όπως αριθμοί ταυτοποίησης ή διαπιστευτήρια που εκδίδονται από την P&G (π.χ. σύνδεση email) ή τυχόν αριθμοί ταυτοποίησης που εκδίδονται από τον εργοδότη σας. * Ταχυδρομική διεύθυνση * Διεύθυνση email * Τηλέφωνο | * Πρόσβαση σε τοποθεσία και ηλεκτρονικά δίκτυα * Επικοινωνίες με εσάς που σχετίζονται με επαγγελματική σχέδια έκτακτης ανάγκης, όπως και τη διαχείριση βαρδιών * Συμμετοχή σε συναντήσεις, εκπαιδεύσεις και γεγονότα * Καθημερινές εργασιακές διεργασίες (π.χ. επαλήθευση στοιχείων και σύνδεση στα συστήματά μας) * Νομική συμμόρφωση και συμμόρφωση με πολιτικές * Εταιρική διακυβέρνηση και εποπτεία * Απαιτούμενη υποβολή εξωτερικών αναφορών * Διερευνήσεις και διαχείριση περιστατικών   + Ασφάλεια και διαχείριση κινδύνων, συμπεριλαμβανομένης της ασφάλειας και του ελέγχου προσωπικού και εγκαταστάσεων και της προστασίας της P&G, των εργαζομένων και των πελατών μας έναντι κλοπής, νομικής ευθύνης, απάτης ή κατάχρησης * Επαγγελματική υγεία/ασφάλεια, συμπεριλαμβανομένων σχετιζόμενων με την υγεία εξετάσεων και ιατρικών προγραμμάτων που σχετίζονται με την COVID-19 ή παρόμοιες υγειονομικές έκτακτες ανάγκες * Επιβολή και έλεγχος των συμβάσεων παροχής υπηρεσιών μας με εσάς ή/και τον εργοδότη σας, συμπεριλαμβανομένης της αξιολόγησης της παροχής των υπηρεσιών * Συμμόρφωση με όλες τις νομικές, κανονιστικές, δικαστικές ή κρατικές απαιτήσεις και απάντηση σε και συμμόρφωση με δικαστικές εντολές, κλητεύσεις, αιτήματα ανακάλυψης ή άλλα κρατικά αιτήματα δεδομένων |
| *Κρατική ταυτότητα/Πληροφορίες καταλληλότητας για εργασία/Αναγνωριστικό εργοδότη*   * Εθνική ταυτότητα (όπως διαβατήριο, θεωρήσεις visa, αριθμός κοινωνικών ασφαλίσεων, άδεια οδήγησης, άλλα έγγραφα ταυτοποίησης που εκδίδονται από το κράτος) * Υπηκοότητα * Διαμονή * Εθνικότητα * Χώρα γέννησης * Κατάσταση στρατευμένου ή/και βετεράνου * Μοναδικό αναγνωριστικό ID ως εργαζόμενος με τον οποίο έχει συνάψει σύμβαση η P&G | * Νόμιμη ταυτοποίησή σας και διατήρηση της ακεραιότητας των αρχείων μας * Συμμόρφωση με τις απαιτήσεις μετανάστευσης και άλλες απαιτήσεις άδειας εργασίας * Ασφάλεια και διαχείριση κινδύνων, όπως η συλλογή δεδομένων αδειών οδήγησης για EPR που χειρίζονται εταιρικά οχήματα, η επαλήθευση αδειών άσκησης επαγγέλματος, πρόληψη απάτης και παρόμοιοι σκοποί * Νομική συμμόρφωση και συμμόρφωση με πολιτικές * Εταιρική διακυβέρνηση και εποπτεία * Ασφάλεια και σχεδιασμός έκτακτης ανάγκης * Απαιτούμενη υποβολή εξωτερικών αναφορών * Διερευνήσεις και διαχείριση περιστατικών |
| *Οικονομικές πληροφορίες*   * Αριθμοί και στοιχεία τραπεζικού λογαριασμού * Πληροφορίες προσωπικών καρτών πληρωμών, αν παρέχονται για επιστροφή δαπανών | * Διεξαγωγή αποζημίωσης για δαπάνες * Νομική συμμόρφωση και συμμόρφωση με πολιτικές * Εταιρική διακυβέρνηση και εποπτεία * Ασφάλεια και σχεδιασμός έκτακτης ανάγκης * Απαιτούμενη υποβολή εξωτερικών αναφορών * Διερευνήσεις και διαχείριση περιστατικών |
| *Πληροφορίες υγείας*   * Πληροφορίες που σχετίζονται με τη σωματική ή τη συναισθηματική κατάσταση ενός ατόμου, συμπεριλαμβανομένων τυχόν αναπηριών ή περιορισμών εκτέλεσης εργασιών ή λειτουργιών * Εξετάσεις για ναρκωτικά και άλλα είδη εξετάσεων υγείας | * Συμμόρφωση με τις απαιτήσεις κρατικής αναφοράς και αναφοράς ασφαλείας και υγείας για τον χώρο εργασίας * Διαχείριση των επιχειρηματικών κινδύνων και των κινδύνων ασφάλειας των EPR που σχετίζονται με την πανδημία COVID-19 ή παρόμοιες καταστάσεις έκτακτης ανάγκης υγείας * Νομική συμμόρφωση και συμμόρφωση με πολιτικές * Εταιρική διακυβέρνηση και εποπτεία * Ασφάλεια και σχεδιασμός έκτακτης ανάγκης * Απαιτούμενη υποβολή εξωτερικών αναφορών * Διερευνήσεις και διαχείριση περιστατικών |
| *Δεδομένα ηλεκτρονικής ταυτοποίησης/ Μοναδικά αναγνωριστικά / Εικόνα και φωνή*   * Αναγνωριστικά συστήματος P&G (π.χ., ονόματα χρήστη ή ηλεκτρονικά διαπιστευτήρια σύνδεσης) * Ψηφιακή υπογραφή * Δεδομένα ηλεκτρονικής ταυτοποίησης, αρχεία καταγραφής και εγγραφές σχετικά με την πρόσβαση και τη χρήση των συσκευών, των συστημάτων, των εφαρμογών, των αδειών, των βάσεων δεδομένων της P&G και του δικτύου P&G (όπως τη χρήση από εσάς του email, του διαδικτύου, των μέσων κοινωνικής δικτύωσης). * Πληροφορίες που συλλέγονται από τα συστήματα ασφαλείας της P&G, συμπεριλαμβανομένων των τηλεοράσεων κλειστού κυκλώματος (CCTV), των συστημάτων πρόσβασης στις τοποθεσίες, των διαδικασιών γραμμής ή των καμερών εργασιών * Δεδομένα ηλεκτρονικής ταυτοποίησης, αρχεία καταγραφής και εγγραφές σχετικά με την πρόσβαση στις φυσικές τοποθεσίες της P&G και περιοχές με περιορισμένη πρόσβαση, συμπεριλαμβανομένου του αριθμού σήματος/αναγνωριστικού σήματος και της φωτογραφίας * Βίντεο, φωτογραφίες και άλλες εγγραφές εικόνας/φωνής στο πλαίσιο συναντήσεων/εκπαιδεύσεων * Δεδομένα ηλεκτρονικής ταυτοποίησης σχετικά με καταγραφές τηλεφωνικού κέντρου | * Διαχείριση συστημάτων, πρόσβαση και διαχείριση περιουσιακών στοιχείων τεχνολογίας και IT * Υποστήριξη της ασφάλειας υλικών στοιχείων, της ασφάλειας πληροφοριών και των συμφερόντων μας στον κυβερνοχώρο κατά εσωτερικών ή/και εξωτερικών απειλών * Διαχείριση της πρόληψης και της ανάκαμψης από απώλειες στα γραφεία και τα κέντρα παραγωγής μας * Εσωτερική τήρηση αρχείων και υποβολή αναφορών, συμπεριλαμβανομένων της αντιστοίχισης δεδομένων και των αναλυτικών στοιχείων * Παροχή δυνατότητας πρόσβασης σε τοποθεσίες, το δίκτυο, στα εργαλεία, στις εφαρμογές της P&G και άλλα συστήματα και περιουσιακά στοιχεία της Εταιρείας * Προώθηση της ορατότητας για τη χρήση και τις δαπάνες κατανάλωσης εργαλείων, αδειών, υπηρεσιών και εφαρμογών της P&G για σκοπούς βελτιστοποίησης, ποιότητας, ελέγχου και δαπανών * Απομνημόνευση σε εκπαιδεύσεις και συναντήσεις * Νομική συμμόρφωση και συμμόρφωση με πολιτικές * Εταιρική διακυβέρνηση και εποπτεία * Ασφάλεια και σχεδιασμός έκτακτης ανάγκης * Απαιτούμενη υποβολή εξωτερικών αναφορών * Διερευνήσεις και διαχείριση περιστατικών |
| *Cookies -* Τα cookies είναι μικρά αρχεία που αποστέλλονται στον υπολογιστή σας όσο εσείς περιηγείστε στο διαδίκτυο. Αποθηκεύουν χρήσιμες πληροφορίες για το πώς αλληλεπιδράτε με τους ιστοτόπους που επισκέπτεστε. Τα cookies δεν συλλέγουν πληροφορίες που είναι αποθηκευμένες στον υπολογιστή ή τη συσκευή σας ή στα αρχεία σας. Τα cookies δεν περιέχουν πληροφορίες που θα μπορούσαν να σας ταυτοποιήσουν προσωπικά. Τα cookies εμφανίζουν τον υπολογιστή και τη συσκευή σας ως μια σειρά τυχαίων αριθμών και γραμμάτων (π.χ., cookie ID ABC12345) και ποτέ, για παράδειγμα, ως «Γιάννης Παπαδόπουλος». Τα παρακάτω είναι τα είδη cookies που χρησιμοποιούμε:   * *Cookies συνεδρίας*.Τα cookies συνεδρίας σάς θυμούνται (χρησιμοποιώντας ένα τυχαίο ID) καθώς περιηγείστε από σελίδα σε σελίδα, για να μην σας ζητείται να παράσχετε τις ίδιες πληροφορίες που έχετε ήδη δώσει. Αυτά τα cookie διαγράφονται μόλις αποχωρήσετε από τον ιστότοπό μας ή κλείσετε το πρόγραμμα περιήγησή σας. * *Μόνιμα cookies*. Τα μόνιμα cookies επιτρέπουν στους ιστοτόπους να «θυμούνται» τις προτιμήσεις σας όταν επιστρέφετε σε αυτούς. Για παράδειγμα, αν επιλέξατε να εμφανίσετε τον ιστότοπο στα γαλλικά στην πρώτη σας επίσκεψη, την επόμενη φορά που θα επιστρέψετε ο ιστότοπος θα εμφανιστεί αυτόματα στα γαλλικά. * *Cookies αναλυτικών στοιχείων*. Αυτά τα cookies μας ενημερώνουν για το πώς λειτουργούν οι ιστότοποι. Σε ορισμένες περιπτώσεις, χρησιμοποιούμε cookie Google Analytics για την παρακολούθηση των επιδόσεων στους ιστοτόπους μας. Η δυνατότητά μας να χρησιμοποιούμε και να μοιραζόμαστε πληροφορίες από το Google Analytics για τις επισκέψεις σας στους ιστοτόπους μας περιορίζεται από τους [Όρους Χρήσης του Google Analytics](https://www.google.com/analytics/terms/us.html) και την [Πολιτική Απορρήτου της Google](https://policies.google.com/privacy). | Χρησιμοποιούμε cookies στους ιστοτόπους της P&G που χρησιμοποιούνται από EPR για διάφορους λόγους, μεταξύ των οποίων και οι εξής:   * για να μάθουμε περισσότερα για τον τρόπο που αλληλεπιδράτε με τους ιστοτόπους και το περιεχόμενο της P&G * για να μας βοηθήσουν να βελτιώσουμε την εμπειρία σας όταν επισκέπτεστε τους ιστοτόπους μας * για να προσαρμόσουμε τον ιστότοπο στις προτιμήσεις σας * για να προσδιορίσουμε σφάλματα και να τα επιλύσουμε * για να αναλύσουμε πόσο καλές είναι οι επιδόσεις των ιστοτόπων μας |
| *Άλλα προσωπικά χαρακτηριστικά*   * Βιομετρικά δεδομένα, όπως δακτυλικά αποτυπώματα και σαρώσεις προσώπου * Ποινικό ιστορικό/Έλεγχοι ποινικού μητρώου | * Διευκόλυνση της πρόσβασής σας στους ιστοτόπους και τα συστήματα της Εταιρείας μέσω βιομετρικών δεδομένων * Νομική συμμόρφωση και συμμόρφωση με πολιτικές * Εταιρική διακυβέρνηση και εποπτεία * Ασφάλεια και σχεδιασμός έκτακτης ανάγκης * Απαιτούμενη υποβολή εξωτερικών αναφορών * Διερευνήσεις και διαχείριση περιστατικών |

* 1. **Με ποια νομική ή/και επιχειρηματική βάση επεξεργαζόμαστε τις Προσωπικές Πληροφορίες EPR;**

Συλλέγουμε και διαχειριζόμαστε την ελάχιστη ποσότητα απαιτούμενων Προσωπικών Πληροφοριών EPR για να συμμορφωνόμαστε με τις συμβατικές ή/και νομικές υποχρεώσεις μας που σχετίζονται με την ανεξάρτητη συμβατική σχέση μας μαζί σας ή/και τον εργοδότη σας, για να υποστηρίζουμε τα έννομα επιχειρηματικά συμφέροντα της Εταιρείας με τρόπο αναλογικό με τα συμφέροντα απορρήτου σας και για να επεξεργαζόμαστε τις Προσωπικές Πληροφορίες που παρέχονται με τη συγκατάθεσή σας, κατά περίπτωση, για τους επιδιωκόμενους σκοπούς.

Η νομική ή/και επιχειρηματική βάση για την επεξεργασία των Προσωπικών Πληροφοριών EPR ενδέχεται να είναι η συμμόρφωση της P&G με τους ισχύοντες νόμους και κανονισμούς, η συμμόρφωση με τις συμβατικές της υποχρεώσεις, τα έννομα επιχειρηματικά συμφέροντα της Εταιρείας, τα συμφέροντα δημόσιας υγείας ή/και η συγκατάθεσή σας.

Η νομική ή/και επιχειρηματική βάση για την επεξεργασία των Προσωπικών Πληροφοριών EPR ενδέχεται να ποικίλλει ανά δικαιοδοσία, καθώς και ανά κατηγορία/είδος δεδομένων και τους λόγους για τους οποίους συλλέγουμε και χρησιμοποιούμε αυτές τις πληροφορίες.

Αυτές οι νομικές βάσεις στις οποίες θα στηριζόμαστε γενικά για την επεξεργασία των παρακάτω κατηγοριών δεδομένων:

|  |  |
| --- | --- |
| **Τύπος προσωπικών δεδομένων** | **Νομική/Επιχειρηματική βάση για επεξεργασία** |
| Στοιχεία επικοινωνίας, κρατική ταυτότητα, χρηματοοικονομικές πληροφορίες, πληροφορίες υγείας | Συμμόρφωση της P&G με συμβατικές και νομικές υποχρεώσεις |
| Κρατική ταυτότητα/Καταλληλότητα για εργασία | Συμμόρφωση της P&G με τους ισχύοντες νόμους |
| Επαγγελματικά δεδομένα, στοιχεία επικοινωνίας | Έννομα επιχειρηματικά συμφέροντα της P&G |

* 1. **Πώς μοιραζόμαστε τις Προσωπικές Πληροφορίες των EPR;**

Η P&G θα μοιράζεται τις Προσωπικές Πληροφορίες των EPR μόνο με όσους έχουν έννομη επιχειρηματική ανάγκη να γνωρίζουν.

Η P&G ενδέχεται να μοιραστεί τις πληροφορίες σας με τον εργοδότη σας (και άλλα πρόσωπα, αν δοθούν τέτοιες οδηγίες από τον εργοδότη σας), εργολάβους, προμηθευτές, πράκτορες, προσωρινούς εργαζομένους της P&G ή τυχόν άλλα μέρη που ενεργούν εκ μέρους της P&G («Εξωτερικά Μέρη»).

Οι Προσωπικές Πληροφορίες των EPR ενδέχεται να κοινοποιηθούν στα κεντρικά μας γραφεία και τις συνεργαζόμενες με εμάς εταιρείες παγκοσμίως κατά περίπτωση, για να επιτευχθούν οι σκοποί επεξεργασίας που ορίζονται στην Ενότητα 5.2 παραπάνω.

Μπορεί επίσης να γνωστοποιήσουμε τις Προσωπικές Πληροφορίες των EPR εάν απαιτείται από τον νόμο ή μια νομική διαδικασία, για την επιβολή ή την προστασία των δικαιωμάτων και των πολιτικών της P&G ή/και για να βοηθήσουμε στην έρευνα μιας εικαζόμενης παράβασης ή πραγματικής παράβασης ή παράνομης δραστηριότητας.

* 1. **Ποια είναι τα Δικαιώματα Απορρήτου σας;**

Έχετε το δικαίωμα να επικοινωνήσετε μαζί μας και να ζητήσετε πρόσβαση στις Προσωπικές Πληροφορίες EPR που επεξεργαζόμαστε για σας. Όπου επιτρέπεται από το ισχύον δίκαιο, μπορείτε να ζητήσετε τη διόρθωση, διαγραφή ή τον περιορισμό ανακριβών, παρωχημένων ή μη απαραίτητων πληροφοριών, καθώς και να ζητήσετε από την P&G να σας παραδώσει τα δεδομένα σας σε μια μορφή που σας επιτρέπει να τα μεταφέρετε σε ένα φορέα παροχής υπηρεσιών, όπως αρμόζει για τις περιστάσεις. Όταν η επεξεργασία των Προσωπικών Πληροφοριών των EPR βασίζεται στη συναίνεσή σας, έχετε το δικαίωμα να ανακαλέσετε τη συναίνεσή σας ανά πάσα στιγμή. Στις περιπτώσεις όπου η επεξεργασία των Προσωπικών Πληροφοριών EPR βασίζεται σε έννομα συμφέροντα, έχετε το δικαίωμα να προβάλετε ένσταση στην επεξεργασία δεδομένων υπό ορισμένες προϋποθέσεις.

Κατά την άσκηση αυτών των δικαιωμάτων, σας ενθαρρύνουμε να συζητήσετε πρώτα τις ανησυχίες σας με τον εργαζόμενο της P&G που λειτουργεί ως ανάδοχος κέντρου. Εναλλακτικά, μπορείτε να επικοινωνήσετε με τον Υπεύθυνο Προστασίας Δεδομένων στην παρακάτω διεύθυνση. Εάν δεν είστε ευχαριστημένοι με την απάντησή μας στο αίτημά σας ή με την επεξεργασία των Προσωπικών σας Πληροφοριών από εμάς, μπορείτε να υποβάλετε μια καταγγελία στην αρχή προστασίας δεδομένων στη χώρα σας.

* 1. **Πώς μεταβιβάζουμε τις Προσωπικές Πληροφορίες των EPR;**

Η P&G είναι μία παγκόσμια επιχείρηση και διαθέτει EPR σε πολλές χώρες. Αν επιτρέπεται νομικά και με την επιφύλαξη τυχόν συγκεκριμένων για τη χώρα απαιτήσεων ή/και περιορισμών, οι Προσωπικές Πληροφορίες EPR ενδέχεται να μεταβιβαστούν σε χώρες εκτός της χώρας στην οποία συλλέχθηκαν. Οι Προσωπικές Πληροφορίες των EPR μπορεί να αποθηκεύονται σε συστήματα στις Ηνωμένες Πολιτείες, να πραγματοποιείται πρόσβαση σε αυτές από άλλες συνεργαζόμενες εταιρείες της P&G σε όλο τον κόσμο, συμπεριλαμβανομένων των παρόχων υπηρεσιών της ή να μεταβιβάζονται σε άλλες χώρες, όπως απαιτείται για τη διεξαγωγή των σχετικών εργασιών. Αυτές οι χώρες ενδέχεται να μην έχουν τους ίδιους νόμους προστασίας δεδομένων με τη χώρα διαμονής σας. Όταν οι Προσωπικές Πληροφορίες σας μεταβιβάζονται σε ή πραγματοποιείται πρόσβαση σε αυτές από χώρες εκτός της χώρας σας, εφαρμόζουμε κατάλληλα προστατευτικά μέτρα, όπως και οποιεσδήποτε νομικά απαιτούμενες διοικητικές, τεχνικές ή/και συμβατικές απαιτήσεις για την προστασία τους. Πραγματοποιούνται μεταβιβάσεις εκτός του Ευρωπαϊκού Οικονομικού Χώρου (ΕΟΧ), του Ηνωμένου Βασιλείου (ΗΒ) και της Ελβετίας, τόσο μεταξύ νομικών προσώπων της P&G όσο και σε παρόχους υπηρεσιών στηριζόμενοι στις Τυποποιημένες Συμβατικές Ρήτρες. Αν θα θέλατε ένα αντίγραφο αυτών των ρητρών, επικοινωνήστε στο [corporateprivacy.im@pg.com](mailto:corporateprivacy.im@pg.com). Η P&G θα συμμορφώνεται επίσης και με άλλες συγκεκριμένες για κάθε χώρα απαιτήσεις που περιορίζουν τις μεταβιβάσεις δεδομένων εκτός της χώρας συλλογής.

* 1. **Πώς διασφαλίζουμε τις Προσωπικές Πληροφορίες των EPR;**

Εφαρμόζουμε τα κατάλληλα φυσικά, διοικητικά και τεχνικά μέτρα, όπως ψευδωνυμοποίηση, κρυπτογράφηση και έλεγχο πρόσβασης, που έχουν σχεδιαστεί για την προστασία των Προσωπικών Πληροφοριών των EPR από οποιαδήποτε τυχαία, παράνομη ή μη εγκεκριμένη καταστροφή, απώλεια, αλλοίωση, γνωστοποίηση ή πρόσβαση ή χρήση, καθώς και κάθε άλλη μορφή παράνομης επεξεργασίας. Στις περιπτώσεις όπου τα Εξωτερικά Μέρη επεξεργάζονται Προσωπικές Πληροφορίες EPR εκ μέρους της P&G, συνάπτουμε επίσης συμβάσεις με αυτά τα Εξωτερικά Μέρη για να διασφαλίσουμε ότι εφαρμόζουμε τα κατάλληλα πραγματικά, διοικητικά και τεχνικά μέσα στη διαχείριση αυτών των δεδομένων.

**5.8 Για πόσο διάστημα διατηρείτε τις Προσωπικές μου Πληροφορίες;**

Διατηρούμε τις Προσωπικές Πληροφορίες των EPR για όσο διάστημα είναι αναγκαίο για την εκπλήρωση των σκοπών για τους οποίους συλλέχθηκαν, εκτός αν απαιτείται ή επιτρέπεται από το ισχύον δίκαιο μεγαλύτερο χρονικό διάστημα διατήρησης. Αυτό γενικά θα ισχύει για την περίοδο που παρέχεται η χρήση μέσω υπηρεσιών. Σε ορισμένες περιπτώσεις, μπορεί να χρειαστεί να διατηρήσουμε τις Προσωπικές Πληροφορίες EPR σας, για κάποιο χρονικό διάστημα μετά τη λήξη της σχέσης σας με την P&G, για λόγους συμμόρφωσης με τις νομικές ή συμβατικές μας υποχρεώσεις.

* 1. **Παρακολουθεί η P&G τη χρήση του δικτύου και των συσκευών;**

Η Εταιρεία παρακολουθεί τη χρήση του δικτύου και των συσκευών της P&G. Η P&G έχει υποχρέωση να προστατεύει τους υπαλλήλους, τα περιουσιακά στοιχεία και τις εγκαταστάσεις της. Η P&G παρακολουθεί τα εταιρικά δίκτυα και τις συσκευές της για τρεις σκοπούς: i) την προστασία της ασφάλειας (που περιλαμβάνει την εμπιστευτικότητα, την αξιοπιστία και τη διαθεσιμότητα) των ανθρώπων, των δεδομένων, του δικτύου, των περιουσιακών στοιχείων, των εγκαταστάσεων, της φήμης και των ανταγωνιστικών συμφερόντων της P&G, ii) τη διερεύνηση εικαζόμενης ή επιβεβαιωμένης ανάρμοστης συμπεριφοράς ή παραβάσεων του νόμου (συμπεριλαμβανομένης της υποστήριξης σε δικαστικές διαμάχες) και iii) τη διασφάλιση της αξιοπιστίας επιχειρηματικών διεργασιών και οικονομικών αναφορών.

Η P&G δεν παρακολουθεί το δίκτυο ή τις συσκευές ενός συγκεκριμένου ατόμου, εκτός αν υπάρχει νομότυπος λόγος ή εάν υποχρεούμαστε από τον νόμο να το πράξουμε, όπως κατόπιν αιτήματος που προέρχεται από τις αρμόδιες αρχές. Διατηρούμε το δικαίωμα, με την επιφύλαξη της ισχύουσας νομοθεσίας, να αποκτήσουμε πρόσβαση, να επιθεωρήσουμε, να γνωστοποιήσουμε και να απορρίψουμε τυχόν ηλεκτρονικά αρχεία, δεδομένα και μηνύματα που δημιουργούνται, αποθηκεύονται, αποστέλλονται ή λαμβάνονται μέσω των δικτύων και των συσκευών μας, κατά περίπτωση, για τους σκοπούς που αναφέρονται παραπάνω. Αυτή η παρακολούθηση συμμορφώνεται πάντα με τους ισχύοντες νόμους και κανονισμούς. Η P&G θα εφαρμόζει πρόσθετες διαδικασίες, πρότυπα, πολιτικές ή/και οποιαδήποτε ενεργά μέτρα όπου απαιτούνται για την εκπλήρωση των τοπικών νομικών απαιτήσεων.

Πιο συγκεκριμένα, η P&G θα διεξάγει παθητική και ενεργητική παρακολούθηση των δικτύων της P&G και των συσκευών που ανήκουν στην P&G και έχουν παρασχεθεί στους EPR, για την επισήμανση τυχόν απειλών στα συμφέροντα της P&G. Η «παθητική παρακολούθηση» δεν θα εξετάζει ενεργά τη συμπεριφορά ενός ατόμου, αλλά, αντίθετα, αναζητά ενδείξεις κινδύνου. Αυτές οι ενδείξεις κινδύνου είναι προκαθορισμένες από την P&G και εξειδικευμένους συνεργάτες ασφαλείας και είναι συντονισμένες για να καλύπτουν τις ανάγκες ασφαλείας της P&G. Όταν ένας τέτοιος δείκτης κινδύνου ενεργοποιείται (ένα «Συμβάν»), τα συστήματα καταγράφουν τα συναφή δεδομένα και τα διατηρούν για μεταγενέστερη εξέταση ή/και διερεύνηση. Πιο συγκεκριμένα, θα χρησιμοποιούνται οι παρακάτω τεχνικές παρακολούθησης σε όλα τα δίκτυα της P&G και τις συσκευές που ανήκουν στην P&G και έχουν παρασχεθεί σε EPR:

1. Η **Παρακολούθηση Μοτίβων Χρήσης** είναι μια τεχνική παρακολούθησης, κατά την οποία το λογισμικό ή το υλικό ελέγχει τα προεντοπισμένα δεδομένα δικτύου και διαδικτύου της P&G για ένα προκαθορισμένο σύνολο ενδείξεων κινδύνου. Αυτή η τεχνική αναζητά ύποπτα μοτίβα για το πώς *χρησιμοποιούνται* τα δίκτυα ή οι συσκευές που ανήκουν στην P&G και έχουν παρασχεθεί σε EPR. Για παράδειγμα, η P&G μπορεί να ρυθμίσει το εργαλείο Παρακολούθησης Μοτίβων Χρήσης ώστε να αναζητεί τις ενδείξεις κινδύνου κατά τοποθεσία σύνδεσης στην P&G. Το Τμήμα Ασφαλείας της P&G μπορεί να ρυθμίσει το εργαλείο ώστε να παράγει μια ειδοποίηση εάν τα διαπιστευτήρια σύνδεσης του χρήστη εισάγονται σε δύο διαφορετικές τοποθεσίες της P&G σε λιγότερο χρόνο από τον χρόνο που λογικά απαιτείται για να μετακινηθεί ένα πρόσωπο μεταξύ αυτών των τοποθεσιών.
2. Η **Σάρωση Εισερχόμενης Κίνησης** είναι ένα εργαλείο παρακολούθησης που σαρώνει εισερχόμενες διαδικτυακές επικοινωνίες (συμπεριλαμβανομένου του email) για ενδείξεις κινδύνου καθώς εισέρχονται στο δίκτυο της P&G. Το λογισμικό κατά των ιών και το λογισμικό τείχους προστασίας (firewall) είναι το πιο κοινό παράδειγμα αυτού του εργαλείου, επειδή σαρώνει συνεχώς την εισερχόμενη κίνηση για ενδείξεις κακόβουλου λογισμικού σε συνημμένα, συνδέσμους, ιστότοπους, κλπ.
3. Η **Περιοδική Σάρωση** είναι ένα εργαλείο παρακολούθησης που σαρώνει σε επίπεδο δικτύου P&G και συσκευής P&G, για να εντοπίσει συγκεκριμένες ενδείξεις κινδύνου που μπορεί να έχουν ξεφύγει ​​από τις περιμετρικές σαρώσεις της Σάρωσης Εισερχόμενης Κίνησης. Αυτό το εργαλείο είναι χρήσιμο επειδή μερικές φορές είναι πιο εύκολο να εντοπιστούν τα Συμβάντα όταν εξετάζονται με πρόσθετο περιεχόμενο. Μία πλήρης σάρωση δίσκου με λογισμικό κατά των ιών είναι ένα χαρακτηριστικό παράδειγμα αυτής της δυνατότητας.
4. **Σάρωση Εξερχόμενης Κίνησης** Η P&G έχει τη δυνατότητα να σαρώνει την εξερχόμενη διαδικτυακή κίνηση για συγκεκριμένες, προκαθορισμένες ενδείξεις κινδύνου. Το εργαλείο σαρώνει την εξερχόμενη κίνηση για να διαπιστώσει εάν ενεργοποιείται ένα Συμβάν, σύμφωνα με τους καθορισμένους κανόνες ενδείξεων κινδύνου. Για παράδειγμα, η P&G μπορεί να γράψει έναν κανόνα που θα επισημαίνει φορτώσεις μεγάλων αρχείων σε μέρη εκτός του δικτύου της P&G, που περιλαμβάνουν δεδομένα άκρως περιορισμένης χρήσης ή συγκεκριμένες λέξεις-κλειδιά, όπως μια συγκεκριμένη χημική ένωση που χρησιμοποιείται στη σύνθεση ενός νέου προϊόντος.

Η P&G αξιολογεί, με βάση τον χαρακτήρα του κινδύνου που επισημάνθηκε από τα εργαλεία παθητικής παρακολούθησης ή που γνωστοποιήθηκε διαφορετικά στην P&G (π.χ., νομική αγωγή, πιθανολογούμενη ανάρμοστη συμπεριφορά, επιβολή του νόμου, κλπ.), εάν απαιτείται περαιτέρω έρευνα/ανάλυση του κινδύνου. Σε αυτή την αξιολόγηση, η P&G λαμβάνει υπόψη τη δυνητική ζημιά στους υπαλλήλους, τους καταναλωτές, άλλα ενδιαφερόμενα μέρη ή/και την Εταιρεία, όπως και τα νομικά συμφέροντα και τα συμφέροντα ιδιωτικού απορρήτου οποιωνδήποτε εμπλεκόμενων ατόμων. Η P&G ενδέχεται επίσης να προσδιορίσει αν απαιτείται περαιτέρω ανάλυση μέσω των νομικών απαιτήσεων ή των απαιτήσεων των πολιτικών, για τη διασφάλιση των περιουσιακών στοιχείων και την εγγύηση της ακεραιότητας των επιχειρηματικών διαδικασιών. Με βάση αυτή την ανάλυση, η P&G είτε δεν θα προβεί σε περαιτέρω διερεύνηση είτε θα προχωρήσει σε αναλογική έρευνα χρησιμοποιώντας εργαλεία ενεργής παρακολούθησης.

Η P&G χρησιμοποιεί πέντε βασικά είδη εργαλείων Ενεργής Παρακολούθησης: (1) Σάρωση Συσκευής, (2) Σάρωση Διαδικτύου, (3) Παρακολούθηση Λογισμικού (4) Παρακολούθηση Υλικού και (5) Πρόληψη Απώλειας Δεδομένων.

1. **Σάρωση Συσκευής:** Αυτά τα εργαλεία επιτρέπουν στην P&G, κάποιες φορές μέσω ενός τρίτου μέρους, να λάβει *ολόκληρο* το περιεχόμενο ενός υπολογιστή που ανήκει στην P&G ή άλλης συσκευής της P&G σε ένα μεμονωμένο χρονικό σημείο, για χρήση σε μια έρευνα. Τα Εργαλεία Σάρωσης Συσκευής δεν λαμβάνουν μόνο τα αρχεία και τις εφαρμογές που έχουν αποθηκευτεί στη συσκευή της P&G, αλλά μπορούν επίσης να λάβουν την τρέχουσα προσωρινή μνήμη αυτής της συσκευής κατά τη στιγμή της λήψης. Ανάλογα με το εργαλείο, η P&G μπορεί να επιλέξει να λάβει μόνο φυσικά αρχεία (δηλαδή, χωρίς μνήμη) ή να λάβει μια μερική εικόνα της συσκευής – επιτρέποντας στην έρευνα να εστιάσει μόνο σε συγκεκριμένα είδη αρχείων ή εφαρμογών, σύμφωνα με τις αρχές της αναλογικότητας.
2. **Σάρωση Διαδικτύου:** Η P&G αναπτύσσει ένα εργαλείο web proxy, βασισμένο σε cloud, ενός τρίτου μέρους που έχει τρία κύρια χαρακτηριστικά. Πρώτον, έχει τη δυνατότητα να παρακολουθεί τη χρήση του δημόσιου διαδικτύου σε επίπεδο διεύθυνσης URL (δηλαδή, τα ονόματα των ιστοσελίδων που επισκέφθηκε) όταν ο EPR χρησιμοποιεί μια συσκευή που ανήκει στην P&G. Αυτή η λειτουργία παρακολουθεί και καταγράφει τη διαδικτυακή δραστηριότητα χρησιμοποιώντας κατακερματισμένα προσωπικά αναγνωριστικά (συνεπώς αποταυτοποιώντας τον χρήστη) για πιθανή χρήση σε μια εγκεκριμένη έρευνα. Δεύτερον, έχει τη δυνατότητα να παρέχει ορατότητα στα δεδομένα που έχουν εισαχθεί σε μια μη κρυπτογραφημένη ιστοσελίδα και τα αρχεία που φορτώνονται ή λαμβάνονται κατά τις επισκέψεις σε μη κρυπτογραφημένες ιστοσελίδες. Τρίτον, έχει τη δυνατότητα να αποκρυπτογραφήσει ένα περιορισμένο υποσύνολο επισκεψιμότητας ιστού που ορίζεται ως υψηλού κινδύνου (π.χ. εξωτερικές συνδέσεις προς κακόβουλες ιστοσελίδες, ιστοσελίδες που είναι γνωστό ότι μολύνουν με κακόβουλο λογισμικό τις συσκευές ή μη εγκεκριμένους ιστοτόπους κοινοποίησης αρχείων). Αυτή η λύση έχει διαμορφωθεί ώστε να μην αποκρυπτογραφεί επισκεψιμότητα για ιστοτόπους που ενδέχεται να επεξεργάζονται ευαίσθητες προσωπικές πληροφορίες για τον τελικό χρήστη (π.χ. ιστοτόπους τραπεζικής και υγειονομικής περίθαλψης).
3. **Συνοπτική Παρακολούθηση:** Αυτές είναι τεχνικές που χρησιμοποιούνται ως μέρος μιας έρευνας που αφορά αναγνωρίσιμα άτομα, όπου (α) το άτομο έχει λάβει γνώση για την έρευνα και (β) το άτομο δεν αποτελεί αντικείμενο της έρευνας. Για παράδειγμα, ένα εργαλείο Συνοπτικής Παρακολούθησης θα μπορούσε να είναι ένα τηλεφώνημα ή ένα email για να προσδιοριστεί εκείνη τη στιγμή η τοποθεσία/θέση σύνδεσης ενός *αναγνωρισμένου* EPR, προκειμένου να καθοριστεί εάν είναι νομότυπο ένα ενεργοποιημένο Συμβάν γεωγραφικής τοποθεσίας.
4. **Παρακολούθηση Υλικού και Εφαρμογών**: Τα εργαλεία Παρακολούθησης Υλικού και Εφαρμογών είναι δυνατότητες καταγραφής και παρακολούθησης που οι κατασκευαστές ενσωματώνουν στο υλικό ή/και σε εφαρμογές και τα οποία, όταν συνδυάζονται με έναν αναγνωρισμένο EPR, αποτελούν Ενεργή Παρακολούθηση. Κοινά χρησιμοποιούμενα παραδείγματα είναι τα αρχεία καταγραφής διακομιστών, οι συνδέσεις SAP, οι αναφορές σάρωσης ταυτοτήτων (ID badge), ο έλεγχος ταυτότητας δικτύου, κλπ.
5. **Πρόληψη Απώλειας Δεδομένων:** Η P&G ή ένας εγκεκριμένος πάροχος υπηρεσιών σαρώνει τα email με προορισμό διευθύνσεις εκτός της P&G για ενδείξεις απώλειας δεδομένων. Για παράδειγμα, αν ένας EPR αποστείλει ένα μη κρυπτογραφημένο email με ένα συνημμένο άκρως περιορισμένης χρήσης σε μια διεύθυνση email εκτός της P&G, η λύση πρόληψης απώλειας δεδομένων θα επισημάνει αυτό το email ως κίνδυνο ασφάλειας πληροφοριών και ο χρήστης ενδέχεται να ενημερωθεί ότι πρέπει να χρησιμοποιήσει μια εγκεκριμένη λύση αποκρυπτογράφησης για μελλοντικές επικοινωνίες. Παρομοίως, αν επισημανθεί ένα email με προορισμό εκτός της P&G που έχει χαρακτηριστεί ως άκρως περιορισμένης χρήσης ή μυστικό (που περιλαμβάνει ειδικά προσδιορισμένες λέξεις-κλειδιά), αυτό το email θα ελεγχθεί κατόπιν για κινδύνους ασφαλείας. Αν κριθεί απαραίτητο, μπορεί να ξεκινήσει διερεύνηση. Η P&G δεν σαρώνει μηνύματα που ταξινομούνται ως «Προσωπικά» ή «Απόρρητα» ή που επισημαίνονται ως «Προσωπικά» ή «Απόρρητα» στη γραμμή θέματος.
6. **Μελλοντικές Τροποποιήσεις**

Η P&G διατηρεί το δικαίωμα να τροποποιήσει την παρούσα κοινοποίηση, όπως απαιτείται, για παράδειγμα, για τη συμμόρφωσή της με αλλαγές στους νόμους, τους κανονισμούς, τις πρακτικές και διαδικασίες της Εταιρείας ή για να ανταποκριθεί σε νέες απειλές ή νέες απαιτήσεις που επιβάλλονται από τις αρχές προστασίας δεδομένων. Όπου αυτές οι αλλαγές επηρεάζουν ουσιωδώς την επεξεργασία των Προσωπικών Δεδομένων EPR σας, θα σας ενημερώσουμε αναλόγως.

1. **Πληροφορίες επικοινωνίας**

Αν έχετε τυχόν ερωτήσεις ή ανησυχίες σχετικά με την επεξεργασία εκ μέρους μας των προσωπικών δεδομένων/Προσωπικών Πληροφοριών EPR ή αν επιθυμείτε να ασκήσετε τα δικαιώματα απορρήτου σας, μπορείτε να επικοινωνήσετε με τον Υπεύθυνο Παγκόσμιας Ασφάλειας Δεδομένων στα στοιχεία – email: [pgprivacyofficer.im@pg.com](mailto:pgprivacyofficer.im@pg.com), τηλέφωνο: +1 (513) 622-0103, διεύθυνση: 1 Procter & Gamble Plaza, Cincinnati, OH 45202, ΗΠΑ.

Αν έχετε ανησυχίες σχετικά με πιθανή παραβίαση των Προσωπικών Πληροφοριών EPR σας ή οποιωνδήποτε άλλων προσωπικών δεδομένων που χειρίζεται η P&G, στείλτε μας ένα email στο [securityincident.im@pg.com](mailto:securityincident.im@pg.com).