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Capital Markets Tech: Overview
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[bookmark: _q828zics8e7t]How is technology disrupting the capital markets industry?
Capital markets tech refers to applying innovative technologies to enhance the efficiency, transparency, and functionality of financial markets. These technologies have disrupted several core areas of capital markets, including data management, trading of financial instruments, and regulatory compliance, by providing new tools and platforms that streamline processes, reduce costs, and improve decision-making.

Data management has seen a growing emphasis on data-driven decision-making, with market participants relying on advanced analytics to generate actionable insights from vast and diverse datasets, while the diversity and complexity of financial instruments have resulted in the need for platforms that offer access to various asset classes. 

Regulatory compliance is another critical area in which capital markets tech startups have significantly impacted. The evolving regulatory landscape requires institutions to maintain more transparency and adhere to more stringent reporting requirements. Startups are offering innovative solutions that automate compliance processes, reduce the risk of non-compliance, and provide real-time monitoring and reporting tools. These technologies help financial firms navigate complex regulations more efficiently, minimize operational risks, and avoid costly penalties associated with regulatory breaches.
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[bookmark: _ls3b8eqcuw4j]Key segments across Capital Markets Tech 
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[bookmark: _s5m3h9esnuc5]Capital markets tech is crucial in ensuring efficiency and competitiveness in modern financial markets. With institutional investors controlling over 80% of market capitalization in US equities, advanced technological solutions to manage large-scale investments and complex portfolios are paramount. For instance, algorithmic trading accounts for 60%–70% of all trading in the US, underscoring the importance of cutting-edge platforms that can handle high-frequency transactions, optimize trading strategies, and improve market liquidity. 
[bookmark: _5iycf749lb22]Technological advancements are at the forefront of capital markets tech 
[bookmark: _9usq6ykezw78][bookmark: _k8dn6p929ofl][bookmark: _su2ghn6sr4gk][bookmark: _44755bf3v5ab]Technological developments have played a pivotal role in facilitating the development of capital markets tech, allowing firms to utilize technologies such as AI, machine learning (ML), and NLP to manage vast amounts of data to draw data-driven insights, improve market forecasting, and automate various workflows.
[bookmark: _ge9lmc6nzt0k]






Key technologies enabling capital markets tech 
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While their application to capital markets tech is still nascent, Gen AI solutions have also influenced the industry, particularly within the market intelligence segment. Startups in this segment have primarily been leveraging Gen AI solutions to generate data-driven insights collated from various sources. For instance, Bridgewise operates a Gen-AI model based on a proprietary Micro Language Model (MLM) that generates easy-to-understand reports in the user's preferred language, while Auquan’s tech stack combines information retrieval systems with GenAI capabilities to provide insights from unstructured data for clients. 

[bookmark: _tjkgpv5ctib5]
Driving factors
[bookmark: _m912gh45wn3u]1. Growing emphasis on data-driven decision-making in capital markets drives demand for market intelligence platforms
Accurate and timely decision-making increasingly relies on effectively using data. As the volume of data available to market participants grows, driven by both traditional and alternative sources, the availability of platforms that can efficiently collect, integrate, and analyze vast datasets has become crucial. Global data volume is estimated to double every two years, highlighting the rapid expansion of information that investors, traders, and asset managers must navigate. In particular, the use of alternative data sources has seen significant growth, with Deloitte expecting the revenue of alternative data providers to exceed that of traditional financial services data providers by 2029.
[bookmark: _1fs5cje47hfe]Global data volume generated annually 
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Revenue breakdown of data providers 
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The surge in data availability presents challenges for market participants, who must manage, integrate, and analyze diverse datasets from multiple sources, which can be time-consuming and costly. For example, a study by State Street in 2023 found that over 50% of private market firms stated that they spend significant time and resources managing data due to reliance on manual processes and outdated systems. A 2023 Deloitte survey highlighted that 88% of respondents in financial services identified the lack of data integration into a single source as a significant challenge to effectively utilizing data for decision-making. 

Market intelligence platforms such as AlphaSense, BMLL Technologies, and Bridgewise address these challenges by offering tools to aggregate, normalize, and analyze both structured data (such as stock prices and earnings reports) and unstructured data (like social media and news sentiment). These platforms enable users to derive actionable insights, identify market trends, and generate trade signals, leading to better investment returns. 
[bookmark: _5pta706d4dh2]2. Increasing market complexity and diversity of financial instruments    
The demand for advanced trading infrastructure is largely driven by the increasing complexity of financial markets and the expanding diversity of financial instruments. As markets evolve, the range of tradable assets has grown to include not only traditional stocks and bonds but also complex derivatives, commodities, digital assets, and structured products. For instance, digital assets reached a market capitalization of USD 3 trillion in the US by November 2021, a more than 200x increase from USD 14 billion in November 2016, while the number of assets in multi-asset funds has grown at a CAGR of 7.8% over 2018–2023. This growth and diversity of financial instruments requires institutions such as asset managers, investment banks, and hedge funds to use sophisticated trading platforms that can handle multiple asset classes and support various trading strategies.
[bookmark: _2mbj79k5z3yl]
Global volume of multi-asset funds 
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As new asset types emerge and trading becomes more globalized, institutions need infrastructure that can accommodate different market rules, settlement processes, and trading hours across regions. Additionally, complex financial instruments often require advanced analytics and real-time data processing to assess risks and execute strategies effectively. These factors drive demand for trading platforms that offer high scalability, flexibility, and the ability to integrate seamlessly with other market systems. 

Startups such as Capitolis and Talos are at the forefront of addressing the need for advanced trading infrastructure by offering innovative solutions that enhance trading efficiency and market access. Capitolis, for example, focuses on optimizing trading operations and reducing costs through its platform, which facilitates better capital management and efficient execution of trades across multiple asset classes. Meanwhile, Talos delivers a comprehensive trading infrastructure for digital assets, offering solutions that address the unique challenges of cryptocurrency trading, such as security, scalability, and integration with traditional financial systems.

3. Increasing incidents of non-compliance call for innovative AML/KYC solutions

The increasing frequency of incidents related to non-compliance, particularly within AML and KYC compliance, has fueled demand for tools that enable capital markets firms to meet regulatory compliance requirements. Non-compliance with regulatory requirements can result in substantial financial penalties, reputational damage, and operational disruptions. As such, non-compliance costs are reportedly expected to be around 3x higher than the costs involved with complying with regulations. For example, financial institutions paid USD 6.6 billion in non-compliance fees associated with AML, KYC, ESG, sanctions, and customer due diligence (CDD) regulations in 2023, reflecting the significant financial risks. 



Global penalties for non-compliance  
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AI-based AML automation solutions from companies like Strise support compliance by helping reduce due diligence time by up to 90%. Similarly, Quantexa’s Decision Intelligence platform provides a single view of a customer by combining billions of internal and external data points that enable real-time risk identification and continuous monitoring. 

Recent incidents of non-compliance among financial institutions 
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[bookmark: _i76uk1p48iyr][bookmark: _mdkpyrz433ko]Startups that offer AML/KYC compliance solutions have emerged as a direct response to the need to meet regulatory requirements and minimize non-compliance costs. Startups such as Quantexa, Alloy, and Strise focus on technological solutions that enable financial institutions to streamline client onboarding, due diligence, and regulatory compliance processes. These startups focus on automating various aspects of regulatory compliance, such as trade and communications as well as regulatory reporting and data analytics, helping firms reduce costs and improve efficiency in the compliance process.


Risks to Growth 
[bookmark: _9vgjdpv1vu77]1. Risk of data breaches
Companies operating in the capital markets industry often deal with sensitive information, and adopting new technologies can lead to increased exposure to the risk of cyber attacks and data breaches, particularly as the volume and complexity of data continue to grow. Failure to have robust security measures to mitigate these risks can result in legal penalties, damage to reputation, and loss of customer trust. 

Recent incidents of cybersecurity threats faced by financial institutions 
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[bookmark: _f15kwnsuozru]2. Increased regulatory pressure could reduce time to market, particularly with AI-based solutions 
[bookmark: _wzodd6mow16g]
The capital markets industry is heavily regulated, and adopting new technologies may require compliance with additional regulatory requirements. For example, in July 2023, the US Securities and Exchange Commission (SEC) introduced proposed regulations requiring broker-dealers and investment advisers to manage potential conflicts of interest associated with using predictive data analytics, including AI. These rules would require firms to ensure that AI applications prioritize the interests of investors. Before the rules are finalized, it is expected that there will be increased regulatory oversight of the use of AI. The SEC's Division of Examinations has identified AI as a key focus for 2024 and is forming teams to oversee compliance with securities laws.

In addition, US regulators such as the Securities and Exchange Commission (SEC) and the Commodity Futures Trading Commission (CFTC) are continually updating their frameworks to improve market transparency, protect investors, and reduce systemic risk. Recent changes include stricter data reporting requirements, increased scrutiny of algorithmic trading, and expanded oversight of over-the-counter (OTC) derivatives. 

As disruptors in the capital markets technology sector serve firms in a highly regulated environment, additional compliance with these regulations could reduce their time to market, leading to further investment in compliance.
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Used to enhance predictive analytics, automate trading strategies, and detect fraud, thereby improving
decision-making and operational efficiency in capital markets. It also enables financial institutions to
process large volumes of data and identify patterns or trends that drive better investment outcomes. As of
August 2024, 67% of all financial firms reportedly used Al solutions to enhance operations.

Aids in analyzing and extracting actionable insights from vast amounts of unstructured data, such as
news articles, earnings calls, and social media, allowing market participants to gauge sentiment, forecast
market movements, and make more informed decisions.

Provides a secure and transparent way to record and verify transactions (smart contracts), streamline
post-trade processes, and enhance regulatory compliance by reducing settlement times and operational
costs. As of 2023, 40% of all financial market participants reported using some form of DLT or digital
assets.

Enables the analysis of visual data, such as satellite imagery or video feeds, offering alternative data
sources for investment analysis, risk management, and market monitoring to uncover hidden patterns or
economic activity trends.




image5.png
150

100

50

2010 2011 2012 2013 2014 2015 2016 2017 2018 2019 2020 2021 2022 2023 2024 2025

Values are stated in Zettabytes
Data beyond 2020 are forecasts

‘Source: Statista, Bernard Marr & Co.




image6.png
— Traditional financial services data providers — Alternative data providers

120

100

80

60

40

20

0
2013 2014 2015 2016 2017 2018 2019 2020 2021 2022 2023 2024 2025 2026 2027 2028 2029 2030

Values are stated in USD billion
Data beyond 2022 are forecasts
Source: Deloitte




image7.png
15

10
5
2003 2008 2018 2023
Values are stated in USD trillion

Source: Boston Consulting Group, Global Asset Management 2019




image8.png
2021 2022 2023

Values are stated in USD billion
Data relates to non-compliance fees associated with AML, KYC, ESG, sanctions, and Customer Due Diligence (CDD) regulations in 2023

Source: Del





image9.png
Regulatory Fined value (USD

Date Company Incident Authority million)

Was fined for failing to make sufficient progress in

improving its AML controls. The penalty stems from the US Federal
July 2023 Deutsche Bank bank's inadequate efforts to address deficiencies R 186

Ao A . eserve

outlined in prior enforcement actions, including

weaknesses in transaction monitoring and CDD.

Agreed to pay to settle a lawsuit over its failure to

comply with a 2018 consent order related to risk

management reforms following its 2016 fake accounts

scandal. The consent order required the bank to improve
May 2023 Wells Fargo its internal controls, governance, and risk management N/A 1,000

Source: SPEEDA Edge research

practices. Regulators, however, found that Wells Fargo
did not meet the mandated deadlines for implementing
these reforms. The settlement was considered to be one
of the largest penalties imposed on the bank.
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In May 2024, a data breach impacted approximately 451,000 members of retirement plans serviced by JP
JP Morgan Morgan. The breach, which occurred due to a cyber attack on one of its vendors, exposed sensitive
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information such as social security numbers, birth dates, and account balances of affected individuals.

In February 2024, a data breach affected some Bank of America customers, compromising their personal
information. The breach reportedly resulted from a vulnerability in an external vendor's system, exposing
data such as names, addresses, and social security numbers.

In July 2023, Deutsche Bank confirmed that a data breach at one of its third-party service providers
(MOVEit) exposed customer data.
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