**Приложение 2**

**Примерна форма за известяване на засегнатите Субекти на данни в случай на Нарушение на сигурността на личните данни**

*[Дата]*

*[Име на Субекта на ЛД]*

*[Адрес на Субекта на ЛД]*

**Известие за Нарушение на сигурността на личните данни**

Уважаеми *[Име на Субекта],*

Пишем Ви, за да Ви уведомим за скорошен инцидент, възникнал в организацията. Възможно е някои от личните Ви данни да са засегнати и за това ние Ви обръщаме внимание към раздела по-долу "Какво можете да направите сега?", за да се предпазите от нежелани ефекти.

**Какво се е случило?**

Наскоро научихме, че *[въведете общо описание на инцидента, включително приблизителната дата на възникване или период от време, през който инцидентът е бил наличен]*

**Какви ЛД са били засегнати?**

Личните данни, засегнати от инцидента, включват *[въведете типа на личните данни, засегнати от инцидента].*

*[Ако е уместно: Въз основа на нашите разследвания, понастоящем не сме наясно с каквото и да е незаконно използване на данните. Моля, вижте раздел "Какво можете да направите сега?" За информация какви стъпки можете да предприемете, за да защитите своята самоличност.]*

**Какво прави организацията относно Нарушението на сигурността на личните данни?**

След като научихме за инцидента, предприехме стъпки да подсигурим нашите системи, да прегледаме процесите и да определим естеството на инцидента. Разследваме случая и работим за намаляване на неблагоприятните въздействия върху нашите клиенти/служители (*посочва се, което е приложимо). [Моля, добавете подробности относно това, как организацията третира инцидента] [Ако е уместно: Освен това ние работим заедно с надзорния орган за защита на личните данни (КЗЛД) и правоприлагащите органи, за да им помогнем при извършваното от тях разследване.]*

**Какво можете да направите сега?**

Ние поемаме задълженията си, да защитим вашите ЛД много сериозно и Ви предупреждаваме за инцидента с ЛД, за да можете да предприемете стъпки, и да защитите себе си. В този случай е препоръчително да предприемете следните стъпки, за да смекчите въздействието на това нарушение, включително*:*

*• [Ако е уместно - Промяна на данните за профила ви: Моля, променете паролата си, въпросите и отговорите за сигурност на Вашата сметка и всеки друг онлайн акаунт, където използвате едни и същи идентификационни данни, т.е. имейл адрес и парола ]*

*[Ако е уместно - Въпреки че нашите разследвания не са идентифицирали измамна дейност, препоръчваме да промените данните си за влизане в сайта]*

**За повече информация**

За обща информация относно защитата на личните данни и защитата на данните в организацията, моля, посетете *[линк, към сайта за осигуряване на сигурността на данните в организацията*], за да научите повече за това как обработваме вашите данни и друга подходяща информация, като например правилата ни за поверителност и използването на „бисквитки“.

За повече информация относно инцидента можете да се свържете с член на нашия ангажиран персонал на:

*• [включете име и данни за контакт на служителя по защита на данните или друга точка за контакт, където засегнатите субекти могат да получат повече информация].*

*[Ако е уместно]* Повече информация може да бъде намерена *[тук - включете линк към всяка уеб страница с повече подробности за инцидента].*

Искрено Ваш,

*[добавете име на лицето за контакт]*

*Длъжностно лице по защита на личните данни: Ваня Трифонова , 042 699 206, e-mail:* [*vanya.trifonova@trakia-uni.bg*](mailto:vanya.trifonova@trakia-uni.bg)