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More security, more productivity, more 
convenience

The Device Enhancement add-on works with any RICOH Smart 
Integration solution package to give you more security, productivity 
and convenience. Offer secured device access with user authentication, 
including card access. Reduce wasted prints and improve data 
confidentiality with secured print release, and stay on top of 
toner replacements and keep your print fleet running with device 
management and reporting tools.

It’s easy to get started: just add the Device Enhancement add-on to the 
RICOH Smart Integration solution of choice, and you’ll unlock even more 
capability for your MFP within minutes.

Why Smart Integration with the 
Device Enhancement add-on?

• Help protect document privacy with 
user authentication, including card 
authentication

• Send documents to a secured print queue 
and print from any device in the group

• Enable mobile printing and guest 
printing, without requiring direct network 
connectivity

• Know the status of your print fleet 
and view device counters with device 
management tools

• Understand how your devices are being 
used with utilization reporting features
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The Device Enhancement add-on
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RICOH Smart Integration Service Packages2
Base Packages Add-On Packages

Essentials Connectors Workflows Advanced 
Workflows

Device 
Enhancement Legal Healthcare

Features
Scan to email P P P P
Convert scanned documents to editable, searchable files P P P P
Print documents from phones and tablets P P P P
Scan to Microsoft 365 (O365) and Google Mail P P P
Scan from your Ricoh device into your cloud accounts1 P P P
Scan to local folders P P
Automatically create folders and files with naming conventions P P
Route scanned files to multiple destinations P P
Route scanned documents using QR codes P P
Print documents stored in the cloud at your Ricoh device P P
Automatic routing based on document classification P
Scan directly into SharePoint Online with metadata P
Automatic data extraction from scanned documents P
Split scanning jobs into separate files based on page count P
Secured print release from a job queue (or job list) P
Secured device access with user authentication including ID card support P
Device management and status monitoring P
Accounting and Reporting on user and device utilization P
Inbound Fax Routing to a cloud destination3 P
Digital Bates Stamping P
Automatic file splitting to meet court file size requirements (Court eFile Prep) P
Scan to Legal Practice Management System4 P
Scan to Electronic Health Records (EHR) System5 P
Patient onboarding and integration with EHR5 P

¹ Supported Cloud accounts: Box™, Dropbox™, Google Drive™, OneDrive®, OneDrive® for Business, SharePoint®, DocuWare® Cloud, ShareFile®, Egnyte™, Rubex by eFileCabinet®, eFax®, eGoldFax™ by GoldFax™

2 Available for Smart Operation Panel equipped RICOH multifunction printers (Gen 2.0 or later)
3 Requires a fax module on the MFP
4 Currently supported Legal Practice Management System is Zola Suite
5 Currently supported EHR is DrChrono

Increase security and accountability
User-friendly authentication (including HID®, HID® iClass, Mifare® and more) makes it easy to 
access networked MFPs. Authenticated users can print, copy, scan, fax or access document server 
functions according to permissions. Device user lists are centralized for streamlined maintenance.

Protect the confidentiality of printed information
Secured document release can help you protect information without getting in the way of user 
convenience. Users submit print jobs to a secured print queue in the cloud. When ready, they 
approach any enabled MFP in the group, authenticate, choose documents and release to print.

Simplify printing for mobile users and guests
Today’s workers expect to be able to conduct business from anywhere. Give mobile workers and guests the same convenience with secured 
print release. When users can submit print jobs from anywhere — without needing a print driver — and pick them up at their convenience, 
you can provide a better experience and improve productivity, without compromising privacy.

Know the status of your print fleet
Get preventative alerts when toner or paper levels are low. Know which devices are being used the most without manually tallying print and 
copy counters. View activity details (i.e. color vs. black-and-white) by authenticated user/device. Keep track of cost and environmental savings.


