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	Teacher Resource 1.1
	Example: Culminating Project Presentation (separate PowerPoint file)

	Teacher Resource 1.2
	Answer Key: Computer Networking Anticipation Guide 

	Teacher Resource 1.3
	Notebook: Table of Contents (separate Word file)

	Teacher Resource 1.4
	Key Vocabulary: Course Introduction


Teacher Resource 1.2
Answer Key: Computer Networking Anticipation Guide
	All digital systems are binary and use only two kinds of values to convey messages.

	My guess:
	   I agree            I disagree

	My reason:
	

	I learned:
	Digital systems are represented by a string of 1s and 0s, which are called binary numbers because they can only be one digit or the other, either 1 or 0.

	Computers can use only one address to identify themselves on a network.

	My guess:
	   I agree             I disagree

	My reason:
	

	I learned:
	Not only can IP addresses be dynamic, which means that they change when they are assigned by the Dynamic Host Configuration Protocol (DHCP) server, but computers are sometimes identified by the Media Access Control (MAC) address that is assigned to their network interface card (NIC). A computer can also have multiple IP addresses or multiple NICs. Many computers are also now given two IP addresses: one using IPv4 and one using IPv6.

	You can’t share files with people unless your computer is connected to the Internet.

	My guess:
	   I agree             I disagree

	My reason:
	

	I learned:
	“Sneaker net” is the term lovingly used to describe walking over to someone else’s computer to hand that person a thumb drive or CD on which you have saved a file to share with him or her. You can also use something like a crossover cable to connect two computers to each other. Some laptop and tablet computers allow sharing via a built-in infrared (IR) receiver/transmitter.  Just because a computer is connected to a LAN doesn’t mean that either the computer or the LAN is connected to the Internet.




	In a big company network, the network administrators can see which websites employees visit without actually sitting down at any employee’s computer.

	My guess:
	   I agree             I disagree

	My reason:
	

	I learned:
	It is possible to monitor network access or collect data from an employee’s computer without physically being at that computer.

	To set up a network properly, network administrators need to know about many different kinds of devices besides computers.

	My guess:
	   I agree             I disagree

	My reason:
	

	I learned:
	Network administrators need to know about network switches, hubs, and routers, in addition to storage devices, printers, and other devices. 

	Any desktop or laptop computer can be a server and provide services like hosting a website on the Internet.

	My guess:
	   I agree             I disagree

	My reason:
	

	I learned:
	Many computers can be used as a server, but a computer designed to be a server typically has a faster processor, more memory, and access to internal or external storage. A server also runs an operating system designed for servers; such an operating system provides more functionality and isn’t used on desktops or laptops. In addition, servers are usually dedicated to one function, such as file and print serving or web hosting, and are not used for office applications or surfing the Internet. There are also differences in software and operating systems and how the software is licensed. However, although Windows desktop operating systems (7 and 8) are not designed to be used as servers, they can function as servers.




	Using a wireless hotspot at a coffee shop to log in to a bank account is safe, as long as no one can peek over your shoulder at your computer screen.

	My guess:
	   I agree             I disagree

	My reason:
	

	I learned:
	Wireless networks are not secure unless they are encrypted or secured behind a firewall. Public hotspots are usually not encrypted because that would require sharing the password with all customers, which could lead to an insecure network in spite of encryption. Because the wireless signal is broadcast using radio waves, unsecured network signals can be intercepted and captured.


Teacher Resource 1.4
Key Vocabulary: Course Introduction
	Term
	Definition

	computer network
	A group of computers and computer resources connected to one another so that they can share data or resources. In an office, for example, computers are often interconnected so that they can exchange information locally and share peripherals such as a printer.

	file
	A collection of related data that a computer treats and stores as a unit. Computer files come in many forms, including documents, pictures, programs, and audio or video files.

	server
	A designated computer in a network that is used to provide services to other computers in the network. It might provide access to files or shared peripherals, for instance, or route email to the correct recipient.

	taxonomy
	A categorized list of words that are related to a particular topic.
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