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Teacher Resource 14.1
Presentation Notes: Network Hardware
Before you show this presentation, use the text accompanying each slide to develop presentation notes. Writing the notes yourself enables you to approach the subject matter in a way that is comfortable to you and engaging for your students. Make this presentation as interactive as possible by stopping frequently to ask questions and encourage class discussion.  
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This presentation introduces the main components used in networking infrastructure and explains the basic architecture of local networks and the Internet.

	Presentation notes
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Online information travels across the architecture of the Internet.
Let’s consider the example of an email:
1. The email client on the user’s computer connects to the Internet service provider (ISP).
2. The ISP routes traffic to the main computers on the Internet.
3. Data is sent in small pieces, called packets, on the shortest path.
4. The packets are reassembled into the right order at the receiving computer.
If you are using a webmail client, such as Gmail or Yahoo, the picture is slightly different because webmail remains on the server instead of being downloaded to your computer.

	Presentation notes
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A local area network, or LAN, is one that’s confined to one site (a lab, a floor of a building, a whole building, or a campus). Whether it’s a home network for a family or a large business network, all the machines and peripherals are in one place.  
A wide area network, or WAN, consists of two or more LANs connected together. The networks might connect one business that has offices in more than one location in the same city, or in different cities, or they might connect many different organizations and people. The largest WAN of all is the Internet.  

	Presentation notes
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A client is any device that will make requests of a server. Typically, the client is the kind you use every day: a desktop or laptop computer that runs many applications, stores files, and performs a number of different functions.  
A server has a more specialized job: to provide a service in the form of specific resources for many different users. The users log on to the client computers, and from there they connect to and access the resources stored on or managed by the server.  
When you use Internet Explorer to view a web page, you are actually using your client machine to request one or more files from a web server somewhere on the Internet. But a web server is just one kind of server—there are also email servers, file sharing servers, application servers, proxy servers, name servers, and more. Sometimes servers perform just one function, but often they do many different tasks. It all depends on the size of a company and its needs. A large company might have many different servers, each with their own function. A smaller company might just run a few tasks from one server.

	Presentation notes
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Switches and routers are important network components used to connect servers and clients and network resources. They are typically small, box-like pieces of equipment that multiple computers can connect to. Each features ports on the front or back (connection points for these computers), a connection for electric power, and LED lights to display device status. 
A switch is used to connect resources in a LAN. Usually a switch connects no more than 24 devices, although some have up to 48 ports. It uses the hardware (MAC) address to communicate with the devices on its network.
Routers join multiple networks together. They can connect LANs together, or LANs to WANs, or WANs to WANs. Routers are similar to switches but use network addresses (typically IP addresses) rather than hardware addresses. The router’s role is to look at an incoming message, examine the destination address, and route the message toward the destination. On the Internet, for example, routers serve as an intermediate destination for network traffic. They receive TCP/IP packets, look inside each packet to identify the source and target IP addresses, and then forward the packets as needed to ensure that the data reaches its final destination. 
Routers for home networks or small-business LANs can also be used to connect the small network to the Internet. But switches cannot link more than one network or share an Internet connection. A home network with only switches must designate one computer as the gateway to the Internet. With a router, all home computers connect to the router equally, and the router performs the equivalent gateway functions. In home networking, switches technically exist only for wired networks. Wi-Fi routers incorporate a built-in access point that is roughly equivalent to a wired switch. 

	Presentation notes
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The Internet uses a few different kinds of cable to connect computers, servers, and the main routers. First, computers in a local area network are connected with Ethernet cable, which you may recognize as CAT5 or CAT6. These are connected to a router or modem that links to your Internet service provider. From home, where you might have cable Internet, the information travels on the thinnet cabling that connects with your cable box (or cable modem). If you have DSL, the information travels on your phone line. Alternatively, many ISPs are laying fiber-optic cable directly to households to provide greater bandwidth (bandwidth is the amount of data that can be transmitted or received per second).  
Your ISP connects to the main backbone of the Internet using fast fiber-optic cabling. Fiber-optic cables are much more expensive to install but have a greater bandwidth, so they can carry large bundles of data—not just yours, but your neighbor’s, and data from all the ISPs in the area. In fact, fiber-optic cables transmit their data at the speed of light, which means a fiber-optic signal is going fast enough to travel around the earth seven times in one second! However, the switches and routers that convert the optical signal back to an electrical one are a major bottleneck in a fiber-optic network, so in practice the signals do not actually go this fast.
Fiber-optic cable used in the backbone crosses oceans and continents. It has largely replaced the microwave and satellite communication that used to provide for much of the Internet backbone. The result is very high bandwidth connections between Internet backbone sites and ISPs, and lower bandwidth connections to households, depending on what form of communication and cable the households can use to connect to their ISPs.

	Presentation notes
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Wireless networks use radio signals to broadcast information. Computers need a special networking card that can pick up that information in order to connect wirelessly.
The wireless router that broadcasts the signal still needs cables to connect it to the phone or cable service provider, which in turn connects to the Internet.
Wireless networking is useful in many public places or at home, because it allows people to move around and use their laptops anywhere, and to move from one wireless network to another—whether they are in a coffee shop, at the library, visiting a friend, or on their own comfy couch.

	Presentation notes


Teacher Resource 14.2
Lecture Notes: What’s a Network Protocol?
Ask students to take notes about the function of network protocols and about the two important protocols they will study: TCP/IP and NetBIOS. Explain that these are the fundamental rules for how computers communicate and that anyone using networks in business or at home should understand them.  
Rules for Communications: Protocols
The rules about when and how networks send signals are called protocols.
Networks use electric signals to send data along the cables between computers. The way the data is encoded determines its meaning. 
Since the signal is binary (on or off), computers need to establish rules about when and how to send the signals, as well as how to interpret them. These rules are called protocols. 
Many networking protocols exist to take care of the many complex functions and issues on networks.
Protocols determine the following:
How to break up data into smaller packets (parsing)
How to reduce the total size of the data sent (compression)
How to specify the destination (and source) locations of a packet (addressing)
How the sending device or computer indicates that it’s done sending a message
How a message is routed across the network or networks (routing)
How the receiving device indicates that it received the message
How the machines check for errors in the transmission
Protocols work in layers.
A protocol breaks up the task into layers in order to handle all of the tasks involved in network communication.
The highest layer deals with creating a message.
Lower layers break up the message into distinct units (packets).
Some layers may involve addressing, error correction, compression, encryption, or maintaining contact with a server.
The lowest layer is responsible for placing the message, in the form of a binary signal, onto the network.
At the receiving end, the protocol must package together the individual units received into a single, whole message and deliver it to an application (for instance, displaying the entire contents of a web page to your web browser).


An Essential Protocol for Packet-Switched Networks: TCP/IP 
TCP/IP determines how information is routed over the Internet. It is composed of two separate protocols that work together.  
Transmission Control Protocol (TCP) controls how the two systems connect in order to send data and provides error checking to make sure that all packets are sent and that they end up in the correct order. 
IP handles everything at the packet level, controlling how data is parsed, addressed, compressed, transmitted, and received.  
TCP/IP allows computers to send data to other devices without establishing a dedicated connection.  
Information is parsed into compressed data packets.  
The packets are sent individually across the shortest available routes on the network. 
At the other side, the packets are checked to make sure all the information arrived, and they are reordered into the proper sequence. 
TCP/IP is known as a protocol suite (or protocol stack).  
TCP/IP consists of four layers, two for TCP and two for IP.
Within each layer, a number of different protocols are available.
The top layer of TCP is the application layer and includes such protocols as HTTP, HTTPS, FTP, DNS, TLS/SSL.
The second layer of TCP establishes and maintains a connection for as long as it is necessary to pass messages from resource to resource. The message is divided into packets, and usually one of two types are used: TCP, which attempts to ensure delivery, and UDP, which does not.
The top layer of IP handles addressing. Addresses are typically 32 bits in length if IPv4 is being used. The newer IPv6 uses 128-bit addresses.
The bottom layer of IP deals with actual network communication. 
Identifying Individual Systems Locally: NetBIOS and WINS
On a local network, client computers identify each other by NetBIOS name.
NetBIOS is part of the Windows Internet Naming Service (WINS). WINS is a naming system specifically for devices based on Windows. The primary purpose of WINS is to resolve, or translate, the NetBIOS names to IP addresses.
Each computer is assigned an IP address, but users can set the NetBIOS name of the computer to anything they want in order to make it easy to remember and identify on the network. 
If you browse a local network, you can find computers named “Tony’s Computer” and “Ziggy” instead of numbers such as 10.0.0.5 and 192.168.1.10.
Teacher Resource 14.3
Assessment Criteria: Network Components Poster
Student Names:______________________________________________________________
Date:_______________________________________________________________________
Using the following criteria, assess whether the students met each one.
	
	
	Met
	Partially Met
	Didn’t Meet

	Each visual image clearly represents its component.
	
	□
	□
	□

	The role of each component is described completely.
	
	□
	□
	□

	The poster accurately shows and describes the interrelationships between the network components.
	
	□
	□
	□

	The poster is neat and uses proper spelling and grammar.
	
	□
	□
	□



Additional Comments:
_____________________________________________________________________________
_____________________________________________________________________________
_____________________________________________________________________________
_____________________________________________________________________________
Teacher Resource 14.4
Key Vocabulary: Network Components
	Term
	Definition

	architecture
	See infrastructure.

	cable Internet
	A type of Internet service that connects a residential LAN to the Internet by using cable TV infrastructure.

	client workstation
	A computer that requests files or resources from the server. Typically, clients are desktop or laptop computers.

	data packet
	A segmented piece of data sent over a network. Each packet is separately labeled (addressed) and routed across the network. Depending on the protocol used, packets can include error correction information and sequencing numbers and can be encrypted.

	DSL (digital subscriber line)
	A type of Internet service that connects a residential LAN to the Internet by using telephone lines dedicated for Internet use.

	Ethernet
	A standardized form of local area network dating back to the 1980s.  Devices are typically connected together by twisted-pair or coaxial cable, although fiber-optic cable can now also be used. CAT5 and CAT6 are examples of twisted-pair cabling, which consists of four twisted pairs within a plastic sheath.  

	fiber-optic
	A type of high-speed cable used on the Internet to route traffic at high speeds with high bandwidth.

	infrastructure
	The basic framework and components of a network. 

	Internet
	The largest wide area network, combining tens of thousands of local networks and many wide area networks into one large collection of computers and resources.  

	local area network (LAN)
	A network of client computers, possibly with servers and other resources, contained in one site such as a room, the floor of a building, a building, or a small group of buildings.

	NetBIOS
	The network basic input/output system identifies each client computer on the network by a name as well as by a numerical address.

	network cable
	Ethernet, thinnet/coaxial, fiber-optic, or other cables used to connect computers to form a network.

	network operating system (NOS)
	The type of platform needed to run a server computer. Popular NOSs include Windows Server and Linux.

	packet switching
	The routing of data packets across a local network using the fastest available correct routes. 

	router
	A network component that routes network traffic (packets), forwarding messages on to another location (a router, switch, or computer). Routers can also scan and filter packet data.

	routing
	The process of sending a data packet from one point on the network to another. In TCP/IP, packets of a single message might be routed along separate pathways to be reassembled at their destination.

	server computer
	A computer that runs specialized software and that shares or provides access to shared resources on a network.

	switch
	A network component for a LAN that routes data on to its destination using the destination’s MAC (hardware) address.

	TCP/IP (Transmission Control Protocol/Internet Protocol)
	Transmission Control Protocol controls the way two computers establish a connection to exchange data. Internet Protocol controls how that data is broken down into smaller packets. Together, these protocols make up the TCP/IP protocol suite, used as the primary means of communication on the Internet.  

	wide area network (WAN)
	A network that connects more than one local network and may span different cities, countries, or continents.

	wireless networking
	A form of networking that uses wireless routers and access points to transmit data to computers and other listening devices using radio waves.
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Cables connect almost everything on the network
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A wireless signal can replace cables for some uses
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Email travels across the Internet architecture
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The Internet can link local and wide area networks
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