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Student Resource 14.1
Reading: Network Hardware
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This presentation introduces the main components used in networking infrastructure and explains the basic architecture of local networks and the Internet.
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Online information travels across the architecture of the Internet.
Let’s consider the example of an email:
1. The email client on the user’s computer connects to the Internet service provider (ISP).
2. The ISP routes traffic to the main computers on the Internet.
3. Data is sent in small pieces, called packets, on the shortest path.
4. The packets are reassembled into the right order at the receiving computer.
If you are using a webmail client, such as Gmail or Yahoo, the picture is slightly different because webmail remains on the server instead of being downloaded to your computer.
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A local area network, or LAN, is one that’s confined to one site (a lab, a floor of a building, a whole building, or a campus). Whether it’s a home network for a family or a large business network, all the machines and peripherals are in one place.  
A wide area network, or WAN, consists of two or more LANs connected together. The networks might connect one business that has offices in more than one location in the same city, or in different cities, or they might connect many different organizations and people. The largest WAN of all is the Internet.  
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A client is any device that will make requests of a server. Typically, the client is the kind you use every day: a desktop or laptop computer that runs many applications, stores files, and performs a number of different functions.  
A server has a more specialized job: to provide a service in the form of specific resources for many different users. The users log on to the client computers, and from there they connect to and access the resources stored on or managed by the server.  
When you use Internet Explorer to view a web page, you are actually using your client machine to request one or more files from a web server somewhere on the Internet. But a web server is just one kind of server—there are also email servers, file sharing servers, application servers, proxy servers, name servers, and more. Sometimes servers perform just one function, but often they do many different tasks. It all depends on the size of a company and its needs. A large company might have many different servers, each with their own function. A smaller company might just run a few tasks from one server.
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Switches and routers are important network components used to connect servers and clients and network resources. They are typically small, box-like pieces of equipment that multiple computers can connect to. Each features ports on the front or back (connection points for these computers), a connection for electric power, and LED lights to display device status. 
A switch is used to connect resources in a LAN. Usually a switch connects no more than 24 devices, although some have up to 48 ports. It uses the hardware (MAC) address to communicate with the devices on its network. 
Routers join multiple networks together. They can connect LANs together, or LANs to WANs, or WANs to WANs. Routers are similar to switches but use network addresses (typically IP addresses) rather than hardware addresses. The router’s role is to look at an incoming message, examine the destination address, and route the message toward the destination. On the Internet, for example, routers serve as an intermediate destination for network traffic. They receive TCP/IP packets, look inside each packet to identify the source and target IP addresses, and then forward the packets as needed to ensure that the data reaches its final destination. 
Routers for home networks or small-business LANs can also be used to connect the small network to the Internet. But switches cannot link more than one network or share an Internet connection. A home network with only switches must designate one computer as the gateway to the Internet. With a router, all home computers connect to the router equally, and the router performs the equivalent gateway functions. In home networking, switches technically exist only for wired networks. Wi-Fi routers incorporate a built-in access point that is roughly equivalent to a wired switch. 
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The Internet uses a few different kinds of cable to connect computers, servers, and the main routers. First, computers in a local area network are connected with Ethernet cable, which you may recognize as CAT5 or CAT6. These are connected to a router or modem that links to your Internet service provider. From home, where you might have cable Internet, the information travels on the thinnet cabling that connects with your cable box (or cable modem). If you have DSL, the information travels on your phone line. Alternatively, many ISPs are laying fiber-optic cable directly to households to provide greater bandwidth (bandwidth is the amount of data that can be transmitted or received per second).  
Your ISP connects to the main backbone of the Internet using fast fiber-optic cabling. Fiber-optic cables are much more expensive to install but have a greater bandwidth, so they can carry large bundles of data—not just yours, but your neighbor’s, and data from all the ISPs in the area. In fact, fiber-optic cables transmit their data at the speed of light, which means a fiber-optic signal is going fast enough to travel around the earth seven times in one second! However, the switches and routers that convert the optical signal back to an electrical one are a major bottleneck in a fiber-optic network, so in practice the signals do not actually go this fast.
Fiber-optic cable used in the backbone crosses oceans and continents. It has largely replaced the microwave and satellite communication that used to provide for much of the Internet backbone. The result is very high bandwidth connections between Internet backbone sites and ISPs, and lower bandwidth connections to households, depending on what form of communication and cable the households can use to connect to their ISPs.
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Wireless networks use radio signals to broadcast information. Computers need a special networking card that can pick up that information in order to connect wirelessly.
The wireless router that broadcasts the signal still needs cables to connect it to the phone or cable service provider, which in turn connects to the Internet.
Wireless networking is useful in many public places or at home, because it allows people to move around and use their laptops anywhere, and to move from one wireless network to another—whether they are in a coffee shop, at the library, visiting a friend, or on their own comfy couch.

Student Resource 14.2
Reading: Clients versus Servers
What Does a Client Computer Do?
Bob is a baker. He makes bread in his own kitchen for his family and friends. He even grinds his own wheat into flour and grows his own yeast. Pretty soon people start asking him to make muffins and scones and cupcakes. He starts to get more and more orders from around the city, and then from across the country. Suddenly, he can no longer handle it. What does he do? He gets help, that’s what. 
Most computers are like Bob the Baker. They are able to store files like your homework, and pictures from your digital camera, and applications like Microsoft Word and Internet Explorer. But when it comes to bigger tasks like figuring out a website’s IP address or managing your email, they need help.
Your computer is called a client computer. In order for it to do these bigger tasks, it uses client software to connect with other computers, to access files and resources stored on the other computers. For example, when you access a web page, you are using a client machine to request a website file—the HTML documents, JPEG images, and other files—from the computer that’s hosting that website. While often a client computer is your average desktop or laptop computer hooked into a network, a client computer is really any computer that runs client software.
Most client machines run either Windows or Mac operating systems such as Windows 8.1, Windows 10, or Mac OS X. Some also run open source platforms such as Linux. 
What Does a Network Server Do?
So who does your computer contact to get the help it needs? A server. A server is a computer that runs software that allows it to receive requests from network computers and handle those requests. If Bob is the client, then the flour supplier he now orders flour from (instead of grinding his own) is the server. It receives Bob’s request for flour and fills it by sending him a giant bag of flour.
Servers are generally more powerful than clients. They usually have a high-speed network interface card that allows them to connect with many client computers at the same time by means of a switch. A server can, for example, handle thousands of web page requests, translate IP aliases to IP addresses from anywhere on the Internet, and share files among all of the client computers in a local area network. 
A server also needs a large hard drive (usually multiple hard drives) to store many files, as well as adequate RAM to support a large network. Servers are usually managed by administrators rather than average computer users. They run 24 hours a day and are usually unattended.
Bob will need to use many different types of resources to help him, from the flour supplier to a packaging manufacturer to a shipping company. Similarly, there are different servers that perform different functions for clients on a network: 
File Server: These share files within a local area network, or in response to Internet requests; examples include a web server or an FTP server. 
Mail Servers: Mail servers send and receive email messages and let users know when new emails have arrived. They also manage emails for a domain (e.g., all the email addresses at suchandsuch.com).
Proxy Servers: These store shared web content so that web requests can be handled locally; this saves users from spending time to retrieve content that another person has recently viewed. 
DNS Name Servers: These request IP aliases, such as host names, and translate them into IP addresses. 
Web Servers: Web servers host websites and manage information on web pages.
Other servers store applications that users on client machines can connect to, still others manage security settings on a network. 
In some cases, the server will run a specialized operating system (such as Windows Server) and in other cases, the server software can run directly in the computer’s operating system (such as Windows 10 or Linux). 
A Small-Business Computer Network
This network shows three client computers connected to a server. The server hosts and backs up files (file server), controls user names and passwords (authentication server), and manages email and security (firewall and other services).
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Student Resource 14.3
Note Taking: Clients versus Servers
Student Name:_________________________________________________ Date:_________________ 
Directions: After you read about the differences between clients and servers, fill in the following graphic organizer using your new knowledge. This organizer will help you compare the different hardware, software, and functions associated with the different machines.
	
	Servers
	Clients

	Role on the network
	 
	 

	Hardware
	




	

	Software
	
	


Student Resource 14.4
Assignment: Network Components Poster
Directions: Working with your group, you will create a poster that describes the components of a network and how they relate to each other. Make sure each group member has a role to contribute equally to the development of the poster. You will be presenting your poster to the class. 
Step 1: Choose Six Components to Include
Your poster should illustrate six components that you learned about in this lesson. Select components you know the most about and will be able to describe on your poster.
Step 2: Write Component Descriptions
For each component, write a brief description that includes the name of the component and the role of the component within the network. Write and revise your descriptions until they are clear and concise.
Step 3: Draft the Poster
Using the poster paper provided by your teacher, draw a visual representation of each component on the poster. The representation can be a realistic image of the component or some other type of symbolic depiction. Make sure the drawings are distributed evenly over the whole paper. Write the component description neatly under each visual representation.
Step 4: Identify the Relationships
Think about how the components on your poster work with each other. Draw lines between each of the components that work together to manage or deliver data. Next to each line, write a sentence that clearly explains how the two components work together.

Make sure your assignment meets or exceeds the following assessment criteria:
Each visual image clearly represents its component.
The role of each component is described completely.
The poster accurately shows and describes the interrelationships between the network components.
The poster is neat and uses proper spelling and grammar.
Student Resource 14.5
Example: Poster Representation
Directions: Review this example poster of the workings of a personal computer as a model for the type of representations and relationships to include in your network components poster.
[image: ]                     [image: ]                        A keyboard and a mouse are the input devices that you use to send commands to your PC.
A keyboard enables you to enter text into the system; a mouse enables you to send information to the system by pointing to a place on a monitor and clicking a mouse button.

Inputs are the signals, data, or commands sent to the system.





					[image: ]The processor, also called the CPU, receives your information and executes your commands.


Outputs are the data, sometimes in the form of documents, pictures, or sound, sent by the system to a reader or listener.




[image: ]A printer is considered an output device; that is, a piece of computer hardware used to communicate with a user. 
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The Internet can link local and wide area networks
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Routers and switches direct network traffic
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A wireless signal can replace cables for some uses
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Email travels across the Internet architecture
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