
Early access to Coalition Control gives clients enhanced visibility  
and support to help them become insurable, stay insurable, and 
mitigate potential claims while minimizing pre-bind complexity  
and extra tasks for brokers.

Give every client with a 
contingent quote pre-bind access 
to Control, Coalition’s cyber risk 
management platform.

Submission

Critical Security Findings Detected

Client Accesses Control

Client Remediates Finding(s)

Rescan or Resolve

Active 
Scanning

Coalition Cyber Risk Assessment
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Coalition Control lets you spend more time advising on the benefits of cyber insurance and finding the right coverage  
for your clients’ needs, not playing messenger with Coalition. Here’s how it works:

How does pre-bind Control access help you support your clients?

What are Security Findings?

Security findings are attack surface exposures detected by Coalition’s Active Risk Assessment  
that are visible over the public internet and potentially exploitable by cybercriminals. Critical findings  
often result in contingencies that clients must resolve prior to binding coverage.
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Simplify contingency
resolution for your clients 
with pre-bind access to Coalition Control™
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Follow these easy steps to help simplify 
pre-bind contingency resolution for your 
clients with Coalition Control:

Still have 
questions?

Contingent new business quote:  
Schedule a call with a Coalition Security Engineer 

Existing policyholder or midterm security alert:  
Email securitysupport@coalitioninc.com

Activate your clients in Coalition Control™ today
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1. Coalition conducts active risk assessment
Coalition uses proprietary attack surface monitoring 
technology and real-time threat intelligence to provide 
each client with a customized view of their exposures  
that are the most severe and likely to be targeted.

2. Coalition detects critical security findings
If our scans detect critical security findings that  
impact insurability, they will be noted on the quote 
document as contingencies and noted in the Coalition 
Cyber Risk Assessment (CRA) provided with the quote. 

3. Broker sends client invitation to Control
Activate your clients in Control by logging onto the 
Broker Portal, navigating to the accounts view, selecting 
the contingent quote, and follow the instructions when 
prompted. This will automatically send a Control activation 
email to your client. Be sure to follow up to make sure they 
receive the invitation and activate their account.

4. Client remediates exposures
With Coalition, you don’t need to be a technical expert 
to be a cyber risk advisor. Direct your clients to Control 
for help. There they can access full technical details of 
security findings, suggested remediation best practices, 
as well as additional support resources.  

5. Client initiates rescan and resolve
After the client remediates security finding(s), they 
will initiate a rescan directly in Control to resolve 
contingencies, and a bindable quote will be reissued. 
Depending on the security finding, rescans could take  
up to 48 hours.
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