
PRIVACY POLICY 
At SAS, we are committed to protecting your privacy and the personal data you share 
with us. This privacy policy explains how we process your personal data when you use 
our website. We aim to always be as clear and transparent as possible. If you have any 
questions about how we process your personal data, please reach out to us. 

1. Who is responsible for your personal data? 

Scandinavian Airlines System Denmark-Norway-Sweden is the data controller 
responsible for the processing of data described below. In this privacy policy, “SAS” 
refers to Scandinavian Airlines System Denmark-Norway-Sweden. “SAS Group” means 
all companies in which SAS AB (publ), directly or indirectly, from time to time, owns or 
controls more than 50 percent of the shares. 

SAS has appointed a Data Protection Officer to ensure that your personal data is 
processed correctly. You are always welcome to contact SAS’ Data Protection Officer if 
you have questions or to make requests concerning how we process your personal 
information at dataprotectionofficer@sas.se. 

2. How SAS processes personal data 

SAS collects the personal data that you provide when you use our website. We may also 
collect your personal data from cookies on our website. You can read more about 
cookies in this site's cookie policy. 

3. Activities where SAS handles personal data 

MONITORING WEB BEHAVIOR 

Type of data: Digital details and behavior, e.g. login information, IP address and web 
page usage (with consent). 

Purpose of processing: To offer a personalized experience on this website. 

Legal basis: Consent that you have actively given on this website, see GDPR art. 6 no 1 
a. 

Retention time: See this site's cookie policy for retention times. 

PROFILE ACCOUNT 

Type of data: Information you provide when registering a profile account, for example 
name, address, email, phone number, etc.  

Purpose of processing: To enable registering a profile account with SAS Sales 
Information and administer the service. 
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Legal basis: SAS’ obligation to comply with the terms and conditions for profile account 
holders, see GDPR art. 6 no 1 b.  

Retention time: SAS saves this data for as long as you have a profile account. 

MARKETING, EVENTS AND INFORMATION 

Type of data: 

Name and email. 

Purpose of processing: 

The purpose of the processing is to inform and market our services and offers to relevant 
corporate customers and agents. 

Legal basis: 

The legal basis of processing this personal data is SAS legitimate interest in marketing 
our services, see GDPR art. 6 no 1 f. You will always have the option to opt out of this 
communication. 

Retention time: 

We will save your personal data as long as it is necessary with regard to the purpose of 
the processing, or until you opt out. 

4.  Disclosure of personal data 

SAS will only share your personal data with companies within the SAS Group except in 
the situations described below. SUBCONTRACTORS & THIRD-PARTIES 

Your personal data will also be shared with IT providers and developers that ensure the 
operation and security of our IT systems if necessary in order for us to deliver this 
service to you. 

5. Personal data processing outside EU/EEA 

Personal data will be transferred between companies in the SAS Group to administer 
and maintain your account and membership and for statistical purposes. Personal data 
that is shared within the SAS Group in this way or with subcontractors and third parties 
as described above in Section 4. will sometimes be transferred to countries that are not 
members of the EU or the EEA and that do not ensure a satisfactory level of security for 
personal data. 

Such transfers are carried out in accordance with the prevailing law on data protection, 
such as adequacy decisions and additional contractual clauses. When personal data is 
transferred to a non-EU/EEA country without satisfactory levels of protection for 
personal data, we apply appropriate measures, as a minimum, by including a standard 
contractual clause that has been adopted by the European Commission. 



These standard contractual clauses can be found at Standard Contractual Clauses (SCC) 
(europa.eu) 

6. How SAS protects your personal data 

We have taken extensive technical and organizational measures to protect your data 
from loss, abuse or unauthorized access. Processing and transferring data between your 
web browser and our server is protected by encryption and we constantly update our 
security measures. 

7. Your rights 

You have a number of rights related to your personal data. You can always reach out to 
SAS’ Data Protection Officer with a request at dataprotectionofficer@sas.se 

REVOCATION OF CONSENT 

If we process information about you based on your consent, for example using cookies, 
you have the right to revoke your consent at any point in time. We will then terminate the 
processing of the personal data based on your consent. 

CORRECTION 

If your personal data that SAS processes is incorrect or incomplete, you can reach out to 
SAS’ Data Protection Officer dataprotectionofficer@sas.se 

RIGHT TO RESTRICT PROCESSING 

In certain circumstances, you have the right to restrict SAS’ use of your personal data, 
which means you can limit the way we use your personal data. This is an alternative to 
requesting the erasure of your data, which is outlined below. This means that SAS will 
stop using the data except for storing it. 

RIGHT TO ACCESS 

You have the right to request a copy of your personal data. If you have any problems with 
the online form, just contact SAS’ Data Protection Officer. You can find out more about 
the process on SAS’ website under Manage my data 

RIGHT TO COMPLAIN 

It is important that you feel confident that SAS processes your personal data with the 
utmost respect. If you are uncertain as to how SAS processes your personal data or have 
any complaints, you are welcome to contact SAS’ Data Protection Officer. You may also 
file a grievance at the Swedish Data Protection Authority or the data protection authority 
of your country. 

RIGHT TO OBJECT 
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You have the right to raise an objection at any point in time to the processing of your 
personal data that is based on our legitimate interest. If SAS cannot demonstrate 
compelling legitimate grounds for the processing of your data that outweigh your 
interests, rights and freedoms or that the processing is being carried out to establish, 
exercise or defend legal claims, SAS will no longer process your personal data. 

RIGHT TO DATA PORTABILITY 

You have the right to request to receive your personal data that we process in a machine-
readable format, which you have the right to transfer to another company. This can be 
done if you want to reuse your personal data for your own purposes across different 
services. 

RIGHT TO BE FORGOTTEN 

Your right to erasure means that you can request that we delete the personal data we 
have related to you. We will do so without undue delay, unless we are legally required to 
process the information, e.g. for financial or accounting purposes, or we have another 
lawful reason to continue processing the data, e.g. for carrying out a requested trip. You 
can exercise your right here: dataprotectionofficer@sas.se 

8. Changes in this Privacy Policy 

We update this privacy policy periodically, but the latest version will always be available 
on this website. 

9. Processing of personal data in China 

PROCESSING OF PERSONAL DATA IN CHINA 

This section is applicable to users in the People’s Republic of China (hereinafter “China”) 
and describes how we collect, use, store, share and disclose your personal data in China 
and it supplements other generally applicable sections of this privacy policy. Should any 
inconsistency or deviation arise, the provisions provided in this China section will take 
precedence over provisions set out in other generally applicable sections of this privacy 
policy. It applies to personal data we collect from or about you when you use this 
website. By continuing to use this page, you agree to the collection and use of your 
personal data in accordance with the provisions of this privacy policy. 

UPDATES 

SAS reserves the right to modify the China section of this privacy policy and publishes 
updated versions of this policy in accordance with laws and regulations regarding data 
protection in China. To the extent SAS materially changes the China section of this 
privacy policy, SAS will inform you of such changes and, to the extent this affects the 
purposes and processing for which we have obtained your consent, we will re-seek your 
consent. To exercise your data protection rights and/or if you have any questions or 
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comments regarding this China section of privacy policy, contact SAS’ Data Protection 
Officer at dataprotectionofficer@sas.se. 

HOW SAS COLLECTS & RECEIVES YOUR INFORMATION 

This part constitutes a supplement to the “When and how we process your personal 
data” section of this privacy policy and Section 3 of this China section. 

SAS may collect and receive personal data from users located in China through cookies 
or web requests. The type of personal data collected and received may include, without 
limitation, the user’s name, email address, phone number, mailing address, web usage 
metrics and device information such as IP address. SAS may use such information to 
receive feedback about the website and services, as well as to track and analyze use of 
the website. 

HOW SAS USES YOUR DATA 

This part describes the personal data we collect about or from you, the purposes for 
which we use it and why we use it for our basic and expanded business functions. Your 
personal data will be collected and processed in accordance with the Personal 
Information Protection Law (PIPL) which came into force on 1 November 2021, and any 
other laws and regulations of China that govern this area. 

Any processing of personal data that we perform is in accordance with the provisions of 
the privacy laws in China, and this data may only be used for the limited purposes 
discussed in this part. Scandinavian Airlines System Denmark-Norway-Sweden is 
responsible for the processing of your personal data via SAS’ websites and in 
association with the use of SAS’ services. 

In order to provide you with travel ticketing services and other SAS services and 
products, we need to collect and use certain personal data. The personal data that we 
may request that you provide to us or that we may collect and use about you is outlined 
below. Please note that some service features require personal data before they can be 
provided. After you exercise your right to object, we will be unable to continue providing 
the service corresponding to the personal data involved in the objection and we will no 
longer process your corresponding personal data. 

We may request that you provide us with the following personal data: 

PROFILE ACCOUNT HOLDER INFORMATION 

This information includes your site profile account number, name, age, address and 
contact information. This information is used to maintain you as our profile 
accountholder and manage your account. Please note that we collect, store, use and 
transfer your sensitive personal data for the purposes for which it was provided and 
otherwise in accordance with the terms of this privacy policy if you provide your explicit 
consent at the time of collection. 
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LEGAL BASIS FOR SAS PROCESSING PERSONAL DATA 

Our legal basis for processing your personal data described above depends on the 
personal data in question and the specific circumstances where we process it. We 
generally only collect personal data from you when: 

• We have obtained your consent to do so. 

• Such data is necessary for us to perform a contract with you. 

• The processing is in our legal interests and not overridden by your rights. 

• We have legal obligations to process your personal data from you or may 
otherwise need the personal data to protect your vital interest or that of other 
persons. 

• It is necessary for responding to a public health emergency or for protecting the 
life, health and property safety of a natural person. 

• Acts, such as news reporting and supervision by public opinions, are carried out 
for the public interest, and the processing of personal data is within a reasonable 
scope. 

• It is necessary to process the personal data disclosed by the individual 
concerned or other personal data that has been legally disclosed within a 
reasonable scope in accordance with the provisions of PIPL and related laws and 
regulations. 

• In other circumstances prescribed by laws and administrative regulations. 

WHO DOES SAS SHARE YOUR INFORMATION WITH? 

We may share your personal data we collect or receive with: 

• IT providers and developers that ensure the operation and security of our IT 
systems on behalf of SAS. 

• Security companies and businesses that work to prevent and combat fraud. 

• Companies within the SAS Group, including, but not limited to, SAS EuroBonus 
AB, SAS Link AB, Scandinavian Airlines Ireland Ltd, SAS Ground Handling A/S, 
SAS Ground Handling AS, SAS Ground Handling AB, SAS Cargo Group A/S, SAS 
Cargo Norway AS and SAS Cargo Sweden AB. 

• Government agencies and authorities, law enforcement officials and courts of 
law. 

• Third parties: (a) if we believe disclosure is required by applicable law, regulation 
or legal process (such as pursuant to a judicial order) or (b) to protect and defend 
our rights or the rights or safety of third parties, including to establish, make or 
defend against legal claims. 



EXERCISING YOUR RIGHTS 

SAS fully respects your right to know, access, rectify, restrict the processing of and 
delete your personal data, etc. 

RIGHT OF ACCESS 

You have the right to obtain confirmation from us as to whether personal data about you 
is being processed, and, where this is the case, to request access to the personal data. 
The access information includes the purposes of the processing, the categories of 
personal data concerned and the recipients or categories of recipients to whom the 
personal data has been or will be disclosed. 

You have the right to obtain a copy of the personal data that is being processed. For 
additional copies requested by you, we may charge a reasonable fee based on our costs. 

RIGHT TO RECTIFY 

You have the right to obtain the rectification of inaccurate personal data concerning you. 
Depending on the purposes of the processing, you have the right to have incomplete 
personal data completed, including by means of providing a supplementary statement. 

RIGHT TO DELETE 

You have the right to request that we delete your personal data. 

RIGHT TO OBJECT 

You have the right to object at any time to the processing of your personal data by us for 
certain purposes. If you exercise this right to object, your personal data will no longer be 
processed for such purposes by us. Exercising this right will not incur any costs. 
However, such a right to object may not exist in certain circumstances, e.g., if the 
processing of your personal data is necessary to take steps prior to entering a contract 
or to perform a contract already concluded. 

RIGHT TO DELETE AN ACCOUNT 

You have the right to cancel a previously registered account at any time. 

Once completion of the cancellation of your account, all information therein will be 
deleted or anonymized and we will no longer collect, use or provide the personal data 
relating to the account to third parties. Nevertheless, the information provided by you or 
generated during your use of our services will need to be retained by us for the period 
required by laws and regulations, and authorities will have the right to access such 
information according to law during that legal retention period. 

To exercise these rights, make a request to securedata@sas.se. For SAS to verify your 
identity, your written request should include your name and address and other 
information that will help us identify you, such as: 
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• Any email addresses that you have used in communication with SAS. 

• Any phone number you have used in communication with SAS (for example, in 
customer service cases). 

SAS must always ensure that the right person receives information about how we 
process their personal data. 

SAS will only disclose personal data if we can verify your identity in accordance with the 
above. After we receive a request to exercise any of these rights, we will provide 
information on the action we will take regarding the request without undue delay and in 
any event within 30 days of receipt of the request. This period of time may be extended 
by a further 30 days in certain circumstances, for example, where requests are complex 
or numerous. 

SECURITY 

Information security is important to SAS. We have adopted proper measures such as 
separate storage, encryption, access control, de-identification etc., in accordance with 
the requirements of data classification and categorization, to protect your information 
security from unauthorized access, disclosure, loss, misuse, alteration or improper use 
of your information and to avoid any negative impact on your personal rights and 
interests. 

MINORS 

SAS places great importance on the protection of the personal data of minors. If you are 
under age14, you must obtain written consent from a parent or legal guardian to use this 
website. For the collection of personal data of minors with the consent of their parents or 
legal guardians, we only use or disclose this information with the permission of the law, 
the explicit consent of the parents or guardians or the necessary protection of the 
minors. If a minor has provided us with personal data without parental or guardian 
consent, the parent or guardian may contact us by emailing us 
at securedata@sas.se and we will remove the information. 
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