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OCPP is the communication protocol between Back end 
system and Charging Station

OCPP
• Developed following the need of the growing industry and incorporating 

field experience
• Open, patent and royalty free with no cost or licensing barriers
• OCPP is a trademark and is protected by copyright license

Governed by the Open Charge Alliance
• A non-profit organization
• Dutch Foundation founded in January 2014
• 161 members currently
• Everyone is welcome to join

OCA activities
• Development of the OCPP protocol
• Development of compliancy testing and certification
• Coordination of formal standardization
• Promotion of OCPP
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Companies:
Asia
Europe
North America
Oceania
South America

Countries:
Australia 3 Ireland 2 Slovenia 1
Austria 5 Israel 1 South Korea 6
Belgium 1 Italy 3 Spain 5
Brazil 2 Lithuania 1 Sweden 5
Canada 5 Malaysia 1 Switzerland 2
China 13 Netherlands 20 Taiwan 5
Czech Republic 1 New Zealand 1 Thailand 1
Dominican Republic 1 Norway 2 Turkey 2
France 11 Poland 1 United Kingdom 7
Germany 23 Portugal 2 United States 21
Hong Kong 2 Romania 1 Total: 161
India 3 Singapore 1
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34 Different Countries

OCA Participants - All over the world
161 OCA Members
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Overview: OCPP versions
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OCPP 1.6 OCPP 2.0

60 use cases
28x2 messages
49 data types
43 configuration keys

116 use cases
65x2 messages
129 data types
85 configuration keys

OCPP 1.5

24x2 messages
42 data types
15 configuration keys

October 2015
SOAP & JSON

April 2018
JSON

June 2012
SOAP

+ Improvements
+ Smart Charging
+ JSON support

+ Improvements
+ Better documentation
+ More functionalities
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Overview OCPP version functionalities
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OCPP 1.6 OCPP 2.0OCPP 1.5

OCPP1.5

OCPP1.6 core

Firmware mgmt

Smart Charging

Reservations
Local Authorization List

Remote Trigger
OCPP 1.6 Security

Tarriff & Cost
Display message

ISO 15118 Certificate mgmt

Security
Provisioning

Authorization

Transactions
Remote control

Availability
Reservation

Local Authorization List

Meter Values

Firmware mgmt
Diagnostics

Data transfer

Smart Charging
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Regular OCPP plugfests to help developers

• Interop testing
• For Charging Stations and Management 

Systems
• For both OCPP1.6 and 2.0
• In person or remote
• Members and non-members
• Next plugfest: OCPP2.0.1 - April 20-21

April ’20 – OCPP2.0 Sep ’20 – OCPP1.6 & 2.0Feb ’20 – OCPP1.6Oct ’19 – OCPP2.0July ’19 – OCPP1.6 Jul ’20 – OCPP1.6
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OCPP Certification
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Why OCPP Certification ?

To validate that a system has implemented OCPP correctly 
For buyers to check before they purchase a system
For Vendors to promote their systems to Buyers
To make integrating systems between Vendors faster and more efficient

11
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OCPP Certification Labs
Open Charge Alliance © 2014-2020

Reston Virginia – USA
Dekra

Arnhem - The Netherlands
DNV-GL

Arnhem -The Netherlands
DEKRA

Seoul – Korea
KSGA

Singapore 
DNV-GL
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Certification step by step

1. A Vendor contacts one of the Test Laboratories and agrees on testing services
2. The Test Laboratory performs the tests
3. After successfully passing all the tests, the Test Laboratory provides a Test Report and the 

detailed Test Results to the Vendor
4. The Vendor signs the Test Report and sends it back to the Test Laboratory. The Test Laboratory

signs the Test Report and forwards it to OCA for preparation of the OCPP certificate
5. The Vendor receives the OCPP Certificate from OCA

For the detailed Certification Procedure: www.openchargealliance.org/certification/ocpp-16-certification/

http://www.openchargealliance.org/certification/ocpp-16-certification/
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The Certification Labs use the OCTT to test conformance

The OCTT is available for members and non-members
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List of Certified Products on the OCA website
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Summary of the test report on the OCA website
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Fee for OCPP Certification

Certification fees

Category Charging Station
Charging Station 

Management System
Remark

Total max fee for OCA member 7.000 € 4.800 € OCA members get a discount for the use of the Test Tools, plans and scenario’s since 
they have already contributed in part through their OCA membership fees.

Total max fee for Non Member 10.500 € 8.300 €
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All information is on the OCA website
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Types of OCPP Certificates
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Types of OCPP Certificates
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Overview

OCPP 1.6

OCPP1.5
(2012)

OCPP1.6 core

Firmware mgmt

Smart Charging

Reservations
Local Authorization List

Remote Trigger

OCPP 1.6 Security

18 messages

4 messages

3 messages

2 messages
2 messages

1 message

11 messages

29-46 test cases

2-5 test cases

5-10 test cases

5-11 test cases
4 test cases

1-2 test cases

6 - 13 test cases

OCPP messages to
be implemented

Test cases to pass 
to be certifiedOCPP 1.6 Security
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Back Office OCPP Certification Scope

OCPP 1.6

OCPP1.5
(2012)

OCPP1.6 core

Smart Charging
Remote Trigger

OCPP 1.6 Security

18 messages

3 messages
1 message

11 messages

OCPP messages to
be implemented

Test cases to pass 
to be certifiedOCPP 1.6 Security

Back Office 
Vendors who do 
not support all
functionality

currently cannot
pass certification

29-46 test cases

5-10 test cases
1-2 test cases

6 - 13 test cases

Firmware mgmt
Reservations

Local Authorization List

4 messages
2 messages
2 messages

2-5 test cases
5-11 test cases

4 test cases
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Charging Station Certification Scope

OCPP 1.6

OCPP1.5
(2012)

OCPP1.6 core

Smart Charging
Remote Trigger

OCPP 1.6 Security

18 messages

3 messages
1 message

11 messages

OCPP messages to
be implemented

Test cases to pass 
to be certifiedOCPP 1.6 Security

A Charging Station 
can be OCPP 

Subset Certified
with a minimum of 

functionality.

Check the Subset 
Certificate
carefully!

29-46 test cases

5-10 test cases
1-2 test cases

6 - 13 test cases

Firmware mgmt
Reservations

Local Authorization List

4 messages
2 messages
2 messages

2-5 test cases
5-11 test cases

4 test cases
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Why OCPP Certification ?

2
4
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How can OCPP compliance be verified?

1.5

1.6

2.0

Trust the Vendors’ 
word

Do your own
Interop testing

Vendor gets
OCTT and shows 
OCTT test report 

to buyer

Buyer gets OCTT and
performs acceptance
tests using the OCTT 

Vendor provides
Test report from

Test Lab

Vendor
provides OCPP 

Certificate

Trust the Vendors’ 
word

Do your own
Interop testing

Trust the Vendors’ 
word

Do your own
Interop testing

or ororor

Vendor gets
OCTT and shows 
OCTT test report 

to buyer

Buyer gets OCTT and
performs acceptance
tests using the OCTT 

Vendor provides
Test report from

Test Lab

Vendor
provides OCPP 

Certificate
or ororor
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Join!
More information:
www.openchargealliance.org
www.linkedin.com/company/open-charge-alliance/
Twitter: @OCA_info

Lonneke.Driessen@openchargealliance.org

B2w5sdujnP6

http://www.openchargealliance.org/
http://www.linkedin.com/company/open-charge-alliance/
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Research & DevelopmentUtility Perspective – Why OCPP

PREVENT VENDOR 
LOCK-IN

MINIMIZES RISK OF 
INVESTMENTS 

INTERCHANGEABLE EFFICIENT SCALING
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Research & DevelopmentKey Takeaways from Plugfest

• Plugfest demonstrated: It works!

• OCPP is not an “easy button” solution, but it is a critical element
– OCPP covers messages sent between hardware and central server
– Ensures all devices speak the same “language”

• Contract language is important to cover ancillary considerations for vendor lock-in

Credit card 
reader/payment, RFID compatible Modem/Sim Security Apps

labels/phone 
number

Ability to change 
the OCPP access 

point address 
locally and 
remotely.

Roaming 
Agreements Helpdesk
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Research & DevelopmentKey Takeaways from Plugfest

• OCPP1.6 includes support for firmware management, local authorization list 
management, reservations, smart charging, and remote triggering

• There are three levels of certification that a vendor can elect to receive:
– Full Certification: core and optional capabilities
– Subset Certification: core functionality is mandatory, as well as optional testing of 

other capabilities
– Security Certification: general security functionality is verified.
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Research & DevelopmentCommercial Perspective

Zachary Lefevre
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