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20 januari 10:00 – 17:00 uur

  AANMELDEN
kpn.com/nlsecure

NLSECURE[ID]
PROGRAMMA

2026

kpn.com/nlsecure

http://kpn.com/nlsecure


v

Kennisdeling is essentieel voor het vergroten  
van de digitale weerbaarheid van Nederland. 
Daarom organiseert KPN op 20 januari voor  
de 10e keer NLSecure[ID], hét event voor de 
Nederlandse securitycommunity.

Tijdens dit jaarlijkse event krijg je de laatste  
inzichten in relevante security- en 
marktontwikkelingen. Experts delen hun  
kennis en ervaring, waarmee jij je security  
naar een hoger niveau tilt. Het motto van 
NLSecure[ID] is dan ook: ‘Security, let's talk  
about it!’.  
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De digitale dreiging in Nederland neemt toe. Bij KPN zien 
we dagelijks pogingen tot aanvallen, spionage en ontwrichting. 
Recente incidenten, zoals de hack bij het Openbaar Ministerie  
en de aanval op Clinical Diagnostics, laten zien hoe groot de 
impact kan zijn. Persoonsgegevens en vertrouwelijke informatie 
lekken weg, vitale processen vallen stil en het vertrouwen in 
instituties staat onder druk. Vaak zijn de gevolgen van een 
incident direct voelbaar in de samenleving.

Als groot telecom- en IT-bedrijf weten we bij KPN  
dat geen enkele organisatie dit alleen kan oplossen.  
Het vraagt om samenwerking, kennisdeling en  
gezamenlijke weerbaarheid. Daarom staat de  
10e editie van NLSecure[ID], hét security-event  
van Nederland, in het teken van ‘Samen 
maken we Nederland veiliger’.
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NLSECURE[ID]
PROGRAMMA
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PROGRAMMA
10:00	 -	 11:00	 Ontvangst
11.00	 -	 11.15	 Opening door Chantal Vergouw (KPN)
11:15	 -	 11:40	 Keynote Peter Reesink (MIVD)
11:40	 -	 12:05	 Keynote Liesbeth Kempen (HEMA)
12:05	 -	 12:15	 Recap met Vladimir Cibic (KPN)
12:15	 -	 13:15	 Netwerklunch
13:15	 -	 14:00	 Break-outs ronde 1
14:00	 -	 14:45	 Break-outs ronde 2
14:45	 -	 15:15	 Pauze
15:15	 -	 16:00	 Keynote Miko Hyppönen (Sensofusion)
16:00	 -	 17:00	 Netwerkborrel

kpn.com/nlsecure
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CHANTAL VERGOUW

PETER REESINK

Openingswoord en presentatie onderzoek naar digitale weerbaarheid
Hoe maken we Nederland weerbaarder tegen de cyberdreigingen van morgen? Volgens Chantal ligt het antwoord in 
samenwerking. We moeten elkaar weer opzoeken, inzichten delen en erkennen dat weerbaarheid een gezamenlijke 
verantwoordelijkheid is. Pas dan kunnen we concrete stappen zetten waar onze systemen met elkaar verweven zijn.  
En verder kijken dan onze eigen organisatiegrenzen. Chantal presenteert in haar openingswoord ook de belangrijkste 
inzichten uit een groot security-onderzoek naar digitale weerbaarheid.

Digitale weerbaarheid in de grijze zone tussen oorlog en vrede
Vice-admiraal Reesink neemt je mee in het schemergebied tussen oorlog en vrede. Hoe worden we weerbaar in een tijd 
waarin digitale dreiging en geopolitiek steeds sterker verweven raken? Aan de hand van actuele voorbeelden wordt 
duidelijk dat cyberveiligheid geen technisch vraagstuk meer is, maar een nationale opgave. Onze opgave. Echte 
weerbaarheid ontstaat alleen wanneer overheid, bedrijfsleven en kennisinstellingen structureel samenwerken.

CHIEF BUSINESS MARKET EN LID RAAD VAN BESTUUR
KPN

DIRECTEUR MIVD
MINISTERIE VAN DEFENSIE
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LIESBETH KEMPEN

VLADIMIR CIBIC

Cybersecurity is teamwork: lessen uit de praktijk bij HEMA
Aan de voorkant zie je een HEMA-winkel, een app en een website. Maar achter die eenvoud gaat een enorme digitale 
operatie schuil. Liesbeth geeft een kijkje in de digitale keuken van deze oer-Hollandse retailer. Volgens haar moet je als 
securityexpert duidelijke keuzes maken om echt impact te hebben in een complex en dynamisch IT-landschap zoals dat van 
HEMA. Liesbeth deelt lessen uit de praktijk bij HEMA en de andere organisaties waar ze heeft gewerkt. Ook pleit ze voor 
een cultuurverandering in de securitygemeenschap.

Recap en oproep tot samenwerking in het ecosysteem
Vladimir mag als CISO van KPN natuurlijk niet ontbreken op NLSecure[ID]. Hij bespreekt de belangrijkste take-aways van
het event en gaat dieper in op de cruciale rol van KPN in de digitale infrastructuur van Nederland. Ook vertelt Vladimir hoe
KPN waarborgt dat onze eigen dienstverlening ‘secure by design’ en compliant met wet- en regelgeving is.

CHIEF INFORMATION SECURITY OFFICER
HEMA

CHIEF INFORMATION SECURITY OFFICER
KPN
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MIKKO  
HYPPÖNEN
Technology & conflict
Hij voorspelde ransomware voordat het mainstream  
werd en waarschuwt nu voor AI-gedreven aanvallen.  
Mikko, wereldautoriteit in cybersecurity, deelt hoe digitale  
en fysieke veiligheid samenkomen: van netwerken tot 
luchtruim. De technologische revolutie brengt ons  
geweldige nieuwe kansen, maar leidt ook tot nieuwe 
problemen. Mikko schetst de overeenkomsten en  
verschillen tussen droneverdediging en cybersecurity.  
Volgens hem moeten overheid en bedrijfsleven het  
voortouw nemen bij het creëren van systemen die  
mensen beschermen.

KEYNOTES

CHIEF RESEARCH OFFICER 
SENSOFUSION
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vBRAM  
DE BRUIJN

v

v

NADEEM  
DE VREE

DIRECTEUR 
BEYOND PRODUCTS

v

VP NETWORKING & 
SECURITY 
KPN

v

Cybervolwassen Nederland 2025: Waar staan we écht? 
Nederlandse organisaties in de grootzakelijke markt en vitale infrastructuur geven zichzelf een 7,1 voor 
digitale weerbaarheid, zo blijkt uit onderzoek van KPN en Beyond Products. Toch zijn er ook nog duidelijke 
uitdagingen. Zo oefent 30% incidentrespons nauwelijks en vindt 38% het securitybudget onvoldoende. In 
deze break-out licht Bram de onderzoeksuitkomsten toe. Nadeem geeft duiding. 

FLOOR VAN EIJK
GROUP CISO
NN GROUP

How to survive the compliance jungle? Automate, automate!
De druk vanuit wet- en regelgeving neemt toe. NN Group was veel tijd kwijt aan het verzamelen van bewijs 
voor IT-controls door de DevOps-teams, informatiebeveiligingsfunctionarissen en risicomanagers. Door 
maximaal te automatiseren werd een doorbraak gerealiseerd. Floor vertelt hoe NN Group IT-controles 
automatiseerde zonder de veiligheid uit het oog te verliezen. Ontdek hoe jouw organisatie processen 
slimmer en efficiënter kan inrichten.
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ALEX WASSINK

Security automation in de praktijk
Hoe kun je vandaag al sneller en slimmer reageren op dreigingen? In deze sessie laat Alex zien hoe security 
automation organisaties helpt om signalen sneller te detecteren, te correleren en direct actie te 
ondernemen. Aan de hand van FortiAnalyzer en FortiAI toont hij hoe automatisering en AI de werkdruk 
verlagen en de responstijd verkorten.

CHANNEL SYSTEM ENGINEER
FORTINET

ROWIN JANSEN 
UNIVERSITAIR DOCENT NATIONAAL VEILIGHEIDSRECHT 
RADBOUD UNIVERSITEIT

Spionage en sabotage in tijden van geopolitieke turbulentie
De geopolitieke turbulentie is groot. Spionage en sabotage nemen wereldwijd toe. Zo proberen 
buitenlandse mogendheden gevoelige kennis te stelen om zelf technologische successen te boeken. Rowin 
legt uit hoe inlichtingendiensten opereren en deelt praktische inzichten om jouw organisatie beter te 
beschermen tegen actuele dreigingen. Hij laat zien waarom zorgvuldigheid en alertheid juist in deze tijden 
een absolute noodzaak zijn.
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Wat als het licht uitgaat?
De energietransitie leunt op digitale systemen. Maar wat als die systemen worden aangevallen of niet meer 
beschikbaar zijn? Een overbelast energienet, cyberdreigingen en fysieke sabotage creëren een hybride 
dreigingslandschap waarin energiebedrijven strategische doelwitten zijn. Luisella en Godfried laten zien hoe 
netbeheerder Stedin vitale infrastructuur beschermt en hoe uitval kan worden voorkomen.

GODFRIED 
BOSHUIZEN 

v

v LUISELLA 
TEN PIERIK

TECHNISCH  
SECURITY-EXPERT OT 
STEDIN

CHIEF INFORMATION 
SECURITY OFFICER 
STEDIN

Voorkom dat jouw slimme apparaten domme dingen doen
Steeds meer apparaten zijn verbonden met het internet. De Rijksoverheid is een campagne gestart om 
consumenten tips te geven hoe thuis veilig om te gaan met IoT. Maar hoe doen organisaties dat, 
bijvoorbeeld met drones? En hoe zit het met wettelijke vereisten? In deze break-out geven Mark en  
Titia praktische tips voor een veilig gebruik van IoT.

TITIA  
HOUWING

MARK  
DE GROOT

IOT-CONSULTANT
KPN 

SENIOR ETHICAL 
HACKER
KPN CISO REDTEAM 
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Doom and gloom - en wat nu?
Brigadegeneraal Henrick vervulde de afgelopen 12 jaar verschillende functies bij de MIVD, waar hij 
verantwoordelijk is voor het optreden in het digitale domein. Jan Joost werkt bij het NCSC aan het 
vergroten van de nationale weerbaarheid en het organiseren van gezamenlijke reacties op nieuwe 
dreigingen. Samen gaan zij in op de rol van de AIVD, MIVD en het NCSC bij het versterken van de digitale 
weerbaarheid van Nederland.

LUCINDA STERK 
CYBER LADY & TALKSHOWHOST 
STERK CONTENT

Diversiteit als wapen tegen dreiging
De digitale weerbaarheid van Nederland staat onder druk, mede 
door een gebrek aan cybersecurityspecialisten. Met de komst van 
AI en nieuwe wetgeving neemt de vraag naar securityexperts 
alleen maar toe. Maar wat nu als ik je vertel dat we de helft van 
het beschikbare talent nog niet volledig benutten? In de talkshow 
van Lucinda bespreekt ze met haar gasten hoe diversiteit onze 
digitale weerbaarheid versterkt. 

HENRICK 
BOS

v JAN JOOST 
BIERHOFF

PROGRAMMADIRECTEUR  
CYBERSECURITY MIVD
MINISTERIE VAN DEFENSIE

CHIEF OPERATING 
OFFICER
NCSC

NLSECURE[ID]
PROGRAMMA

2026
TALKS RONDE 2

TALKSHOWGASTEN
Alejandra Reynaldos Rojas
Programmamanager 
Platform Talent voor Technologie

Hafida Aboulbarakat
Security Analyst 
Pinewood

Jeroen Gaiser 
Chief Information Security Officer
Ministerie IenW

Laura van den Eshof
VP CISO Operations 
KPN
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DANIEL DOS SANTOS

Anatomy of hacktivist attacks: detecting and mitigating emerging threats
Hacktivisten richten zich steeds vaker op vitale infrastructuur. We zien regelmatig aanvallen op OT- 
systemen waarbij HMI’s worden gemanipuleerd, PLC-instellingen worden aangepast en logging wordt 
uitgeschakeld. In deze sessie bespreekt Daniel de groeiende OT-dreiging en welke maatregelen organisaties 
nu kunnen nemen, zoals het elimineren van default credentials, segmentatie van OT-netwerken en gerichte 
dreigingsdetectie.

VICE PRESIDENT OF RESEARCH 
FORESCOUT

LEONIE VAN DER VEEN 
CEO 
ADDCOMM

De dag dat alles stilviel: leiderschap, ketenbewustzijn en transparantie tijdens een cybercrisis
Wat doe je als je organisatie wordt getroffen door een data-inbraak? Leonie koos voor openheid en actie. Ze 
neemt je mee in het echte verhaal achter de cyberaanval op AddComm. De nadruk ligt niet op techniek, 
maar op leiderschap, besluitvorming onder druk, ketenimpact en het belang van transparantie richting 
klanten. Haar doel is om organisaties te helpen zich beter voor te bereiden op een vergelijkbare situatie. 
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JUSTIN POST 

SOC-NL: de standaard voor digitale veiligheid in Nederland 
De toenemende complexiteit van cyberaanvallen en een tekort aan specialisten maken effectieve 
beveiliging steeds lastiger. Veel organisaties kunnen dit niet langer alleen aan. Door samenwerking en 
innovatie centraal te stellen in één flexibel ecosysteem, versterken we gezamenlijk de digitale weerbaarheid 
van heel Nederland. Justin vertelt je alles over SOC-NL, de nieuwe standaard voor digitale veiligheid in 
Nederland.

DIRECTEUR SECURITY 
KPN

TAHINI KHAJIL
SOLUTIONS ENGINEER 
NETSKOPE

Securing the Netherlands in the age of AI
Veel organisaties maken gebruik van AI om hun processen slimmer en efficiënter te maken. Hierbij creëren 
ze tegelijkertijd ongekende stromen van gevoelige data tussen gebruikers, cloudapplicaties en AI-modellen. 
Deze nieuwe realiteit heeft het dreigingslandschap fundamenteel veranderd. Tahani laat zien waarom 
traditionele beveiliging steeds vaker tekortschiet en hoe je AI veilig en effectief kunt inzetten binnen jouw 
organisatie.
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Veiligheid en flexibiliteit combineren binnen je 
netwerk is essentieel. Met een breed portfolio 
aan beveiligingsoplossingen, van standaard 
tot maatwerk, blijft je netwerk beschermd en 
schaalbaar. Zero Trust principes vormen een 
stevig fundament voor moderne netwerken.

NETWORK SECURITY 

Altijd zicht houden op digitale dreigingen is cruciaal. Met monitoring en detectie kunnen 
risico’s vroegtijdig worden gesignaleerd en beperkt. Initiatieven zoals SOC-NL laten zien hoe 
publieke en private partijen samenwerken om snel en effectief op incidenten te reageren.

MONITORING

kpn.com/nlsecure
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Heb je een vraag over cybersecurity? Wil je meer weten over onze dienstverlening? 
Of ben je benieuwd naar de laatste KPN-innovaties? Dan nodigen we je van harte uit 
om langs te komen in de KPN Bar. Onze experts staan de hele dag voor je klaar.

Veilige toegang begint bij een betrouwbare 
digitale identiteit. Oplossingen zoals 
eHerkenning en PKIoverheid zorgen voor veilige 
identificatie en ondertekening. De KPN eWallet 
bundelt digitale identificatiemiddelen op één 
plek en maakt ze overzichtelijk beschikbaar.

KOM LANGS

IDENTITY

KPN BAR
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GA IN GESPREK

PARTNERS
AANWEZIGE

R

NLSECURE[ID]
PROGRAMMA

2026

kpn.com/nlsecure



v

De Angry Nerds-podcast is een levendige en  
vaak humoristische tech-podcast waarin een  
groep enthousiaste nerds actuele technologie-,  
IT- en cybersecurity-onderwerpen bespreekt. 
De hosts combineren technische diepgang met 
luchtige gesprekken, scherpe humor en af en  
toe een flinke dosis cynisme. Verwacht gesprekken 
over alles van netwerkinfrastructuren tot 
softwareontwikkeling, van privacykwesties tot 
bizarre tech-trends.

ANGRY 
NERDS 
PODCAST
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Werken in de wereld van digitale beveiliging 
betekent bijdragen aan een veiligere toekomst. 
In een omgeving die continu in beweging is, 
krijg je de kans om de nieuwste technologieën 
te gebruiken en samen te werken met experts 
om de veiligheid van miljoenen mensen en 
bedrijven te waarborgen. Hier staat jouw 
expertise centraal, en krijg je de vrijheid om je 
vaardigheden verder te ontwikkelen en nieuwe 
uitdagingen aan te gaan. 

Ben jij gepassioneerd over cybersecurity?  
En wil je werken aan innovatieve oplossingen 
die de digitale wereld beschermen? Dan is KPN 
dé plek voor jou om impact te maken en je 
carrière naar een hoger niveau te tillen.

werkenbijkpn.com
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WERKEN BIJ KPN
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IETS GEMIST?

Wil jij een van keynotes of break-outs op je gemak 
nog een keer bekijken of heb je geen plekje weten te 
bemachtigen voor het fysieke event? Goed nieuws: 
na NLSecure[ID] is een deel van het programma 
terug te kijken via het online platform. Ook kom je 
hier eenvoudig in contact met KPN's securityexperts 
en onze partners.

 
TERUGKIJKEN?
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